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NOTICE

This document contains information about one or more ABB products and may include a description
of or a reference to one or more standards that may be generally relevant to the ABB products. The
presence of any such description of a standard or reference to a standard is not a representation that
all of the ABB products referenced in this document support all of the features of the described or ref-
erenced standard. In order to determine the specific features supported by a particular ABB product,
the reader should consult the product specifications for the particular ABB product.

ABB may have one or more patents or pending patent applications protecting the intellectual property
in the ABB products described in this document.

The information in this document is subject to change without notice and should not be construed as
a commitment by ABB. ABB assumes no responsibility for any errors that may appear in this document.

Products described or referenced in this document are designed to be connected, and to communicate
information and data via a secure network. It is the sole responsibility of the system/product owner to
provide and continuously ensure a secure connection between the product and the system network
and/or any other networks that may be connected.

The system/product owners must establish and maintain appropriate measures, including, but not lim-
ited to, the installation of firewalls, application of authentication measures, encryption of data, installa-
tion of antivirus programs, and so on, to protect the system, its products and networks, against security
breaches, unauthorized access, interference, intrusion, leakage, and/or theft of data or information.

ABB verifies the function of released products and updates. However system/product owners are ulti-
mately responsible to ensure that any system update (including but not limited to code changes, con-
figuration file changes, third-party software updates or patches, hardware change out, and so on) is
compatible with the security measures implemented. The system/product owners must verify that the
system and associated products function as expected in the environment they are deployed.

In no event shall ABB be liable for direct, indirect, special, incidental or consequential damages of any
nature or kind arising from the use of this document, nor shall ABB be liable for incidental or conse-
quential damages arising from use of any software or hardware described in this document.

This document and parts thereof must not be reproduced or copied without written permission from
ABB, and the contents thereof must not be imparted to a third party nor used for any unauthorized pur-
pose.

The software or hardware described in this document is furnished under a license and may be used,
copied, or disclosed only in accordance with the terms of such license. This product meets the require-
ments specified in EMC Directive 2004/108/EC and in Low Voltage Directive 2006/95/EC.

TRADEMARKS

All rights to copyrights, registered trademarks, and trademarks reside with their respective owners.

Copyright © 2003-2016 by ABB.
All rights reserved.

Release: September 2016
Document number: 3BDS011222-600 C



Table of Contents

About this User Manual

TNEENAEA USET....eeueiiiiiieiieeieeciteee ettt ettt sttt e st be e st e sabeesabesabeesbbeensaenanenn 19
Version Described in this User Manual............cceecueeeiierieeciienieeieeiiesie e eseeesveesee e 19
User Manual CONVENTIONS .......coecveriierierieeniienteesieesieesieesteesieesssesseessaessessseesssesssesssnens 19

Warning, Caution, Information, and Tip Icons .........ccoceevinieiininiiniec e 19
TOIMNINOLOZY .. vveeviieiieesiie ettt ettt ettt te st et e st e e bt e sabeesbeesebeenbeensaesabeenseesaseensaennnenn 20
Released User Manuals and Release NOLES.........cc.eeeiiieeriiiieeiiieiiee et 21

Section 1 - Introduction
SYSLEIM OVEIVIEW ...ttt ettt ettt et e et et et e et sae e et sat e besbeenteeseebeeseenseeneenseene 23

Prerequisites and REQUITEMENTS .......cocueeruieriiiiiiiniieiie ettt et 23

Section 2 - Configuration

Entities, Reservation and EnvIronments...........ccceeeeieiiiiieeieeiiniiee e eeeireeeeeeevveeee e 27
AULOMALION SOIULION ..eevvieiiiiiieeieeiiesiteeteerteeteette st e et e steesbeessseebeesbaessseesseesssaenseessnens 29
CONLTOL STTUCTUTE ...ttt ettt sttt ettt st et e et s b e saaeeates 29
Create Control Network, Control Project and Controller ................... 30

Configure OPC Data SOUICE .......coccevueruierenieiiniieieneeeeneereie e 32

Create Control AppliCation .........cocceveriererienienienieeeneetene e 33

Insert Application Libraries ........c..ccccecereevieniieniniencnieenenreieeeenene 33

Connect Application Libraries ..........cecceeeevereenenieneneenenieneneenene 34

Create and Configure Controller............c..cocevievieniniieniiiencneenienens 34

Create and Configure Task.......c.ccoceveriiiiniininiiienerceeeeeeiee 35

Connect Application to Task........cccoceovieiiniiiiiniiniieceeeees 36

Insert Hardware LiDraries.......c.coccvevveevieeneeenieenienieenieesiesveeseeeeveenees 36

Connect Hardware Libraries to Controller...........cccccccvveeciiencneennnenn. 39

Create Hardware UnitS ........ccoveviieriienieniieenieeieenieeseeeiee e eveesene e 40

OPEN Project ..ot 41

3BDS011222-600 C 5



Table of Contents

RESEIVE PIOJECE ettt 41
Re1aSE PrOJECT...ccuviiiiiiiieiiecie ettt 43
SEC VIBWET ...ttt ettt et et se e sttt e st e st e sbe et e nbeeseeaeeseenes 44
Structure DIagrami.......c.coeeevieeriierieniienienie ettt 44
Transition DISPlay .......ccceceereiieiinieeeeeeee et 46
ACION DISPIAY ..ottt 48
CONLLOL LLOZIC -ttt ettt ettt et sbeeneens 53
Working with a Function Diagram .........cccceeveevviiniienieniieniienienieene 54
Working with @ SEQUENCE ........cecevuiiiiiriiiiieeee e 63
Action Display with Target Diagram Reference Name and Description68
Working with Multiple Function Diagrams...........ccecceveeeenerncenennnens 73
Global Variable and Communication Variables.........c..ccocceceevenicenncnne 75
Exporting / Importing Function Diagrams............ccccccecerervinenenenene. 79
Control Hardware UnNitS.........c.coceevuenieiiineineneeieneeieneeteseeteseeeee e 82
AC 800M Status MONItOTING....c..eeveeueetieueerteeienteeitesteetesteeeesteeteeseeeesaeeeesaeeneas 83
Uploading the Details using Configuration Uploader Aspect ....84
Process GIraphiCs.......cooieierueiierieeiieieeie sttt ettt sttt st see e e 87
FACEPIALES ..eveeniieeiieeiie ettt sttt st st aeesaeeen 87
Change of default faceplate aspect ..........ceoeeeeererienerieerenieeeeeeee 87
Change of faceplate view for different type of motors ............cc......... 88
Alarm and EVENt .....c..ooiiiiiiiiiiiiiieciietee ettt 89
Default Alarm and Event List Configurations ............cceceeveveerieenneennne. 89
Create a Customized Alarm and Event List Configuration ................ 90
Event List Viewer Performance..........cc.ccocceeererieninncnenicncnnencnnens 90
FIIteriNg oot e 91
Runtime Filtering ........ccceeviiiiienieniiieecieceeteee e 99
Aribute EXNSIONS. . cveeieiieeieieeiiete et 103
Add an Alarm and Event List ........ccccoceeveniniininiininicnceienceeee, 107
AUdible ALAIMS ... ..ooueiiiiieieiieeeee e e 111
Alarm Hiding ...ooveeriiiiiiiiieiiieeec ettt 115
Configure Alarm Hiding .........ccocoeoeviiiininiineeeeeeececeee e 124
ALArm SREIVING .couveeiiiiiiiiiieiieete et e 130

6 3BDS011222-600 C



Table of Contents

AlArm GIOUPING ....eeuvieieiierieeierteeie sttt ettt ettt st e b e see e 134

Enabling Alarm Grouping.........ccceeeeevveerueeriieereenieeesieeseessieesvesseeenns 135
Configuring Alarm Grouping........ccceeeeerveeieneerieneeieneeeeseeee e 136

Adding Alarm Conditions to an Alarm Group.......c..cceceeeeevereenuennee. 140

Opening the Alarm Group Definition ...........ccecceveeieneenenenienenen. 141

ALArM ANALYSIS.ccuuiiiiieriieeiieriteeieert ettt sttt sae e 143

Creating an Alarm Band..........ccccooiviiiiiiinineeeeeeecee e, 154

Creating a Sequence Bar ASPECt.......cccevuirrierieriiienienieeniiesieeieenns 156

Alarm EXPression......o..eeieeeririeieneeiesieee et 157
Expression Rules and EXamples ........cccoocvevierieiiiieniieniieenienieeieene 168

Valid OPEIALOTS. ...c..eovereureneeiieiieiieiteieeese sttt ettt ere e s saenes 169

TEEM SYNLAXES .veeeriiniieiieeiieeiteetee sttt sttt et e s beebee e 171

Creation of a Separate Expression List ..........ccoveeieienienencenieneenee. 172

Alarm Conditions ASPECT .....cccueeruereriierierieeniierieesieesreeieesieessseenseenas 174

External Alarm - Sounds, Lights.......c.cccccovieiinieiinieneiceiccee e 176
Configuring the External Alarm Service ........cocceevveervvervieenvenvieenieenns 177

SMS and e-mail MeSSaZING .......ccueeieriieiiriieiesieeteteete ettt 182
Setup and Configuration Workflow...........ccceevieriiieniiniiieneeniienieenne. 183

Setup and Configuration Worksheets ............ccceoereeienienencenieneenee. 184

Hardware SEtUP ......ccceevierieeiiiie ettt 184

GSM Hardware (SMS/GSM) ......ccueviririnineneneneneneneeeeeeeeeeenenes 185

Modem Hardware (TAP/Modem) ........ccoeeeeevvveeeeeeiineieeeeeireeee e 188

SYSIEM SEIUP ..ottt s 196
CONTIGUIALION ...eeivviiiieeiieiie ettt ettt st te ettt eaee e e e saeesaneens 216

SYSEEIM STALUS ..cevteeiiieiieiiieiie ettt ettt ettt st e bt st e bt e st e e beesaeessneenas 232
TOPOlogY Status VIEWET .....eevuviviiiiiiieiieniienieeniieeieeete e e e eie e 232

Device Management & FieldDUSSES .........cooiruieiiiiiieiiinieereee e 235
Device Library Wizard...........cooceevieenieiieinieniteieeiee sttt st 235
PrereqUISItES ....evuieiiireieieeteeieet ettt et 235

Source for Device TYPES ...cccveereeriierienieeiieeieeiee et 236

Extract Device Type Files .......coccoviiiiiiiiniiieeeeeeeeee e, 237

Read Release Notes of the Device TYPes......ccocverueeveeeneevieenieenieenns 240

3BDS011222-600 C 7



Table of Contents

Install DeviICe TYPES...ccueeuierieeeieieeiieie ettt 241

Special Handling for 800xA System Restore ..........cceeveevveenieeneennns 250

Device Management PROFIBUS & HART .......cccociiiiiiiiniienceeeee 250
Prerequisites and ReqUITEMENtS.........cveevveeriieiieneeniienienie e 250

Entities, Reservation and Environments ..........ccceeeveeeeeeeeeeeeeeeeeeeeeennn. 251

Fieldbus Topology in the 800XA SyStem.......ccceevveerevierierveeniennenne 252
Pre-configuration of AC 800M Controller.............cceceveeeeneneennnnne. 252

Setting up a Fieldbus Topology for PROFIBUS and HART ............ 254

Insert HART Device Type ODJects .....ccooeevereenienerienieeieiceeeeeene 261

Insert PROFIBUS Device Type ObJects .......ccccuereveerieenienieeneennennne 266
Configuration and Commissioning of Field Device Type Objects...271
Configuration of OPC Server PROFIBUS/HART .........cccccceneennne. 275

HART Device Calibration via Device Management System (DMS) 285

HART Devices in Function Diagrams ..........cccceeeeeeevieeniencieeneenieennne 286
PROFIBUS Devices in Function Diagrams............cccceeeeeeveeneeeenne. 288

Device Management FOUNDATION Fieldbus ..........ccocevevieiienienieenienieeneen. 288
Step 1: Check, Save, and Upload FF Libraries.........c.cccccceeerereenen. 291

Step 2: Create and Configure an HSE Subnet ...........ccoceviviniennnne 292

Step 2a: Create HSE Subnet .........ccocevivenienienienieininiieneneneneeee 292

Step 2b: Configure HSE Subnet ..........cccceevieeiiiiniiniiienienieeeeneee 293

Step 3: Configure the FF Application.........ccccecevenvinvenvenieieinccnennens 298

Step 4: Load the FF Application.........cccceevvieenieniienienieeieenienieene 311

Step 4a: PreCOmMMISSIONING.....cc.eevererierieetieieeicerieeeceie e eee e 311

Step 4b: COMMISSIONINZ ...veervveriieriierieiiienieeieenteeiee e sieesieesne e 314

Step 5: Using FF Data.....c..cccovirinineninenicieneeieeeceeeese e 319

Batch Management..........ccueeiiiiiienieiiiieniie sttt ettt e st e et e st e s be e s e sebeenbaenaeas 323
Flexible Batch Processing...........ccceveeieneeieenenienienieneeeeiceee e 323
Configuration OVETVIEW ......ccceevovieriienieeriieniienieenieestesieesneeieesaeenns 323

Batch Management Configuration............cecceveeeeneneenenienieneenee e 324

BOOXA HISTOTY weeutieiiieiieitiieieeste et et ettt sttt e st e e bt e sabesabeesatesabeesabessbeenseesnbeenseenanas 326
Configuring Using System S00XA .........cccoeieririerereeieseeeeeeee e e 326
SO0XA HiStOry LOZS..ccveeiuiieiieiieiiieiiesitesiteeeeeite sttt e 327

8 3BDS011222-600 C



Table of Contents

800XA HiStOry SOUICE ... .oiuiiuieiieiieiieiieieee e 327
HISTOTY SOUICE......ueiiiieiiieiieeiteeiee sttt ettt be e 329
Creating Logs from System 800XA..........cccoereerenieienieeneeee e 332
Creating Log TemMPIAtes ......ccc.eevieeiiiiienieeieenie ettt sttt sre et esaeeeas 332
Current History Only LOg ....cc.ooeeieiiiieiiiieeeeeece e 332
800xA History Log Definition ...........eecueevveerieenienieeneenieeneeneeenne 339
AGETEZALE LLOZ..ccuiiiiiiiiieiieieeec et 344
Creating Log Configuration ASpPect in TagS.......cceceeriierienieeniienieniesieeseenieens 347
LOg Definition ....cc.cecvieuieiiriieiesieeie e 351
800xA History Log Definition ..........cceceevieerieenieiiieeneenieenieneeene 351
Presentation  .......oocooeeiieiieieneee e 352
STATUS e e 352
Activate/Deactivate Log .......cccoveeverieieiieieieeeee e 352
Binary TEXE  c.veeviieiieie ettt sttt sttt s 352
HiStory Log LSt ...coeueeeiieieie et 353
Bulk Configuration..........cocueeveeriieniienienieeneeeieesiee et siee e esiee s 354
800XA History Log Deletion.........cecueeuieieniieieneeierieeiesie et 364
Manual Deletion Mode of 800xA History Logs .......cccecvevviieriennnenns 365
Auto Deletion Mode of 800xA History Logs ........cccceeeeevinienirncnee. 366
Invalid 800xA History logs should be removed manually from the 800xA
History VN ....coveiiiiieiiinieeieesieeieeeeeeesee e 366
Deleted Logs to be removed from the Vtrin Tag deletion table........ 367
800xA History Configuration ULty .......c.cceeveervieriieniieeiienieeeesiesieesve e 370
Load 800XA HiStory LOZS....cc.eveerierieieiiieiesieeeieee e 374
Show Logs Out Of SYNC.....ovcveeiiiiiiiiieiieieeteceeteee e 374
Show Duplicate Logs ......coceevuieiirieieiieieeeeseeeee e 376
Show Logs Marked for Deletion..........ccceeveeriervieenieniieniieenienieenne 378
Log Active / TNACHIVE ....eouveeieiiiieiesieeei e 380
EXPOTt FIle oot 384
SUMMATY oottt s s 384
800X A HiStOTY PrOPEITIES. . c..eeruieeiiiiiieiieeiieiieeie et sttt sttt st s sre e 385
Configuring Event Retrieval........c.cocociviieiinieiiiiiiiiiiinescceeeeeeeeese e 389

3BDS011222-600 C 9



Table of Contents

Create Alarm and Event List Configuration Aspect...........ccceeuee.. 389

Retrieve Based on Event TYPe .......ccoveeviiiiiienieniieieenieeieeieesee e 392

Retrieve Events Based on Category .......ccceceeerenvenieeenenenenenennennes 393

Retrieve Events Based on Attributes.........cccccoceeevenercvenenicnencenncne. 394

Retrieval Events Based on Event Time..........ccooceeieiinienincenenenen. 394

Retrieval Events Based on PPA Object ID.........cccceeviiviiivniieniennenns 395
Configuring ATCRIVES ......cccoiriirieieieieieetee et 396
Configuring Event Archiving.........cccoceeveeniiriiieniienieenieenie e 396

Manual Archiving for Archive Groups........ccccoeceeeeereeneneeneneeeee. 400

Creating Alarm and Event List Configuration........c..ccecceceevvencenenne. 406
Retrieving Archived Event List .....c..cccocvvinineneneneinnnininenencee 409

HiStOTY SUPETVISION ..veiiiiriiieiiiiieeiie sttt ettt sttt te et e e s ens 410
Information Management. ...........ceceereruiererienieeiee ettt sttt 411
Historical Process Data............cccccuevieiiiiiiiiniiiiinicicicicccncie e 411
History Configuration ..........ooeeueruieriinieiese ettt 411
LOg TEMPIALE ....oouveeeieeieeiieiieeieeee ettt sttt e 412

Log Configuration.........ccccerueeuierieeienie ettt 418

Log Configuration Details .........cccecceerrieeiiiiniieniieiieeniesieeiee e 422

LOg SUMMATY ...ooviiiiiiiiiiiieiieeeec ettt 440

ATchive TOOL ...coooiviiiiiiiiiiii 442

Bulk Configuration ............ccoeeererienenienieneee e e 443

Extended Configuration Data ..........ccovieviiiiieniiniiiiieceeee e 445
Parameter Management ..........cocceevveereinieiniienienieeeeeieeiee e 445

Softpoint Configuration WOorkflow ...........ccecevcienieniienieenieniienneens 447

Importing and Exporting Softpoint Configuration Data................... 449
Document Management ...........cecueerueerrieereeriieenieeneessieeseeseeesseesseesseesssessseesseess 450
Information ACCESS ASPECES ...cc.eeuiruieriertieiesiteie et etestce ettt e et sae e 453
How to use the File VIeWer...........cccocoviiiiiiiiiiiinniiiiicccice 454

How to use the Bookmark ASPect .........ccceoeevieniieieniniinieieeeee, 466

How to use the Web Page ASPEct ........oovveeveerieenienieinieenie e 470

How to use the ActiveX Wrapper ASPect ........ccceevereeeeneeneeneeneenen. 471

How to use the Windows Application ASPect .......cccceeevveerueeruensueenne 474

10 3BDS011222-600 C



Table of Contents

How to use the Help ASPECt.....c.coovvieriiriiiiniiniieieeeeeeeeneeeeeieee 476

How to add and configure CAD Drawing ASpPect.......ccccceevveerueenuenns 479

ASSCt OPUMIZALION ...ttt ettt ettt ettt tesaeetesbeestesaeetesbeenbesbeeneesseenes 481
ASSEE MONILOTING ..cvveeuiieiiiieieeiieeteeste et e site st e bt esebesbeesabesabeessaesabeebeesaseeseenes 481
MaxXimo INtEZIatiON . ......ccuieieriiiieiieeieteete ettt 482
SAP/PM INEEZTALION ..uveenvieiieeiiieriieeieestee et esiteste et saeesbeesaeesibeesbeesaeesareenanesnne 483

PC, Network and Software MONITOTING ......cceceeruerrieriieieieeeeee e 483
Configuration Change and Access Management...........c.eecveervieerieenieerieeneeneeeneennesnnes 484
AUROTIZATION ...ttt sttt sttt b et sae e e 484
ACCESS CONMIOL ..oniiiiiieiiiiieetceeeete ettt sttt s 484

LLOZ OVET .ttt sttt sttt et sttt e 485
Electronic STIZNAtUre ..........ceecuierieeiiriienie ettt e et sre et seae e e saeeens 485
Configuration Change Management ............coceeeeruereeneneenieneeiesieeie e 486
System Configuration VEISIiON ..........ccceeeevveerieeneeesieeneesieenieesveennes 486

Synchronizing Changes Between Systems .........cccceceveereneeneeneenen. 486

Engineering RePOSItOTY .......ceviiriierieriieiieeie ettt ettt sttt esaee e 487
PermiSSions  ....cooieiiiiiierie et 488

USer INErface .....oveeueeiiiieiciecicccectceteccccee e 489

MENUS ettt 493

TOOIDAT e e e 496

Plant Explorer Context Menu...........cccoccoceiiiiiiiiiciiiiiinceceeeee, 496

CONTIGUIALION ...eivvieiieeiiieiieeieeee sttt st e st e sareebeesibesnseenes 497

FIItBrS oot 499

Application Change Management.............cecueerueeriersieenienniersieeseeesieesieessseesseenns 500
Import / EXPOTt tOO]....c..ciiiiiiiiiiieiieii ettt 501
Synchronizing Changes Between Environments ...........ccccceveveeveenieennieenvennieenne 502

AUAIE TIALL ..ottt s 504
ATCRIVE ittt 505
System and Device Checks ........cc.eeieriiiiniiiene e 505

DIAtA ACCESS ..ottt ettt sttt ettt sttt sttt ettt sbe e et et ebe e 505
Accessing 800XA Via OPC......cc.oiiiiiiiiiieieeee et 505
Hardware SEtUP ......cccueeviieiieeiiiie ettt 506

3BDS011222-600 C 11



Table of Contents

Accessing the 800XA OPC DA Server ........cccceeeevereeneneeneeneeeee. 506
Accessing the 800XA OPC AE Server........cccoceeeeeneeniencieeneeneennne 508
Accessing the 800xA OPC HDA Server.........ccccocevverevenenenceennenne. 509
Integrating OPC Servers into 800XA ......c.covieiiierieniieiiienie et sveeee e 509
Hardware SetUP.....ccceeovieiiiiiiiiiieeeeetetet e 510
Integrating OPC DA SeIVETS.......c.cecvtevieriieiiiienieeieeeesteeieeniee e 510

Alarm Coloring in Trend Display .........cccceeveverienenienenieieeeee e, 522
Integrating OPC AE SeIVers........ccocevciieniienieniieeniieeieeieesieeieenieens 537
Integrating OPC HDA Servers.......ccccoceeueirviririneneneneneenreeeeenenes 549

DCOM Security Settings for OPC.........ccccooiiviiiinienieiiiiniesieeeeene 549
Accessing 800XA via OLE DB .......cocoiiiiiiiiiieieet e 557
OLE DB Provider for DA ........cccoooinimiiiniineniceneceeeciceeeee e 557

Example Command Line ......c..ccccceeevivenenenienienienenineneneeeseeenes 559

Short REfErenCes ......covirueeiirieiinieientecieeecee e 560

OLE DB Provider for HDA ........ccccoiiiiiiieeeeeeeeeeeee e 560

Property TranSTer .......oooveeriiriiieeeieee ettt st 571
PUIpOSe e 571

Property Transfer Definition ASPect.........occvevveevieenieriieeneenieenieenns 571

Property Transfer SErviCe ........coeevevieiineeneneeieseeeese e 574

Security Handling .......oceevveevieriiiinienieiiiesieeicente e 575

Property EXPIeSsion .........cooeeieiirieriieiieie ettt 575
Property Expression Manager Service.........ccovveeveeeneeniensieeneensnennne 576
Configure Property EXpression ASPect........ccocceveveeveenieeienieeneeneenes 576
REference SCOPE ....cccveevuiiriiiiieieceeteee et 578
Timestamp and QUAlity ........cccoeieiiriiniiieereee e 578
Redundancy ......cccooioiiiiiiiniieee e 579
Configuration RUles ........ccccoevveieirininincnicieicceececeeeese e 579

WIItiNG EXPIeSSiONS. ...cccueervierieerieiiieniienieeite e eieesieesteeteesneeneens 579

LADTATIES ...ttt ettt e b et b et e b ettt e s beest e beentenbeeatebeene 580
Building Versioned Object Type Libraries .........cccccevveerueevieeniennieeneenieeieeneens 580
Using Versioned Object Type Libraries ........cccceeevereeieriinieneneeieneeieseeeeeenne 580
ODJECE TYPES . nveeiteeiteeite ettt sttt ettt e st e st e st e e beesbaesabeesbeesabeenseesabeenbeesseesnbeensaesases 581

12 3BDS011222-600 C



Table of Contents

Building ObJect TYPES....c.ceeuieuierieeiertieiesteete sttt ettt et sttt 581
Object Type Group Creation .........oceeeeerrieereerieeneenieessieeneessieeneeenns 582
Object TYPE Creation .......cceevuereereerieieeieerieeieeieeteeie e see e enees 582
Subtype Creation and Object Type EXtensions .........cceceeeveerueenenennee. 589
Composite Object Type Creation ...........coceeeevevueeercerinienereenuenvennenees 592
Examples of ODJECt TYPES...couviruiirieriiiiienie sttt et ste e eieesre st esiresee e 597
Control Object Types / Composite Control Object Types................. 597
Process Object Type with Signals .........cccceeveveeiiienienniennienieeieeneens 599
Process Object Type Built in Function Designer .............ccccceveenenee. 603
SIZNAL GIOUP .eeeriiieiieniieiiienite ettt ettt st ettt e saeesebeesaaesabeenes 607
Building Reuse INStUCHONS .....ccueetiruirieiieeiesieeiesie ettt 611

Appendix A - Object Types

Reference Information for ObJect TYPES ......coereeririenerienienieneetcieetee et 615
ODbBJECE TYPE GIOUPS ..enveinrieiieriieeiieeite ettt ett ettt et ete e bt e st esbeesateenbeesbeeeas 615
ODBJECE TYPES .ttt ettt sttt st st s e e e 615
ASPECE GIOUPS ..ttt ettt ettt st e sae st s ene s ne st ene e 616
ASPECES ettt ettt st s b e st b e sh e bt st e e eaee 617

Object Type Definition ASPECt......cceeveeriienierieeiieenienieenieesieeieens 617
Object Type Reference ASpect.......c.ccecvevevvienervienienienenienenieneeneen 617
Super Type Reference ASPect ........cccceceeveeviereenienencieneeceneeiencenee. 617
Object Type Extension Definition ASPect........cccceeevvereeveeneneencnnen. 618
Object Factory ASPECt.......ccceieviirieniirieieneereneerese e 618
Object Type Group Reference ASPect.........cceceevueeueesieneenieneeienenen. 618
Aspect Category Definition ASPECt.......ccceeveerieesiieniienieenieeieenieenns 619
Formal Instance List Definition ASPect .......ccccceeveeeevircereninienennennen 619
Formal Instance Definition ASPECE .......cccveereercieeniienrierieenieeieenieenns 619
Formal Instance Reference ASpect.......c.ccceeevevevencrenienicveneeennenne. 619
Aspect Group Definition ASPECt.......ccceevviereerieriieenienieeieenreseeenne 619
Aspect Group Reference ASPect ........oceveevuereerienieeiieneenienieeie e 620
Configuration DIalOZS .....cccuevviriiieniiiiieie ettt st et esbe e e 620
TyPe INFO Tab ..o 620
Create Info Tab ..., 621

3BDS011222-600 C 13



Table of Contents

Aspect Control Tab .......cocveiiiieiiiiee e 623
Category Control Tab........cccovierieriiienienieeieeie ettt 624
Child Control Tab .......cooeeiiiieiriee e 626
Composite INFO Tab......c.cocieriiiiriiniieieeeceee e 629
ConsiSteNCY Tab .....cc.ccveoieiiiiiiirierreeeeeee et 629
Formal Instance List Definition ASPECt........ccecceeviervieriieerieerieennenns 631
CompOoSite ODJECE TYPES -.cuvevieuieiieiieriieienie ettt ettt s 631
TerMINOLOZY .vveeeieiieiiieie ettt ettt ettt s 633
Instantiation of CompoSite TYPES ...cc.eevvereerereeriiniieiereeeceeeeeee 634
Structure Propagation ...........ccceceerveecieeniensieenienieeneeseesieesne e 635
Aspect Propagation ..........ccceeeeiiiieneiiene e 635
Relative References in Composite TyPes.......cocveevveerieriierrieeneennneene 636
Creating an Object ICON ASPECE ......cc.evuieriirierierieeiereete e 636
Creating Other ASDPECLS ...cccueiruiiriieeitierteerieertesteesitesteesttesteebeesabesbeesbeesseenseens 638

Appendix B - Library Handling

Base LIDIAries. .....c.coouiiiiiiiiiiiiieeceeeet et 639
Creating a New Base Library ........cccccoveevieriinininniineiienenecieeeeeceeseeee e 639
Adding Data to a Base Library Version ........c..cccccoceeinievenienenieieneeeneenene 642
Generating a Library Archive ........ooovieiieiiiniiniinieieceeceecee e 643
Releasing a Library Version........c..ccccoeveevienievenieienenienenecieneceeeeeeeseeee e 645
Creating a New Minor Version or Revision.........c..ccccceeevenennenenicneniencneenn 646
Creating a New Major VEISION ..........cccecevieiienieiienenienienicteneereseeeeese e 647
Library Definition ASPECt ........ccoeeieruirierieeiieiietieieettete et eee e seens 648
Library Version Definition ASPECt.......ccevverierviienieniiiriienieeieesreeieesieesveeeees 649
Library Member ASPECt........ccueerueiuieieriieierieeiesteete sttt ee et sbeeneesbeeneeneens 658
Deleting @ LADTAry ......covveeiiieniiiiiieiie ittt ettt ettt aeesane s 660
Renaming @ LiDIary ........coocovieiiiiiiiieee e 661
Moving a Library VerSiOn ........ccceerieirieenieniieitenieeieente ettt sre e e s eee e 661

EXtension LiDIAries ........ccueouieieiieieieiesie ettt sttt 661
Extending Object Type Definitions........ccoceevueiviieriieiiiienienieenieeie e 662
Creating a New Extension Library .........cccccooeeviiiiiiniiienineeceececee e 662
Adding Data to an Extension Library Version........c..ccccceveeeveieenienieineenieennenn. 664

14

3BDS011222-600 C



Table of Contents

Creating a New Extension Library Version.........c.cceeceeeeeverieienienenceneeceeene 666
Extension Library Definition ASPECT ........coccvevieriiirriierieenieenieeieenieesireeieesieenns 668
Extension Library Version Definition ASPect........ccccceceverieienienienienieeceeene 668

Appendix C - SMS and E-Mail Messaging
Setup and Configuration WOrksSheets ..........c.ccevereerieniriiininiineniesceceeere e 671
GSM Service Providers and Hardware Devices.........ccccoceeverienienieiieniincenieienceeee 678

Revision History

Index

3BDS011222-600 C 15



Table of Contents

16

3BDS011222-600 C



About this User Manual

Any security measures described in this document, for example, for user access,
password security, network security, firewalls, virus protection, and so on,
represent possible steps that a user of an 800xA System may want to consider
based on a risk assessment for a particular application and installation. This risk
assessment, as well as the proper implementation, configuration, installation,
operation, administration, and maintenance of all relevant security related
equipment, software, and procedures, are the responsibility of the user of the
800xA System.

This User Manual gives you an overview on engineering and configuration
workflow steps of the System 800xA in the context of an engineering project. It is
an introductory manual with system scope containing short descriptions of step by
step instructions.

Typically an engineering project that automates a plant is seen to cover the phases
plant design, software production and test, installation and commissioning. The
term configuration is mainly used for the concrete tool based activities to bring the
the results of all engineering tasks performed in software production and test into
the system.

Concepts important for engineering of System 800xA are described in System
800xA System Guide, Functional Description (3BSE038018%*).

Engineering planning considerations are described in System S800xA System
Planning (3BSE041389%).

The control system connectivity for AC 800M is presumed. Generic OPC
connectivity is described also. Other connectivity options are not covered in this
User Manual.

Building the automation solution is described with focus on the process oriented
Functional Planning approach, based on Function Designer, including Library
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Structure, Object Type Structure, Functional Structure and Control Structure. It is
described in more detail in System 800xA Engineering, Engineering Studio Function
Designer Getting Started (3BDS100968*) and System 800xA Engineering,
Engineering Studio, Function Designer (3BDS011224%).

To build the automation solution based on IEC 61131 Function Block programming
or on ABB’s Control Module programming or Diagrams, including Library
Structure, Object Type Structure and Control Structure is described in System 800xA
Control AC 800M Getting Started, (3BSE041880%) and System 800xA Control AC
800M Configuration (3BSE035980%).

In Control Builder M, if Diagrams are used, it is possible to include the entire
object-oriented design in a single diagram as it allows mixing control modules,
function blocks, diagrams, and functions by graphical connections. Diagrams also
allow communication from a lower SIL application to a higher SIL application, if
required.

Furthermore all three approaches to build an automation solution are also supported
by Bulk Data Management and pre-configured Bulk Data Management templates
and applications described here and in System 800xA Engineering, Engineering
Studio (3BDS011223%).

You will find System 800xA configuration topics related to basic functions
described in more detail than those related to the options of System 800xA. Where
applicable topics are handled by references to corresponding other manuals.

Section 1, Introduction introduces you to the main features of the system.

Section 2, Configuration contains step by step workflow instructions and reference
information.

Appendix A, Object Types contains reference information for configuration of
object types.

Appendix B, Library Handling contains reference information for configuration of
versioned object type libraries.

Appendix C, SMS and E-Mail Messaging contains configuration worksheets and
reference information to be used when configuring SMS and e-mail messaging.

18
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About this User Manual Intended User

Intended User

This User Manual is written for application engineers performing the tasks to
engineer and configure the automation solution in the software production and test
phase of an engineering project.

As a reader of this User Manual you should have basic knowledge of engineering
and configuration of process automation systems in general. Additionally you
should have read System 800xA, System Guide, Functional Description
(3BSE038018%) and System 800xA System Planning (3BSE041389%).

For more information on system set up for an engineering system refer to System
800xA, Administration and Security (3BSE037410%) and System 800xA Installation
and Upgrade Getting Started (2PAA111708%) instructions.

Reading can be minimized according to the concrete task profile of an application
engineer in an engineering project.

Prior to engineering and configuring a system, read the applicable System 800xA
release notes. The release notes contain important information not included in the
ordinary user documentation.

It is recommended that you have participated in introductory ABB training courses
for System 800xA.

Version Described in this User Manual

Unless otherwise noted, the versions of all 800xA Base System and Functional Area
software described in this user manual are the latest release of 800xA 6.0.

User Manual Conventions

Microsoft Windows conventions as defined in the Microsoft Manual of Style are
normally used for the standard presentation of material when entering text, key
sequences, prompts, messages, menu items, screen elements, and so on.

Warning, Caution, Information, and Tip Icons

This User Manual includes War ning, Caution, and I nfor mation where appropriate
to point out safety related or other important information. It also includes Tip to
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point out useful hints to the reader. The corresponding symbols should be
interpreted as follows:

Electrical warning icon indicates the presence of a hazard which could result in
electrical shock.

Warning icon indicates the presence of a hazard which could result in personal
injury.

Caution icon indicates important information or warning related to the concept
discussed in the text. It might indicate the presence of a hazard which could
result in corruption of software or damage to equipment/property.

Information icon alerts the reader to pertinent facts and conditions.

Tip icon indicates advice on, for example, how to design your project or how to
use a certain function

-3 OP P

Although Warning hazards are related to personal injury, and Caution hazards are
associated with equipment or property damage, it should be understood that
operation of damaged equipment could, under certain operational conditions, result
in degraded process performance leading to personal injury or death. Therefore,
fully comply with all Warning and Caution notices.

Terminology

A complete and comprehensive list of terms is included in System 800xA System
Guide Functional Description (3BSE038018%). The listing includes terms and
definitions that apply to the 800xA System where the usage is different from
commonly accepted industry standard definitions and definitions given in standard
dictionaries such as Webster’s Dictionary of Computer Terms.
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Released User Manuals and Release Notes

A complete list of all User Manuals and Release Notes applicable to System 800xA
is provided in System 800xA Released User Documents (3BUA000263*).

System 800xA Released User Documents (3BUA000263*) is updated each time a
document is updated or a new document is released.

It is in PDF format and is provided in the following ways:

*  Included on the documentation media provided with the system and published
to ABB SolutionsBank when released as part of a major or minor release,
Service Pack, Feature Pack, or System Revision.

e Published to ABB SolutionsBank when a User Manual or Release Note is
updated in between any of the release cycles listed in the first bullet.

A product bulletin is published each time System 800xA Released User
Documents (3BUA000263*) is updated and published to ABB SolutionsBank.
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Section 1 Introduction

System Overview

The Extended Automation System 800xA, System Version 6.0, covers operation as
well as engineering and configuration of continuous and batch automation
applications and supports FDA 21 CFR part 11 compliance of these applications.

An overview of the system functions and system infrastructure of System 800xA is
given in System 800xA, System Guide, Functional Description (3BSE038018%).

The foundation of System 800xA is the Aspect Object architecture. Introductory
information on Aspect ObjectsTM technology as well as conceptual information on
engineering and configuration of the system functions you find in System 800xA
System Planning (3BSE041389%).

Prerequisites and Requirements

For hardware and software requirements, refer to the System 800xA Installation and
Upgrade Getting Started (2PAA111708%).
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Section 1 Introduction
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Section 2 Configuration

This section provides you with information on the basic configuration steps
according to the Overall Project Workflow and Site Engineering Workflow
described in System 800xA System Planning (3BSE041389%).

These workflows are summarized in the following tables Table 1 and Table 2:

Table 1. Overall Project Workflow Activities

Workflow Step

Activities

Create Project Environment

Create System

Select and Load Standard and Device Object Type
Libraries

Load / Import other reusable entities and standards
Customize Project Environment

Build Project Library

Identify common equipment and devices from
P&IDs and select reusable entities

Select applicable Object Types from Standard and
Device Libraries

Complete Project Library:

- Build New Obiject Type Libraries

- Adapt Standard Object Type Libraries
- Write Specifications / Guidelines

Create Basic Structures

- Create Upper Level Plant Structures (Functional,
Control, Location, Documentation) from Object
Types

3BDS011222-600 C
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Section 2 Configuration

Table 1. Overall Project Workflow Activities (Continued)

Workflow Step

Activities

Create Process Functions

Build Lower Level Functional Structure from
Standard Object Types

Build Lower Level Functional Structure from
Adapted Object Types

Modify / Allocate Process
Functions

Add Specific Logic

Assign I/O Signals

Allocate to Applications in Control Structure
Allocate I/0 Signals to Boards in Control Structure

Design / Build Graphic
Displays

Finalize Graphic Displays from Object Types
Design and Build New Upper Level Graphic
Displays

Using graphic elements defined during library
creation

Extend Configuration

Add Production Management Functionality (Batch
Management)

Add Information Management Functionality
Add Asset Optimization Functionality
Finalize Lower Level Location Structure
Finalize Documentation Structure

Generate Application
Software

Generate Controller Code

Download and Test
Application Software

Deploy Graphic Displays
Download Controller Code, if required use Load-
Evaluate-Go procedure

Load other Run-time Configuration data
Test complete Configuration

26
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Section 2 Configuration Entities, Reservation and Environments

Table 2. Overall Project Workflow Activities Site Engineering

Workflow Step Activities

Activities according overall | See Table 1.
project workflow on
Engineering System (ES)

Create System Configuration | Define System Configuration Version in System
Version on Production (PS) | Configuration Version Definition object /aspect in
the Maintenance Structure.

Execute Creation of the System Configuration
Version (full backup).

Export on ES Export known changes: Entities with or without
additional dependencies.

Import on PS Transfer archive with changes.
Import Archive.

If Configure-Deploy or Load-Evaluate-Go are going
be used on PS: Import Archive into Engineering
Environment.

Verify Changes in PS Verify trees/objects/entities changed:
If OK: Continue.
Else: Do corrections either on PS or ES.

Download / Activate If applicable: Download/activate changes

Changes in PS If on-line evaluation required: Use Load-Evaluate-
Go during download on the controller.

Entities, Reservation and Environments

Starting from System 800xA version 5.0 onwards the system provides an enhanced
multi-user support. Optionally the system can be extended for environment support
allows to have different system configuration in certain environments. So called
entities are available as base functionality at object types in the 800xA System to
enable multi-user engineering. The entity allows to lock (reserve) a project,
controller or applications to prevent simultaneous configuration of aspects and
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Entities, Reservation and Environments Section 2 Configuration

objects in the 800x A system. Reservation functionality is available with right mouse
click at the object in 800xA Plant Explorers Control Structure.

The following kind of objects and aspects available in the Control Structure and
Object Type Structure can be used to make a reservation for underlaying objects and
aspects:

*  Projects, Applications, Controllers, Diagrams, Single Control Module (SCM)
*  Libraries, libraries with hardware types

*  Control modules types, except hidden control module types

*  Function block types, except hidden function block types

*  Diagrams types. except hidden diagram types

Activities of the workflow outlined in Table 1 and Table 2 are covered according the
areas:

e Automation Solution on page 29

*  Batch Management on page 323

*  800xA History on page 326

*  Information Management on page 411

*  Device Management & Fieldbusses on page 235

*  Asset Optimization on page 481

*  Configuration Change and Access Management on page 484
*  Data Access on page 505

*  Libraries on page 580

*  Object Types on page 581

The configuration steps are described either as general instruction steps or as
example based instruction steps. Some areas such as Object Types and SMS and e-
mail Messaging contain information as detailed as reference information whereas
other subsections reference the corresponding detail information given in other
System 800xA instructions.

28
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Section 2 Configuration Automation Solution

Automation Solution

Control Structure

To start implementing an automation solution you need a Control Network and a
Control Project in the Control Structure. The Control Project is structured in
Libraries, Applications and Controllers.

Main activities to build up the required Control Structure are:
*  Create Control Network, Control Project and Controller on page 30
*  Open Project on page 41

*  Reserve Project on page 41

* Release Project on page 43

*  Configure OPC Data Source on page 32

*  Create Control Application on page 33

* Insert Application Libraries on page 33

*  Connect Application Libraries on page 34

*  Create and Configure Controller on page 34

*  Create and Configure Task on page 35

*  Connect Application to Task on page 36

* Insert Hardware Libraries on page 36

*  Connect Hardware Libraries to Controller on page 39

e Create Hardware Units on page 40 (I/O boards, communication boards).

All activities except for the first two in the list above require Control Builder M
Professional to be opened on the corresponding project.

You can perform these basic activities starting from objects in Plant Explorer as
described here. Alternatively you can start from objects in Project Explorer of
Control Builder M Professional. Many activities can also be performed from Bulk
Data Manager worksheets or from Reuse Instructions using Reuse Assistant.

3BDS011222-600 C 29



Control Structure Section 2 Configuration

Create Control Network, Control Project and Controller
1. Switch to Control Structure in Plant Explorer.
2. Select the root node.

3. Click with the right mouse button and select New Object.

I %E Control Structure R

----- @ Asset Monitoring Server, Asset Monitaring Se

- T
Q Lost Default Aspeck |

Mew Object...

Mew Aspect, .,
Insert Object. ..

Figure 1. Select New Object...

4. Browse to the Control Network object (Object Types> Control System > AC
800M/C Connect > Control Types), select Control Network and insert a new
name, if required.

New Object -

Common | Product Type Structure ] Object description

- *Generic Type -~

B- Object Types w
-- 3+d party OPC server support
[&]- ABB System
- Control System

E]- AC 800M/C Connect

| [ CBM_Signals

-Control Types

[ Application Folder

dCo ol et

Additional Arguments

- Control Program Bl
- Single Control Module
- Single Diagram Type

Name

-Controllers -

< —m 5 | Control Network

v [ List presentation

Advanced... Create | Cancel | Help |

Figure 2. Select Control Network as the New Object
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Section 2 Configuration

Control Structure

5. Click Create.

6. Select the newly created Control Network object and click with the right mouse

button.

7.  Select New Object in the context menu.

8. Select the Control Project object type for the required controller type, for
example AC 800M, and enter a project name in the Name box.

Figure 3. Selecting the Project Object Type for AC 800M

Common |PmductType Structure I

ACB00M
ACB00M_HighIntegrity_SM&10
ACB00M_HighIntegrity_SM&11
EmptyProject

SoftController
SoftController_HI

New Object

—Object description

|

r— Additional Arguments

< 1

%ect Icon

Name

[~ show all [V List presentation

Advanced... |

Create I

Cancel |

Help

9. Click Create.

You have now created the Control Network and the Control Project with an
AC 800M Controller. Several AC 800M Controllers can be created under one

Control Network.

Repeat steps 6.) to 9.) as required to do this.

To create a new Control Network and AC 800M Controller, repeat steps 1.) to 9.).

3BDS011222-600 C
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Configure OPC Data Source
1. Switch to Control Structure in Plant Explorer.

2. Select the control network object.

E The following steps shall be done on every control network, placed in the system
and containing the OPC Data Source Definition aspect.

Select the OPC Data Source Definition aspect.
Select the Connectivity tab.
Click New....

S AW

Change the name of the service group, if required.

E The service group name can be found under Service Structure > Services>
OpcDA_Connector.

Example of a service group name: OPC_ControlNetwork1

@ Each control network needs a unique service group name.

7. Click Add....

8. Select the Connectivity Server on which the OPC Server is installed and
running.

9. Click the OK button in the main window.
10. The OPC Server is now configured for data access to device internal data
through OPC communication .

E If redundant Connectivity Servers are used in the system they have to be assigned
to the same Control Network. To do this the steps 1 to 10 have to be repeated for
each redundant Connectivity Server.

E For the case that not only one Control Network is instantiated, the steps 1 to 10
have to be repeated also for these Control Networks.

Different service group names as well as different Connectivity Servers shall be
used.

32

3BDS011222-600 C



Section 2 Configuration Control Structure

The AC 800M OPC Server needs to be configured separately. For more information
on configuration of AC 800M OPC Server, see AC 800M, OPC Server
(3BSE035983%).

Create Control Application

The project created according to Create Control Network, Control Project and
Controller on page 30 provides one control application by default. To add an
additional application object to this project:

1.

2
3.
4

In Plant Explorer switch to the Control Structure.
Right click the Applications object below the corresponding Project object.
Click New Object....

In the New Object dialog accept the selection Control Application, change /
edit Name and Object Description.

Press Create to create the new application object.

Insert Application Libraries

To be able to use a certain standard (or user defined) control application library you
have to insert it into your project:

N kR =

In Plant Explorer switch to the Control Structure.

Select the project object.

In the aspect list of the project object right click the Project aspect.
Click Config View.

In the <projectname>:Project dialog select the Libraries tab.
Press Insert.

In the structure browser of the Select a Library dialog browse to the required
library, for example Object Types\Control System\AC 800M/C
Connect\Libraries\ProjectObjExtLib 2.3-4 and select it.

Press OK to insert this library and all libraries it depends on into your project.

Click Apply.

3BDS011222-600 C
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Control Structure

10. Press Close on window level leave the dialog.

Repeat Step 6 to Step 9 to insert other libraries needed.

Connect Application Libraries

To be able to use a standard (or user defined) control application library inserted
into your project in an application you have to connect it your application:

1. In Plant Explorer switch to the Control Structure.

Select the application object.

In the aspect list of the application object right click the Application aspect.
Click Config View.

In the <applicationname>:Application dialog select the Librariestab.

Press Connect.

e

From the list of libraries in the Select a Library to Connect dialog, select the
required library, for example ProjectObjExtLib 2.3-4.

®©

Press OK to insert this library.
9. Click Apply.
10. Press Close on window level leave the dialog.

Repeat Step 6 to Step 8 to connect other libraries needed.

Create and Configure Controller

The project created according to Create Control Network, Control Project and
Controller on page 30 provides one controller by default. To add an additional
controller to this project:

1. In Plant Explorer switch to the Control Structure.

2. Right click the Controllers object below the corresponding project object.
3. Click New Object....
4

In the New Object dialog select the controller type, change / edit Name and
Object Description.

34
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® 2w

9.

Press Create to create the new controller object.
Right click on the Hardware object below the new controller object.
Click New Object....

In the New Object dialog browse to Object Types\Control System\ AC 800M/C
Connect\Libraries\Hardware\BasicHWLib 6.0-0, select the processor module
type (for example PM860 / TP830), change / edit Name and ODbject
Description.

Press Create to create the new processor module object.

To give a controller a unique system identity as required:

1.
2.

In Plant Explorer switch to the Control Structure.

Right click the corresponding controller object below the corresponding project
object.

Click Project Explorer.

In the Control Builder M Professional project window right click the already
selected controller.

Click Properties> System Identity.
Enter the required TCP/IP address of the controller.
Press OK.

Create and Configure Task

By default a controller is configured with three Control Tasks: Fast, Normal, Slow.

To add an own task:

1.

2
3.
4

In Plant Explorer switch to the Control Structure.
Right click the Tasks object below the corresponding controller object.
Click New Object....

In the New Object dialog accept selected type Control Task, change / edit
Name and Object Description.

Press Create to create the new task object.

3BDS011222-600 C
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To configure the task’s properties:

1. Right-click on the task object.

2. Click Task Properties.

3. In the Task Properties dialog edit the required properties and click Apply.
4. Click OK.

Connect Application to Task

To connect an application to a controller and a task:

In Plant Explorer switch to the Control Structure.

Right click the Applications object below the corresponding controller object.
Click Insert Object....

Ll e

In the Insert Object dialog browse to the existing application child object of the
Applications object below the project object and select it.

Press Insert.

Press Close to leave the dialog.

Right click the inserted application object.
Click Project Explorer.

A R

In the Control Builder M Professional project window right click the already
selected application.

10. Click Task Connection.
11. From the offered list of tasks select an appropriate task.

12. Press OK.

Insert Hardware Libraries

E Hardware libraries are standard hardware libraries, device hardware libraries,
user created libraries. Standard hardware libraries are included in the AC 800M
Connect system extensions.
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Only when the project is reserved it is possible to insert hardware libraries in the
@ project. See Reserve Project on page 41

Nk w =

In Plant Explorer switch to the Control Structure.

Select the Control Project object.

In the aspect list right click on the Project aspect.

Click Config View.

In the <project>:Project dialog select the Hardware Libraries tab.
Press Insert.

In the Object Type Structure shown in the Select a Library dialog navigate to
and select the required hardware library, for example S800IoModuleBusHwLib
1.0-7.

Press OK.

In the Hardware Libraries tab of the <project>:Project dialog press Apply. If
the project is not already open this actions also opens the project and starts
Control Builder M Professional. In the Project Explorer of Control Builder M

3BDS011222-600 C
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you see the inserted hardware libraries under
<project>\Libraries\Hardware\....

| PowerPlant : Project =
8~ v Ry~ =

Control Builder Info | Libraries Hardware Libraries ]About]

BasicHwLib 5.1-1 Inzert

ClE53S erialComHuwLib 1.0-1 w

CI854PROFIBUSHuwLib 2.11-1
Select a Library X || & Control Builder M Prof...

: - — - - File Edit View Tools Window Help
% BasicGraphicLib 1.3-0, Library Versior ~ :
% BasicLib 1.7-5, Library Yersion o | B E ﬁ @ & & @
I % Batchlib 1.3-0, Library Yersion i EE ProcessObjExtLib 2.5-1
I % BrgsttUDP_TCPLib 1.0-0, Library Yer Eﬁl SignalAllocation 1.0-0
I % BngStt_lAC 1.0-0, Library Yersion Eﬁl SianalBasiclib 1.2-0
G-l BNGSTT_TAGS 1.0-0, Library Versior 'gnatbasictib 1.
- % BMGsvE_DT 1.0-0, Library Version Eﬁl Signallib 1.7-2
-5l BNG_STT_Coffes 1.00 Library Versi S| || | B Il SignalSupportLib 1.2-0
I 5l COMUICommLib 1.4-0, Library Yersion EiR Eﬁl SupervisionBasiclib 1.2-0
I -5l ControldvancedLib 1.5-9, Library er ; EE SupervisionLib 2.6-1
I -5l ControlBasicLib 1.3-4, Library Yersion Eﬁl SupportLib 1.4-0
I % ContralE stendedLib 1.4-4, Librany Wers EE TCPCommLib 1.1-5
I % ControlFuzzyLib 1.4-1, Library Wersion Eﬁl UDPCommLib 1.1-4
- % ContraldbjectLib 1.3-0, Library Yersion i = '
= W Hardware

- -5l ControlSimpleLib 1.3-0, Library ersior : . .
I -5l ControlSalutionLib 1.3-0, Library Yersic e Eﬁl BasicHwlib 5.1-1
I -5l ControlStandardLib 1.5-11, Library er - [ CIB335erialComHuwLib
I Bl ControlSupportLib 1.4-11, Library Vers Eﬁl CI854PROFIBUSHwLIb .

Eﬂ SB00CIB01CI854HwLIb -

I -5l FFHSE CommLib 1.4-0, Library Versior
I % FirelGasLib 2.5-0, Library Yersion S200CI240CI1854HwLib -

[l

Figure 4. Insert Hardware Libraries

E Standard hardware libraries for example are:
e S800loModulebusHwLib S800 I/O-modules for modulebus
¢  CI854PROIBUSHwLib PROFIBUS-DPV1 master
e S800CI840CI854HwLib Cl840 slave and S800 I/O-modules for Cl854

10. Press Close on window level to close the dialog.

PROFIBUS Device Types installed with the Device Library Wizard are stored in

E 800xA Plant Explorer’s Object Type Structure> PROFIBUS Devices. Insert of
PROFIBUS Device Type Hardware Libraries are done as described above. The
usage of these Libraries are described in section Device Management &
Fieldbusses on page 235.
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Connect Hardware Libraries to Controller

in the project.

@ Only when the controller is reserved it is possible to connect hardware libraries

® N Nk WD

In Plant Explorer switch to the Control Structure.

Select the Control Project object, if not already opened: Open the project.
Select the Controller object.

In the aspect list right click on the Controller aspect.

Click Config View.

In the <controller>:Controller dialog select the Libraries tab.

Press Connect.

From the hardware libraries in the Select a Library to Connect dialog select a
required one and press OK.

3BDS011222-600 C
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9.

In the Hardware Libraries tab of the <controller>:Controller dialog press

Apply.

) Controller_1 : Controller

Qo _J - | Controller_1:Controller

V|-J‘)5> =3

Control Builder Info ] Property View ] OPC ] Licensing ~ Libraries lSyshem Alarm Info ] About ]

BasicHwLib 5.1-1

Connect

Select a Library to Connect | X

Cl8535enalComHwLib 1.0-1
Cl854PROFIBUSHwLb 2.11-1
S800C1801C1854HwLib 1.31
S800C1340C1854HwLib 1.3-1
5800loModulebusHwLib 1.3-2
SenalHwLib 2.10-0

Figure 5. Connect Library

&l Control Builder M Prof...[ = [ B

File Edit View Tools

Window Help

O RES &y @

= §% SI11_Controller
+ W Libraries

= 4] Controllers

+ ..... .l Applications

- '_\-é C103 (172.16.84.103)

= '_\-é C104 (172.16.84.104)

b @) Connected Application
I, Connected Libraries

[ BasicHwLib 5.1-1
[0 CI854PROFIBUSHY
[l 5300IcModulebus =
[ TCPHwLib 1.0-7
[’ UDPHwWLib 1.0-7

10. Press Close on window level to close the dialog.

Create Hardware Units

To create hardware units, for example standard I/O boards on ModuleBus:

AN O

Open Plant Explorer.

Switch to Control Structure.

Open the substructure below the Project object.

To place S800 local I/O on the controller, select the M oduleBus object.

Click with the right mouse button and select New Object.

Browse to the required S800 module, e.g. AI895.

40
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7.  Enter the slot number of the module placed, e.g. 1, in the Name box.
E S800 local I/0Os always start at slot 1.

For more information on S800 modules and their instantiation, refer to
System 800xA Control, AC 800M Configuration (3BSE035980%*) and the
hardware related manuals on S800 1/0.

8. Click Create.

The module is instantiated with the slot number in Control Structure of Plant
Explorer as well as in Project Explorer of Control Builder M Professional.

Repeat steps 4 to 8 until the needed modules are created.

Bulks of hardware units you can create using Bulk Data Manager.

Open Project

To open a Control Builder M on a Project:
1. Open Plant Explorer.

Switch to the Control Structure.
Browse to the Control Project object.

Select the Control Project object.

U

Right-click on the mouse and select Open Proj ect.

Reserve Project

E Reserve Project gives exclusive modify access for the project entity to the
reserving user.

Open Plant Explorer.
Switch to Control Structure.
Browse to the Control Project object.

Select the Control Project object.

A S e

Right click on the object.
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6. Click Reserve... in the context menu.

7. Inthe Reserve <project> dialog all entities (project, application, controller)
shown are by default marked. Unmark the check boxes you want to exclude.

8. Click the Reserveicon.

& Reserve Project80 = =
& & & o

I | Reserve Tehewowsr | Check Al Uncheck Al | Help

Comment: |

Name User Time Comment
= [ Projectan

@over\fiew

Eﬁ]powerfail

[l Esystemz2

[ () Systeman

Eﬁ] system80

Reservation Status:

Environment User Time Comment

Figure 6. Reserve Project

ﬂ To reserve an application is required if changes to the application shall be done.
To reserve a controller is required e.g. to add CI854 communication interface, I/O
modules, HART or PROFIBUS devices to the AC 800M Controller.

9. Press Close on window level to close the dialog.
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Release Project

ﬂ Release Project cancels modify access for the releasing user. Another user now
can reserve the project to modify it.

1. Perform Step 1 to Step 5 as in Reserve Project on page 41
2. Click Release... in the context menu.

3. Inthe Release <project> dialog all entities (project, application, controller)
shown are by default marked. Unmark the check boxes you want to exclude.

4. Click the Releaseicon.

& Release PowerPlant = [ = -

& & & ©

|5 | Release | Check Al Uncheck All | Help

Comment: |

Name User Time Comment

= Efﬁ] PowerFlant
EEﬁ]Applicaﬁon_‘l
[EEeolLER
E@Commller_‘l
[0 TURBINE ME"\80xainstaller 7/16/2013 11:43:05...

Figure 7. Release Project

5. Press Close on window level to close the dialog.
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SFC Viewer

For more information on these activities see System 800xA Control AC 800M
Getting Started (3BSE041880%) and System 800xA Control AC 800M Configuration
(3BSE035980%*).

The Sequential Function Chart (SFC) Viewer is a tool in the 800xA System that
allows the Operator to display SFC structures with active steps and live data for
active transitions on Operator workplaces without additional installation of a
controller configuration tool.

Structure Diagram

The structure diagram in the 800xA System is used for visual tracking of sequential
control processes and to display details of steps, actions, and transitions. The
general display of the sequence control is based on the IEC 61131-3 standard. The
default colors for the SFC Viewer animation can be changed workplace-specific for
customer needs.

For more information, refer to System 800xA Operations (3BSE036904%).

The recommended count of SFC Viewer Aspects in the System must be less than
10,000.

Configuration Settings for Displaying the Whole Structure for Transition

The WholeStructure property of the SFCViewer Settings aspect is used to set the
default view of SFC diagram:

1. Open Object Type Sructure> SFC Viewer Setting > SFC Viewer Setting >
SFCViewer Settings aspect. See Figure 9.

2. Set the Value of WholeStructure property:
—  True-to display the whole SFC overview diagram

—  False-to display the SFC overview diagram based on the set of
calculated rules with respect to Aspect view size.

The default value of the WholeStructure property is false.

44
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ﬂ Due to access security, only System Engineer with administrator rights or
Application Engineer with administrator rights are allowed to change the value of
the properties in the SFCViewer Settings aspect.

Following image shows the structure diagram if whole structure is selected:

v [Progami:CodesrC viewer - 1@ B & & - Fa ~

Figure 8. Structure Diagram, Whole Structure Selected

Configuration Settings to enable/disable the Auto Scroll of SFC Structure

The AutoScroll property of the SFCViewer Settings aspect is used to set the Auto
Scroll function:
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1.  Open Object Type Structure> SFC Viewer Setting > SFC Viewer Setting>
SFCViewer Settings aspect. See Figure 9.

2. Set the Value of AutoScroll property:
—  True-to enable the Auto Scroll by default
—  False-to disable the Auto Scroll

E The default value of the AutoScroll property is true.

Transition Display

The transition display can be opened by clicking the transition button in the
Structure Display. The transition display shows the stepping criteria for the selected
transition in a Function Plan view perspective or a List view perspective.

Configuration Settings for Displaying the Default View for Transition

The TransitionDefView property of the SFCViewer Settings aspect is used to set
the default view of the transition window:

1.  Open Object Type Sructure> SFC Viewer Setting > SFC Viewer Setting >
SFCViewer Settings aspect. See Figure 9.

2. Set the Value of TransitionDefView property:
— True-to display the List View as the default view

—  False-to display the Function Plan View as the default view

E FontSize property of SFCViewer Settings aspect can be used to change the font
size for the transition window and list view in the action window. Default value of
this property is 10. For proper view, it is advised to set the font size in the range of

5to 15.
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SFC Viewer

:’i‘ﬂ DEMOB00XAS] System /f Engineering Workplace

[=+(Z3 SFC Viewer Setting, Object Type Group
"G SFC Viewer Setting, Object Type
[-{Z3] Topology Planning, Object Type Group
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1‘&5 Object Type Structure Lj Aspects of 'SFC Viewer Setting' | Modified ] Modified by ] Desc... ] Inherited ] Cal
-2 Object Types SFC Viewer Setting Reference 10/20/2010 11:4...  ABB SFC Viewer False SF(
[-[73] 3-rd party OPC server support, Object Type Group) 23| Object Type Structure 10/20/2010 11:4...  ABB SFC Viewer [Obj... False Oby
[#-[23] ABB System, Object Type Group LI|5FC Viewer Setting Type Definition  10/20/2010 11:4...  ABB 5FC Viewer False Oby
[#-(Z3 Batch Management, Object Type Group Object Type Type Reference 10/20/2010 11:4...  ABB SFC Viewer False Ob;
[-+(Z3 Control System, Object Type Group i Name 10/20/2010 11:4...  ABB SFC Viewer The... False Nar
[-{£7 Document Manager, Object Type Group FCViewerSettings 412/2012 4:00:3... ABB False Ger
[#-(Z3 Functional Planning, Object Type Group AC Aspect Categary Definition 10/20/2010 11:4...  ABB SFC Viewer The ... False Asp
[#+(Z3 Industrial, Products
[#1-(Z3 Location, Object Type Group O g ~ SFC Viewer Setting:SFCViewerSetting - % )Z? n:?! @ 2
[*-(Z Paras, Object Type Group : = e
[-[£3 PC Graphic Object Types, Object Type Group Name Walue Type Description Readable?| R/Permission | Writa
[#-[E3 Plant & Mill, Object Type Group TransitionDefView False Boolean : Default view in Tra ; Yes res
(£ Plant DEMOB00XAS51 System Spedific, Object Type | | ActionDefView True Boolean | Default view in Acti Yes Yes
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[ Project DEMOB0OXAS1 System Spedific, Object Tyr | AutoScrol Falze Boolean True to enable auto: Yes Yes
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Figure 9. SFCViewerSettings aspect with TransitionDefView property

|8 - a8

The Function Plan view displays the intermediate and final logic of the transition,
providing a high level of supervision and control of the plant.

The color of the transition follows the standard color coding approach, wherein the
Function Plan view displays the status of the output as True (green color) or False
(red color), refer to Figure 10 for more information.

The default colors for the Function Plan view animation can be changed
workplace specific for customer requirements.

For more information about the Displaying default view, refer to Configuration
Settings for Displaying the Default View for Transition on page 46.
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Figure 10. Display from Function Plan Perspective

The Function Plan view, by default, labels the status of the intermediate and final
logic as:

. T - for satisfied criteria.

. F - for unsatisfied criteria.

Action Display

The action display can be opened by clicking the step button in the Structure
Display.

Configuration Settings for Displaying the Default View for Action

The ActionDefView property of the SFC Viewer Settings aspect is used to set the
default view of the action window:

1.  Open Object Type Sructure> SFC Viewer Setting > SFC Viewer Settings
aspect. See Figure 11.

2. Set the Value of ActionDefView property:
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—  True-to display the complete configuration in Structured Text format for
the qualifiers P1, N, and PO

—  False-to display the target diagram reference name and its description in
the list (or tabular) format for qualifiers P1, N, PO.

3. Click Apply.

2] DEMOBODXAS] System // Engineering Workplace =0 |EoE )
peilis| J[Enter search name) _-J |Nn Filter ;J 57| Replace  ~ | $i| @ (0 | B S| B | a? Fee |
|Ej Object Type Structure Lj Aspects of 'SFC Viewer Setting' ‘ Modified ] Modified by ‘ Desc... ] Inherited I Category name | Version |
B[] Object Types SFC Viewer Setting Reference 10/20/2010 11:4...  ABB SFC Viewer False SFC Viewer Set... 1
513 3+d party OPC server support, Object Type Groug]|[ "2l Object Type Structure 10/20/2010 11:4,,.  ABBSFC Viewer  [Obj.. False Object Type Str... 1
F]-{23] ABB System, Object Type Group SFC Viewer Setting Type Definiton  10/20/2010 11:4...  ABB SFC Viewer False Object Type De... 1
[#-[Z3) Batch Management, Object Type Group Object Type Type Reference 10/20/2010 11:4...  ABB SFC Viewer False Object Type 1
[#+{2 Control System, Object Type Groun ame 10/20/2010 11:4...  ABBSFC Viewer  The.. False Name 1
[#-{Z]] Document Manager, Object Type Group SFCViEWErSEﬁJngs 4/12/2012 4:00:3... ABB False General Propert.,. 1
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[#[Z3 Industrial, Products
{3 Location, Object Type Group @ G~ 5FCViewer Setting:SFCViewersettin ~ % oF 1h & - -
[-[£3 Paras, Object Type Group - - — -
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[+}-(Z] Process Graphic Test ObjectTypes, Object Type Gr| [VihsleStructure True Boolean  True for dsiplaying | Yes Alw
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= [:‘ SFC Viewer Setting, Object Type Group
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Figure 11. SFCViewerSettings aspect with ActionDefView property

SFC Uploader Aspect

The SFC Uploader aspect is used to map the structured data type variables and
communication variables to get the driving object path when configured using
Control Builder M. After the driving object path is mapped, it is possible to navigate
to the AC 800M controller objects from the Function Plan view or the List view of
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the transition that uses these structured data type variables and communication
variables.

E The SFC Uploader aspect needs to be manually created at application level on all
the new instances as well as on all the instances already configured.

Figure 12 shows the SFC Uploader aspect with the Upload button and the
Display Tag Separ ator field.

hﬂ.Prugraml : Code SFC Uploader [_ (O] x|

= Programl:Code SFC Uploader - ]
=

— SFC Uploader
Praject Mame
Upload |
Application M arme I,&pplicationj
Path IF'ru:uiec:t_B?.Application_'l Program1

Diizplay Tag Separator I

SFC Uploader Mapping List

Wariable Mame | Driving Object Path

SOT.50T1 Applicationz.Application_1.5M1.PConztant. 4
SOT.50T4Walue Applicationz. Application_1.5M1Valve TP.1
PRJ_t.PCZ FRJ_tLPC2 Readld
SOT.50T_Wlwpar.ManCmdd Applicationz. Application_1.5M1Valve TF.1
SOT.S0TE Applicationz. Application_1.5M 1. AnaloginCC2.4
prp LPC3 Applicationz. Application_1.WLW10_FdWLw10.4

Figure 12. SFC Uploader aspect

Click Upload to obtain the driving object path of the variables.

E Clicking Upload would regenerate the driving path for all the structure data type
variables used in that application.
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The Display Tag Separ ator field is used to specify how the tag names of structured
data type variables are displayed in the transition window, based on the maximum
number of dots (path of the sub-components of the variable):

1. Enter an integer value in the range 1 to 6 in the Display Tag Separ ator field.
2. Click Upload.

The transition window displays the tag name of the structured data type
variables with the sub-components (dot notation) upto the integer value
entered. For example, for a Display Tag Separator value 2, the tag name
displayed is Varl.PidAdv; and for a value 3, it is Varl.PidAdv.StartAT.

In some cases, after clicking Upload, the Get Object Path error message is
displayed (see Figure 13).

Get Object Path

The Project opened could be diffrent. Please open the carrect CEM project
QR there are no Struckure Data Types being used OR, could be some other
errar,

Figure 13. Get Object Path error message

The error message in Figure 13 is displayed if the corresponding Control Builder M
project is not kept open while clicking Upload. In this case, if Control Builder M
itself is not kept open, Control Builder M tends to open, but never opens and a
source code error is shown.

To troubleshoot the Ger Object Path error message, open the correct project in
Control Builder M, download the project again, and then click Upload in the
SFC Uploader aspect window.

The name of the structured data type variable is case-sensitive if used inside a
E transition. Therefore, the Get Object Path error message is displayed if the name

of the structured data type variable used in transition does not match the case in

the actual name.

To troubleshoot, ensure that the names are of identical case.
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In the List View or Function Plan View:

Right click the structured data type variable to display context menu with
respect to the CMs/FBs.

Double-click the structured data type variable to open the default aspect of
CMs/FBs.

Object Navigation feature is supported based on the usage of SFC Uploader
Aspect

SFC Viewer supports navigation to the AC 800M controller objects from the
transition Function Plan view and the List view. The object navigation feature is
enabled for the transition criteria that are linked to specific controller objects. When
the user right-clicks a particular transition criterion, a context menu is displayed
showing all the aspects of the object.

If SFC Uploader Aspect isnot used

Only for the AC 800M Libraries. It works only for those criteria that are
configured in Control Builder and are linked to the objects.

Only for tags or variables declared in the <object name>_<xxx> format and
<xxx> must not contain an “_"" (underscore) character.

Only for object with structured data type variables referred in the sequence,
only if this object is the child object of a single control module / Diagram /
Program, where SFC is configured.

Even if structured data type variable is connected through communication
variable in the same application.

If SFC Uploader Aspect isused

For a structured data type variable, even when the respective control modules
or function blocks are not direct child elements of the object with SFC viewer
aspect.

For a structured data type variable connected through Communication Variable
in same or different application within the project.

For a variable declared in <objectname>_<xxx> format and when that variable
does not have corresponding driving object path in SFC Uploader aspect. In
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this case, the variable description is displayed in the transition window list
view.

Control Logic

This subsection details about implementing control logic according to the functional
planning approach using Function Designer, Bulk Data Manager, Allocation of
Function Diagrams to Applications, and I/O Allocation. The activities described
here correspond to workflow steps Create Process Functions, Modify / Allocate
Process Functions, Generate Application Software, Download and Test Application
Software of Table 1.

Using existing standard control libraries and, if needed, having prepared control
libraries with own object types, you build your project’s control logic in Function
Diagrams. Examples for own object types are shown in Process Object Type with
Signals on page 599 or Process Object Type Built in Function Designer on page
603.

How to implement control logic using Control Builder M Professional only refer to
System 800xA Control AC 800M Configuration (3BSE035980%*) and in Control
Builder M Professional Help.

Function Designer is not certified for building SIL-certified applications. It can

E be used to configure non-SIL-certified applications for the AC 800M High
Integrity controller. SIL stands for Safety Integrity Level, as specified in the
standard IEC-61508.

The certified tool to configure SIL certified applications is Control Builder M
Professional. To run SIL certified AC 800M applications, you need the SIL
certified AC 800M High Integrity controller.

For information on guidelines and safety considerations related to all safety life-
cycle phases of an AC 800M High Integrity controller refer to System 800xA
Safety AC 800M High Integrity Safety Manual (3BNP004865%*). This manual also
lists the available SIL certified library object types.

SIL-application related configuration procedures to perform with Control Builder
M Professional are described in System 800xA Control AC 800M Configuration
(3BSE035980%).
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Working with a Function Diagram

The following steps shows the principal workflow when working on a simple
Function Diagram. In an engineering project for a whole plant many such diagrams
are needed to implement the complete control logic of an automation solution. The
workflow steps summarized in Working with Multiple Function Diagrams on page
73 take care of Bulk Data Management support and bulk handling functions in
Function Designer which increase engineering efficiency.

Creating a new Function Diagram

To create an object that shall hold a Function Diagram for a process function or
sequence you can use a ready-made diagram template object type:

1. In Plant Explorer navigate to a parent object in the Functional Structure
2. Right click on the parent object to open the context menu.

3. Click on New Object... to open the New Object dialog.
4

In the structure browser of this dialog navigate and to and click on an
appropriate pre-configured diagram object type under Object Types\Functional
Planning\Diagram Types\Based on Diagram Templates, for example Function
Diagram A3 Landscape.

5. Enter a name in the Name field, for example 1T1FCI.
6. Enter a description in the Object description field.
7. Press Create.

An instance of the object type is created with the object name you have entered.
This object contains a Function aspect with an empty Function Diagram, derived
from the A3 Landscape template.
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Figure 14. Function Diagram, A3 Landscape Template

It also contains a Function Diagram Document aspect that can be used to enter
administrative data (meta data) to be displayed in the Function Diagram footer and
to represent the Function Diagram in Document Management.

Editing a Function Diagram

1. Navigate to and double click on the Function aspect of object 1T1FC1 to open
the Function Diagram. Enlarge the popup window to full size.

2. If the browser window is not available in the viewing area, right-click the
toolbar area and select Structure Browser 1.
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Reserve the diagram by selecting File > Reserve Diagram to get exclusive modify
access to the diagram, and then insert the required Function Components listed in
Table 3 into the Function Diagram.

Function Designer inserts the required application libraries into the control
project and connects them to the applications as far as possible automatically.
User needs to do this manually (refer to Insert Application Libraries on page 33
and Connect Application Libraries on page 34) only if, after configuration data
generation, red triangles appear in Control Builder M for objects resulting from
Function Designer.

a.

Navigate to a Functional Component Object Type in Object Type
Structure, for example to Object Types\Control System\AC 800M/C
Connect\Libraries\ProcessObjExtLib 2.2-1\Control Module Types\PidCC.

Drag and drop the PidCC into the Function Designer drawing area.

In the New Component Name dialog box, enter a valid name and
description. Keep the given Data Flow Order defaults. For information

about data flow order, refer to Configuring the Data Flow Order on page
60.

Click OK. The graphical block symbol for this Function Component
appears on the diagram. Name and Description ports are connected to the
strings you have entered. Other ports are still hidden.

3. Connect the Function Components according to column Additional Action of
Table 3.

Press the left mouse button on the source port.

Move the mouse on the sink port or on an already existing connection to
the sink port.

Release the mouse button.
The graphical connection link gets automatically routed.
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Table 3. Function Components ITIFCI

Function Component Object Type Name Description Additional Action
Object Types\Control System 1T1FCA Flow
\AC 800M/C Connect\Libraries _FIC controller
\ControlStandardLib 1.3-3
\Control Module Types\PidCC
Object Types\Control System 1T1FCA1 Flow a) Connect port Out to port
\AC 800M/C Connect\Libraries _FT transmitter |Pv of 1T1IFC1_FIC
\ControlStandardLib 1.2-4
\Control Module Types\AnaloginCC
Object Types\Control System 1T1FC1_V |Flow control |a) Connect port In to port
\AC 800M/C Connect\Libraries valve Out of 1IT1FC1_FIC
\ControlStandardLib 1.2-4
\Control Module Types\AnalogOutCC
Object Types\Control System 1T1FC1_In | Input flow a) Connect to port
\AC 800M/C Connect control Analoglnput of 1T1FC1_FT
\CBM_Signals\CBM_AIS
Object Types\Control System 1T1FCA Output flow |a) Connect to port
\AC 800M/C Connect _Out control AnalogOutput of
\CBM_Signals\CBM_AOS 1T1FC1_V
_ e oot s
ITIFC1_FT:2 ) ) ‘T‘.:;‘;'c':c'a *Flow colrltT\lIF\E:a]ﬁ\e{: ::::rpmu B
T AN ) IR " e o

*Flow control transmitter’ - Descripton

Flter:0

Siial Range: 4-20mA
Range:0- 100
Kovalee:

alve:

Figure 15. Function Diagram 1TIFCI
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= ﬂ'.'# 1T1, Liquid Processing Cell
—|-8 1T1FC1, Function Diagram A3 Landscape PTT
B 1TIFCI_FIC, PidCC
I 1TIFC1_FT, AnaloglnCC
a1 1TIFC1_In, CBM_ALS
an 1TIFCL_Out, CBM_AOS
Lg 1TIFC1_Y, AnalogOutce

Figure 16. Function Diagram ITIFCI in Functional Structure

4. Click File> Save or File> Save All to finally save the diagram contents.

Allocating a Function Diagram

If a Control Module, Function Block, or Function instance is created in the
Functional Structure, a Control Application named Unallocated_Inst_App is
automatically created in the Control Structure under Applications. This
application serves as default parent for instances with control aspects from the
Functional Structure before they are allocated to a normal Control Application in
Control Structure. With Function Designer you use this basic functionality:
Before a Function Diagram is allocated to a normal Control Application the
Diagrams representing the Function Diagram and the Function Components
inserted into the Function Diagram are placed below the Unallocated_Inst_App
of the currently open Control Project.

To allocate the diagram to a Control Application you work with the Allocatable
Group aspect.

1. Click File> Reserve Application to extend exclusive modify access to the
application the Function Diagram belongs to.

2. Click the Allocate/UnAllocate Diagram icon from the Quick Access
menu/tool bar.
For more information about Quick Access tool bar, refer to System 800xA
Engineering Engineering Studio Function Designer (3BDS011224%).

3. In the selection list of the dialog Allocate Diagram to Control Builder M
Application click on the application the Function Diagram shall be allocated to.

4. Click OK.
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5. To close the Allocatable Group dialog click Close on window level.

Allocating I/O Signals
1. Click the IO Allocation icon [JE from the Quick Access menu/tool bar.

In the grid on the right side of the IO-Allocation dialog all engineering signal
objects inserted in the Function Diagram are shown.

2. Inthe tree on the left side of the IO-Allocation dialog right-click on the Boards
object, select Insert Board from the context menu.

3. Inthe Insert Board dialog, navigate to the required location and select
ModuleBus, click Insert.

4. Click Close to exit the Insert Board dialog.

Production BY¥7_System - ID-Allocation 10l =|
File Edit Yiew Options Help
=[] Boards | Signaltdame | Type__| allocation | channel [ application_|
E =Controller_1.Hardware,0,11,1 AIS10 'Cl EW_I0GAppL... DI Applicatia. ..
1 AL{Input 13- COLEGL_CEM_AISL  ew 10GApPL.. DI Applicatio...
2 Al{Input 2) - CDLEGL_CBM_AISZ € ew 10GappL.. AL —=Controller_1.Hardwa... 3 Applicatia. ..
3 AL{Input 3) - EW_IOGAppIYarl_MCurren 'Cl EW_10GApRL... DO Applicatio..
4 AT (Input 4 ~
ol EI:DEt 5; { Ew_I10GApPL.. DO Applicatia. ..
& AT (InEut &) ' CDLEGL_CEM... AL ==Controller_1 . Hardwa..., 1 Applicatio, ..
7 AL (Input 7) ' CDLEGL_CEM... AL ==Controller_1.Hardwa... 2 Applicatio, ..
3 Al {Input &)
< | 2
8 channels, 3 used, 5 free, 0 invalid DCENZY200:xa MM 4

Figure 17. 10 Allocation View
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Drag and drop one or several signal objects from the grid on the right side of
the 10-Allocation dialog to the Boards object or to an I/O board object or to a
channel stub of an I/O board object on the left side. After Drop the allocation is
shown on both sides.

Click File > EXxit to close the I0-Allocation dialog.

IO Allocation supports allocating signal objects and HART devices (represented
as signal objects) to channels of I/O boards. From SV 5.0 SP2 onwards, 10
Allocation also supports allocating signal objects to channels of modules of
PROFIBUS devices.

HART and PROFIBUS specific device libraries can be installed through Device
Library Wizard. You have to prepare the object types of these libraries using the
HWDProcessor utility to use instances of these object types in 10 Allocation of
Engineering Studio.

For further information about preparation of HART and PROFIBUS devices refer
to System 800xA Engineering, Engineering Studio (3BDS011223%).

Configuring the Data Flow Order

The Data Flow Order can be used to generate Function Designer configuration data
for Control Builder M. When instantiating a new function component, a default
Data Flow Order number is assigned. If the Extended Name dialog or the Variable
Properties dialog pops up during instantiation this default number is changeable.

Click Auto Sort Order icon [Z from the Quick Accesstoolbar to automatically
sort the function components according to the default Data Flow Order.

Alternatively, user can follow the steps below to manually assign the Data Flow

Order:

1. Open the required Function Diagram.

2. Click Allocation > Define Data Flow Order... to open the Data Flow Order
in Allocatable Group dialog.

3. Modify the Data Flow Order by selecting a function component from the Data

Flow Order list and move it to the required location using the Up or Down
arrow buttons.
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4. Click Apply to assign the new Data Flow Order to the respective function
components.

5. Click Close to exit.

The Data Flow Order of blocks on a diagram is crucial for execution. It is
suggested to ensure that the order is as intended, for example, by clicking the
Generate button in the Data Flow Order in Allocatable Group dialog.

The Gener atebutton can be used to sort the function components available in the
Function Diagram according to the default Data Flow Order. The default order is
calculated according to the rule “left up to right down”. After generating the

default Data Flow Order, click Apply to assign the Data Flow Order accordingly.

Refer to System 800xA Engineering, Engineering Studio Function Designer
(3BDS011224%), Section 2 - Configuration for more information on the data flow
order.

Generating Configuration Data

Click the Code Generation P4 /Code Generation (Full Build) icon gty from
the Quick Access menu/tool bar.

Message windows show the progress during generation.

If DisplayDetailsOnGener ateConfigData s set to Truein the Function Settings
aspect of: Object Type Structure\Object Types\Functional Planning\Settings, and
if errors occur, the message window stays open to allow the user to inspect the
error messages. Click Close to continue.

Alternatively use File > Generate Configuration Data (Full Build) or open the
Config View of the Allocatable Group aspect from the context menu of the aspect
in Engineering Workplace and click Generate Configuration Data (Full Build).

Downloading and Testing the Function Diagram
1. To download the loop in Control Builder M Professional:

a.  Ensure that the Control Project, the affected applications and the affected
controllers are reserved.
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b.

Click on Tools> Download Project and Go Onlineto start the download
procedure.

To display online value of a port in Function Diagram:

Click on the port in Function Diagram to select it.
Click on Online> Add Linksto Current Page.

Click on Online> Subscribefor Live Data
Now the value is displayed at the port and updated.

To display and force online values in Watch Window:

a.

h.

Click on Online > Watch Window to insert the Watch Window into
Function Designers main window.

In the Watch Window tool bar press Add variablesto the Watch
Window.

In the structure selection (left) pane of the Add Variable to the Watch
Window dialog navigate to the object for which you want to display an
online value.

Click on the variable in the grid of the right pane of the dialog to select it.
Press Apply.
Press Close.

Enter the force value in the Prepared Value field for the variable in the
Watch Window grid.

Press Activate to force the variable value.

Click File> Release Reservation if you want to cancel exclusive modify
access (both for the diagram and the application).

Further means to test the configuration in the context of a Function Diagram are:

Control Builder M Professional online editors (and interaction windows, if
available) on Control Modules, Function Blocks, Diagrams or Functions called
up using the context menu on the representing symbol in Function Diagram.

Faceplates of Control Modules, Function Blocks or Diagrams called up using
the context menu on the representing symbol in Function Diagram.
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Printing the Function Diagram

1. Open the diagram to print.

2. Click File> Print.

3. Press OK to accept the defaults in the Print dialog.
4. Press OK in the Print dialog of Windows to print.

Working with a Sequence

Function Designer supports the design of sequences with steps, transitions and
actions. A sequence can be inserted in a Function Diagram or in a Function Diagram
type. Two sequence components can be used: Either IEC 61131-3 Sequence or
Sequence2D (based on library SeqStartLib).

ﬂ To start the SFCViewer from the faceplate (SFC2DHeader) for a sequence2D, the
user must:
1. Allot the fixed name SFC, to the Sequence2D object.
2. Assign the diagram name to the ExtSFCObjectName port of SFC2DHeader.

In a Function Diagram, only one Sequence2D can exist with the fixed name SFC.

Inserting Sequence Component
To insert a IEC 61131-3 sequence into a Function Diagram:

1. Open the Function Diagram, example 1TT2SeqCtrl. Enlarge the popup
window to full size.

2. Press <Insert>. In the Insert Objects dialog, select the SPL tab and user can
select the sequence obj.

3. Click on object type Sequence, keep the mouse button pressed and drag the
object type on to the Function Diagram drawing area, then release the mouse
button.

4. In the New Component Name dialog box shown enter a valid name, for
example 1TT2SeqCtrl_Seql and description and keep the given Data Flow
Order defaults.
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5. Press OK.
The graphical block symbol for this Function Component appears on the
diagram. Ports are still hidden.

6. To show the hidden ports:
Right-click on the symbol.
b.  Click Show Hidden Ports....

c. In the dialog Show Hidden Ports select the ports to show or mark check
box All Hidden Ports.

d. Press OK.
The visible ports can now be connected to control and supervise the
sequence.

Alternative to Step 2 and Step 3: Use Insert > Object, tab Sequences.

Overview Diagram

For a sequence a grid-structured overview diagram is supported. Each cell in the
(virtual) grid of a sequence overview diagram can contain one of the following
elements:

*  Empty

*  Normal transition/step.
This cell is related to a detail diagram containing transition logic, a transition
symbol, a step symbol and optional action diagrams or a diagram reference.

*  Step only.
Required as starting step for simultaneous branches. This cell is related to a
detail diagram containing a step symbol and optional action diagrams or a
diagram reference, but no transition logic and no transition symbol.

*  Transition only.
Required as last transition for alternative branches. This cell is related to a
detail diagram containing transition logic and a transition symbol, but no step
symbol and optional action diagrams.

*  Transition/jump.
This cell is related to a detail diagram containing transition logic and a
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transition symbol, but no step symbol and optional action diagrams. The jump
symbol defines the step name to jump to. A step, which is a jump target,
displays an additional arrow. Even if the step is target for multiple jumps, there
is only one arrow displayed. At the step itself there is no indication, where the
jump comes from.

Simultaneous Sequence.

The divergence and convergence of simultaneous sequences is indicated by a
double horizontal line. Only one common transition symbol is possible, above
and below the double horizontal line of synchronization.

Editing Overview Diagram

To open and edit the Overview Diagram of the sequence:

1.
2.

Right-click on the sequence symbol.

Click on Goto Child Diagram. The grid-structured Overview Diagram opens
and is shown as a workbook tab. (If workbook mode, as given by default, is
switched on). A first step symbol inserted.

Click on the Stepl symbol and Drag it into another cell, for example B2.
To rename Step1 to Fill:

a. Right click on the step symbol.

b. Click Aspect Properties....

c. Inthe Component tab of the Aspect Properties dialog edit the name and
press OK.

To add the transition to follow step Fill:
a. Select the required port.
b. Right-click and select Insert Transition from the available context menu.

c. Inthe New Component Name dialog enter transition Name, for example
Filled, Number and Description or accept the given defaults.

d. Press <Esc> to quit insertion mode.

To add the next step to follow the transition Filled:
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9.

a. Select the required port.
b. Right-click and select | nsert Sep from the available context menu.

c. Inthe New Component Name dialog enter step Name, for example
Agitate, Number and Description or accept the given defaults.

d. Press <Esc> to quit insertion mode.

Repeat steps Step 5 and Step 6 to add a transition Agitated and a step Drain and
repeat Step 5 to add a final transition Drained.

Connect the output port of each step to the input port of the next transition and
connect the output port of the final transition to the input port of the first step:

a. Click on the output port, keep the mouse button pressed.
b. Drag the mouse pointer to the input port.
c. Release the mouse button.

Press Save.

As an alternative to editing single steps and transitions you can use the Create
multiple transitions/steps button of the Sequences toolbar. As an alternative to
connecting steps and transitions by mouse you can right click on a step or transition
and click on Goto/Connect..., and connect using the Goto / Connect to dialog.
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Figure 18. Sequence Overview Diagram

Editing Step Detail Diagram

You add action code in a step detail diagram, working similar as in a normal

Function Diagram.

A step has three outputs of data type Boolean:

N, P1, PO, to initiate Action, P1 Action, PO Action.

P1 is true when the step becomes active, PO is true when the step becomes inactive
and N is true while the step is active. In the simplest case the output N is connected
to a variable, diagram parameter or diagram reference. Diagram references can

either be connected to global or local variables. Global allows to connect to external
global variables. Local variables can be used to connect between

sequences/steps/diagram only.
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Action Display with Target Diagram Reference Name and Description

An additional setting is required to generate action display with target diagram
reference name and its description:

1. Open the Object Type Sructure> Function Planning > Settings > Function
Settings aspect (refer to Figure 19).

2. Set the value of ConfigDataForSFC to True.
3. Click Apply.
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Figure 19. Function Settings with ConfigDataForSFC property
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When the function setting ConfigDataForSFC is made True and all the logic is
created, the diagram reference name is shown in the action display. Later, when

this setting is made False, even the Generate Configuration Data function does
not remove this functionality, and the diagram reference name will still be visible.
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Naming Conventions

To ensure that naming conventions are followed for diagrams, the property
DiagramSuffixString, available in Object Type Sructure > Function Planning >
Settings > Function Settings aspect, can be used (refer to Figure 19). Set the
required suffix in the Value column. This suffix can be used as reference while
creating diagrams.

E When the name of a target diagram that is being used in a sequence is changed,
the configuration data needs to be generated again for the this even though the
diagram status is shown as green.

In the action display, the diagram reference name and its description is displayed in
the Signal column and the operation/action is displayed in Action column (refer to
Figure 20).

[N SequencezD_FD.Stepl M=l E3

Stepl

N e |

Signal Action -
Logic Logic_Viv_Sethuto

Logic valve auto

=

Figure 20. Action Display with diagram reference name and its description

The Function Diagram containing the sequence with an output reference need to be
generated (using the Gener ate Configuration Data option) every time an input
reference with the same variable as this output reference is added. This ensures that
all the references are updated in SFC Viewer.
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The Function Diagram containing the sequence with a project constant need to be
generated (using the Generate Configuration Data option) every time the value of
the project constant is changed. This ensures that the project constant value is
updated in SFC Viewer.

When a child (nested) diagram is modified with any reference that is used in a
sequence, both the child diagram and the diagram containing the sequence with this
reference need to be generated again (using the Gener ate Configuration Data
option). This should be done even though the status of the child (nested) diagram
appears as green after the reference modification.

Restrictions: Action code is generated into Control Builder M Structured Text (ST)
code. In all kinds of detailed diagrams implicit type casts are not allowed.

For action code in detail diagrams the only the following components are allowed:
*  Diagram Reference

*  Variable

e (N) Action

* PO Action

e P1 Action

To create and edit a detail diagram of a step:

1. Right-click the menubar/toolbar area of the Function Diagram and click
SFC OverView from the available context menu. A sequence tree structure
appears, and user can click the desired sequence component to access it
directly.

For information regarding SFC OverView menu option, refer to System 800xA
Engineering, Engineering Studio Function Designer (3BDS011224%).

2. Either edit the diagram by inserting and connecting components.

3. Orinsert and connect action diagram components from Object Type Structure:
Object Types\Functional Planning\Sequence Programming\Sequences\Detailed
Diagram Components\Action, ...\PO Action and/or ...\P1 Action.

Within these diagrams you can create logic for the different step phases.
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Data flow order within a detail diagram is not supported and is not displayed. This
order is calculated automatically and cannot be modified.

Editing Action Diagram

You add action code in an action diagram, working similar as in a normal Function
Diagram.

Restrictions: Action code is generated into Control Builder M Structured Text (ST)
code. Action diagrams are sub-diagrams. Restrictions for components on such
diagrams:

*  No Aspect Objects (only Symbol objects)
* No CBM._Signals

*  No Control Modules

To create and edit an action diagram:

1. User can click the desired action diagram component from the sequence tree
structure to access it directly (refer Editing Step Detail Diagram on page 67).
Double-click the action diagram component to open an empty Function
Diagram named according to step and action component, for example
Fill_Action.

2. In this Function Diagram you then can edit the control logic for this action, for
example the N action of step Fill.
The action code to follow the same restrictions as when the action code is
editing in the parent step detail diagram.

Editing Transition Detail Diagram

You add transition logic a transition detail diagram, working similar as in a normal
Function Diagram.

Restrictions: In the detail diagram graphical symbols are used for the transition
logic, but the allowed set of components is limited due to the fact that transition
logic has to result in a Boolean expression, which is defined in Control Builder M as
ST code.

To create and edit a detail diagram of a transition:
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1. User can click the desired transition from the sequence tree structure to open an
empty Function Diagram named.

2. Double click on the corresponding transition symbol in the overview diagram.
A diagram named according to the transition is opened and shown as further
workbook tab. It initially contains the transition symbol.

3. Insert and connect allowed components from Object Type Structure: Object
Types\Control System\AC 800M/C Connect\System Functions\Functions.
If you try to insert a not allowed component an error message is shown.

Navigating Between the Sequence Diagrams
To navigate to the different diagrams:

*  Right-click the menubar/toolbar area of the Function Diagram and click SFC
OverView from the available context menu. A sequence tree structure appears,
and user can click the desired sequence component to access it directly.

*  Use the workbook tabs in the set of the opened diagrams.

*  Orright click on the white space of a diagram and click Goto Parent Diagram
to switch to the parent diagram.

*  Orright click on a component on the diagram representing a child diagram and
click Goto Child Diagram to switch to the child diagram.

*  Or follow Diagram References by right clicking on the reference and clicking
on Goto Reference.

Allocating, Generating Configuration Data, Testing

The complete sequence is available in the Function Diagram. Allocate, generate and
download configuration data, and test the configuration of the Function Diagram
containing the sequence as described in earlier sections.

You do allocation of the Function Diagram containing the sequence as described in
Allocating a Function Diagram on page 58.

You generate configuration data of the Function Diagram containing the sequence
into Control Builder M Professional SFC codeblocks as described in Generating
Configuration Data on page 61.
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In addition to the functions available to download and test Function Diagrams (see
Downloading and Testing the Function Diagram on page 61 you use additional
sequence test functions available in the Sequences toolbar:

. Disable actions
. Block transition
. Force forward

. Force backward

Printing

Normal Function Diagram print functions are used. Step detail and transition detail
are printed together in one diagram.

Working with Multiple Function Diagrams

The following workflow lists the principal steps to build your project’s control logic
in Function Diagrams using Bulk Data Management support and bulk handling
functions in Function Designer, for example for instantiation and parametrization of
object instances, allocation, configuration data generation, cross communication,
and diagram printing:

1. Configure a Bulk Data Management worksheet for instantiation and basic
parametrization of the objects representing process functions from Object
Types\Functional Planning\Diagram Types\Based on Diagram Templates, for
example Function Diagram A3 Landscape.

2. Create and parameterize the instances in Functional Structure using the Bulk
Data Management workbook.

3. Configure a Bulk Data Management worksheet for instantiation and basic
parametrization of the object types from the control libraries (the Function
Component object types) below the process function objects.

4. Create and parameterize the instances in Functional Structure using the Bulk
Data Management worksheet.
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10.

11.

12.

13.

14.
15.

In the objects representing the process functions in Functional Structure open a
Function Diagram by double click on Function aspect. The Function
Components of the levels below show up in the diagram automatically.

Connect the component ports on the current diagram graphically as required.

If needed add additional glue or interlock control logic by inserting and
connecting further Function Components.

Add Diagram References as required to connect to other Function Diagrams
and connect them to ports on the current diagram.

Create Diagram Variables for the Diagram References respectively connect
them to existing Diagram Variables. Besides implementing the connections
between the control logic of the diagrams this implements horizontal

navigation between the connected diagrams of the process function objects.

Allocate the Function Diagrams to Applications in the corresponding Control
Project. Use the pre-configured Bulk Data Management workbook
BDM_for_Function_Diagrams, worksheet Allocate FuD. This workbook is
available in the Engineering Templates folder on the desktop of your
workplace.

Allocate the 1/0O Signal objects to (channels of) board hardware units assigned
to the controller running the application. Use the IO Allocation tool in the
context of a controller and drop in I/O Signal objects from Functional
Structure.

Generate Configuration Data for the Function Diagrams belonging to the
Control Project. Use the pre-configured Bulk Data Management workbook
BDM_for_Function_Diagrams, worksheet Generate Code.

In Control Builder M Professional go into Test-M ode or Download Proj ect
and Go Online with simulated hardware and Softcontroller to test.

Test in Function Designer online mode and in Control Builder M Professional.

Print a complete documentation package with Contents diagram and all
Function Diagrams below the object holding the Contents diagram:

a. In the parent object of the process function objects create a Function
aspect. In this aspect create and generate a Contents diagram.
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b.  In the open Contents diagram click File> Print, in the Print dialog set the
options to print the Contents and the Diagrams and then finish the print
action.

If plant modelling to the level of process functions has been done before, steps
Step 1 and Step 2 have already been done.

In Step 11 the I/O Signal objects are assumed to exist already:

»  Either the I/O Signal objects have been instantiated before with own object
types like shown in Process Object Type with Signals on page 599.

*  Or, if you use the standard object type libraries of AC 800M you have created,
parameterized and assigned the needed I/O Signal objects for functional
planning in a separate steps, for example with an own Bulk Data Management
worksheet.

As an alternative to Step 3 and Step 4 you can create the required instances of the
Function Component object types by editing in Function Designer,

using Insert > Symbol in or using Drag and Drop of an object type from the
corresponding library on to the Function Diagram. See the control loop example in
Working with a Function Diagram on page 54. The instances are created in
Functional Structure below the object that holds the Function Diagram and
represents the process function.

Depending on the project requirements also inserting and connecting Diagram
Variables can be done using a Bulk Data Management worksheet. Even complete
Function diagrams can be created using a worksheet configured accordingly.

How to configure Bulk Data management worksheets in general is described in
System 800xA Engineering, Engineering Studio (3BDS011223%*).

Global Variable and Communication Variables

The global variable facilitates communication between restored diagrams (created
upto System Version 5.0 SP2).

The communication variable facilitates communication between:
*  Newly created Function Diagrams in System Version 5.1 or later.

* A restored diagram (created upto System Version 5.0 SP2) and a newly created
diagram in System Version 5.1 or later.
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In effect, diagram references consist of an input/output reference and
communication variable.

Diagram references can be connected using Function Designer or Bulk Data
Manager. For more information, refer to System 800xA Engineering, Engineering
Studio Function Designer (3BDS011224%).

In the sense of a structural programming language, diagram references and
diagram variables refer to global or communication variables.

The global variable and the communication variable takes the name, description,
data type, initial value and attributes of the diagram variable.

Two engineering templates named BDM _DiagramRef_Var_Basic and
BDM _DiagramRef Var_Advanced are used to modify diagram references and
diagram variables represented as symbol objects.

For details on configuring and generating MMS Cross Communication for
diagrams created prior to Engineering Studio System Version 5.1, refer to System
800xA Engineering, Engineering Studio Function Designer (3BDS011224%*).

For details on configuring the communication between a restored Function
Diagram and a newly created System Version 5.1 Function Diagram, refer to
Connection between Restored Diagrams (created upto SV5.0 SP2) and New
Diagrams created from SV5.1 onwards) in System 800xA Engineering,
Engineering Studio Function Designer (3BDS011224%*).

Copy Function Diagrams

An existing Function Diagram can be used as a typical and copied several times
with Bulk Data Management as required. You either can configure a worksheet for
your own specific needs or use the pre-configured workbook
BDM_for_Function_Diagrams, worksheet Copy FuD. This workbook is available
in the Engineering Templates folder on the desktop of your workplace.

Copy/paste or move Function Diagrams between different projects is not
supported through Bulk Data Manager.

1.  Ensure that in the Function Settings aspect in the Object Type Structure under
Object Types\Functional Planning\Settings the value of the property Naming is
set to Pattern and the value of the property NamePattern is set to *.
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Open and attach workbook BDM_for_Function_Diagrams for start object 1T1
in Function Structure.

Drag and Drop the object 1TIFC1 from the Functional Structure into the Excel
worksheet Typical. This gives you the correct Template path to be used in the
Copy FuD worksheet.

Switch to worksheet Copy FuD.

In the row Typical insert n times the template path from the picklist if you
require n copies of the diagram.

In the row FUD Name edit the names of the diagram copies, for example
ITIFC2, 1ITIFC3, ... ITIFC<n>.

To insert the path to the Functional Structure Parent for all intended copies
edit the corresponding cells:

a.
b.

C.

Right-click on the first cell to open the context menu.
Click Insert Object Path....

In the Insert Object Path dialog navigate to an already existing parent
object.

Press Object Path.

To insert the same path for the second and further instance press Object
Path again.

Press Cancel.
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8. In the row Application insert the path to the existing control application the
copied diagram shall be allocated to. Use Insert Object Path as described
above.

E3 Microsoft Excel

File Edt “ew Insert Format  Tools  Data  BulkDataSheets  Bulk Data Manager ABE  Window Help  Adobe PDF

heEda8 &V & B = -8 i BT e oig
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=] BDM_for_Function_Diagrams. xls

o
FuD Hame Typical Functional Structure Parent 1 Application
1TIFCZ [DIRECTI[Functional Structure)Root.Areal 1T1.1T1FCT [DIRECT][Functional Structure|Root. Tests rk.TestProject! Applications. Application3
11T1FC3 [DIRECTI[Functional Structure]Root.Areal 1T1.1T1FCT [DIRECT][Functional Structure|Root. Tests rk.TestProject! Applications. Application3 B
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<« » WM\Copy FuD { Alorate FuD £ Gererate Cade £ Typical / 4] v J_H

Ready

Figure 21. BDM_for_Function_Diagrams: Creating Copies of a Typical

9. In the Bulk Data Manager tool bar press Save all Objectsto create the
instances.

The required objects with Function Diagrams are created and named below the
parent object defined in the worksheet. Names of the components in the Function
Diagrams are adapted to the new loop name.

If the source diagram contains Input Diagram References that are connected to
Diagram Variables then the reference is copied and renamed but the variables are
not copied, the resulting Diagram References are unconnected. You have to re-
connect them to variables to finish the diagrams. For Output Diagram References of
the source diagram connected to Diagram Variables, these variables are created with
a new name an the resulting Diagram References are connected to them.

If you want to parameterize copied diagrams from a worksheet you configured for
your own specific needs, make sure that all aspect properties you intend to
parameterize for the copied Function Diagram are published as Publish via Parent
Diagram using the Aspect Properties dialog.
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Exporting / Importing Function Diagrams

Function Diagrams can be transferred between systems using the Import Export
tool.
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Figure 22. Function Diagram Object in Import / Export Tool

The Import / Export tool is described in System 800xA, Maintenance
(3BSE046784%).

Import/export for control projects, control applications, control libraries, control
module types and so on is described in System 800xA Control, ACS00M
Configuration (3BSE035980%).

Application Change Management (ACM) is a version control tool used for
engineering solutions in 800xA System. It is a configuration management system
designed to handle .afw files. For more information, refer to System 800xA,
Engineering, Application Change Management (2PAA108438%).

A Function Diagram can be exported / imported either allocated or un-allocated. If
the control application does not exist in the target system you are queried for a
corresponding new placement. If the signals of the diagram are allocated they will
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lose the allocation to boards during export and have to be re-allocated in the target
system.

The following procedure assumes that the dependencies of the Function Diagram
are already fulfilled except for new placements to be done on the target system: All
required system extensions are loaded, all user defined libraries and object types are
available, the target Control Project is available and the needed libraries are
connected to the target Control Application.

1. Launch the Import / Export tool from the toolbar of Plant Explorer.

2. Drag and drop the Function Diagram object into the left pane of the Contents
tab of the Import / Export tool window.

3. Accept the check-marked contents shown in the Add Items dialog and press
OK. By default export is done without dependencies.

4. In the toolbar press Save.

5. Inthe Save import/export-file dialog navigate to an appropriate folder, enter a
file name and press Save.

The Function Diagram is now available as .afw archive file. Remember that you
have not added the parent objects of the Function Diagram object. Neither you have
added other dependencies.

To import a single, not yet existing Function Diagram:

1. Transfer (or give access to) the stored .afw file to the workstation where you
want to do the import.

2. Ensure that the required system extensions and user-defined libraries are
loaded.

3. Launch the Import / Export tool from toolbar of Plant Explorer.
4. In the toolbar press Open.

5. In the Open import/export-file dialog navigate to the stored .afw archive file
and press Open.

6. If the parent object hierarchy given in the Functional Structure and in the
Control Structure of the source system is not available in the Functional
Structure and in the Control Structure of the target system: Provide
corresponding substitutions by editing new placements in the Placements tab.
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Or rely on the Import Export tool querying you for new parent objects during
import.

This includes placements in Control Structure that assign the Function
Diagram to a new Control Project and a new Control Application.

7. In the toolbar press Import All.

8. A progress dialog pops up. Wait until an end message like “Import succeeded”
is shown in the grid area of this dialog.

9. If no further error messages are shown in the grid area of the progress dialog:
Press Done to exit.

10. To complete the imported diagram:
Re-connect the diagram references to appropriate diagram variables.

a.
b. If not allocated: Allocate the diagram to an application.

c. (Re-)Allocate the signals to I/O boards.
d. Perform Write Allocation into Control Builder M.
Perform Generate Configuration Data. This is required in any case.
f.  Download the corresponding application to make this new diagram work

in the controller.

If the Function Diagram object already exists in the target system you are queried
for replacement of this object. If you press Yes the diagram will be replaced
completely by the imported one.

Replacing the Function Diagram overwrites changes of the same diagram the in
@ target system done in parallel to the changes in the engineering system.

In a similar way you can export / import a control application with all its Function
Diagrams, a control application and the controller to transfer the complete 1/O
allocation of the diagrams too or a complete control project. Due to technical
reasons it can be necessary to split the contents to be exported / imported into
several afw-files.

E Always disable function Automatic Write Allocation into CBM in 10
Allocation tool before performing import operation.
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For more information on export / import of Function Diagrams and related entities,

refer to System 800xA Engineering, Engineering Studio, Function Designer
(3BDS011224%).

Import/Export of a large configuration reserves a lot of memory that may cause
the system to respond in an unexpected behavior. Divide any large configuration
into several small configurations to avoid this problem.

For more information on working with Function Diagrams, refer to System 800xA
Engineering, Engineering Studio Function Designer Getting Started
(3BDS100968%*) and System 800xA Engineering, Engineering Studio, Function
Designer (3BDS011224%).

Detailed Difference Report

Difference report provides the differences between Function Diagrams in the system
and Diagrams present in the .afw file to be imported. If there are any modifications
between the Function Diagrams, the difference report provides a report for the
Function aspect indicating the additions, deletions, or modifications between the
Function Diagrams. For more details, refer to System 800xA, Maintenance
(3BSE046784%).

Control Hardware Units

You add the needed hardware units, typically the I/O boards, to your control project
with the following principle steps. The steps assume use of Bulk Data Management
worksheets. For low quantities you also can do this object by object in Plant
Explorer or in Project Explorer of Control Builder M Professional, as already
described in Create Hardware Units on page 40. The steps correspond to the
workflow steps Build Lower Level Control Structure, (Assign I/O Signals) and
Allocate 1/0 Signals to Boards in Control Structure of Table 1:

1. Configure a Bulk Data Management workbook/worksheet for instantiation
(and, if needed for basic parametrization) of the hardware unit object types of
the standard hardware libraries into Control Structure.

2. Make sure that you have inserted the required hardware libraries into your
project and that you have connected them to the target controllers. See Insert
Hardware Libraries on page 36 and Connect Hardware Libraries to Controller
on page 39.
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3. Create and parametrize the hardware unit objects in Control Structure using
your Bulk Data Management worksheet.

4. Allocate bulks of I/O Signals (for example Signal objects created and /or
parameterized with Bulk Data Manager and assigned to process objects) to
channels of hardware units (boards) with the smart I/O Allocation function
available using the | O Allocation icon from the tool bar.

5. Do channel parameterization from the 1/O Signal objects to I/O board hardware
unit objects either explicitly through Engineering Workplace object context
menu item Advanced > Write Allocation into CBM or implicitly performing
Generate Configuration Data in Function Designer or from the Config View of
an Allocatable Group aspect.

ﬂ You need to use Generate Configuration Data in Function Designer if the Name
of a Signal object used in a Function Diagram was changed.

How to configure Bulk Data Management worksheets and how to use I/O
Allocation is described in System 800xA Engineering, Engineering Studio
(3BDS011223%).

AC 800M Status Monitoring

AC 800M Status Monitoring is used to collect diagnostics information for analysis
(trouble shooting the hardware errors and maintenance of the IO Modules) and to
provide navigation between the Input Output (I0) modules and the corresponding
Control Applications.

The specific details of the Control Builder M configuration can be uploaded to the
800xA system using AC 800M Status Monitoring. AC 800M Status Monitoring
displays the hardware status and the errors or warnings if any, for the Hardware
Units, Communication Interfaces, and Module Bus.

AC 800M Status Monitoring also displays additional information for S800 10
Modules such as number of channels in an IO module, the status and value of the
channel. The user can also navigate from an IO Channel to the associated objects.

The user with an Application Engineer role must perform an upload to view the
errors and warnings, and the status and navigation details in Hardware Status and
Tag Navigation aspect.
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For more information on viewing the diagnostic information, refer to System S00xA
Operations (3BSE036904%).

If user-defined Control Modules (CM) or Function Blocks (FB) having their own
faceplates are used, disable the Aspect Object property of all the standard CM/
FBs from which these are created. This ensures that object navigation results in
opening of the user-defined faceplate, and not the standard faceplate of the CM/
FB.

Uploading the Details using Configuration Uploader Aspect

Before configuration uploader starts to upload, make sure that no instances of the
Control Builder M is running and start the Control Builder M as administrator.

It is recommended not to create Hardware Status and Tag Navigation aspect
manually in the system.

The Configuration Uploader aspect uploads the details of the Controller hardware
unit and its associated objects in the Hardware Status and Tag Navigation aspect.

Create the Configuration Uploader aspect on the Control Network or Control
Project objects depending on size of the Control Project. This aspect displays the
Control Network structure or Control Project structure consisting of Controller
hardware units hierarchy. This hierarchy is selected by default; it is possible to
select or clear the specific hardware units to be uploaded.

An Upload not performed message appears in the Last Upload for newly
created Configuration Uploader aspects.

Upload must be performed from an Engineering client node, where Control
Builder M is installed.

Save all data in the Control Project. When an upload is performed, the Control
Project that is being uploaded opens in Control Builder M. During this time, the
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upload cannot be stopped. The Control Project remains open after the upload is

completed.
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Figure 23. Configuration Uploader Aspect

Perform the following steps to upload details using the Configuration Uploader
aspect (Figure 23):

E No other operation can be performed while an upload is in progress in the Plant
Explorer. Perform an upload if there are any configuration changes.

1. Follow the steps in the corresponding Controller aspect for each controller:
a. Select the System Alarm Info tag in the Controller's aspect preview pane.
b. Click the Generated System Alarm Info button.

The text in the Name field (in the OPC Source Name aspect) will be the name
presented in the alarm list.

2. Create the Configuration Uploader aspect in the Control Structure >
Control Network or Control Sructure> Control Network > Control
Project.
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Identify the hardware unit and click Start to upload the details.
If required, click Sop to stop the upload operation.
Click Export to save the log files to the selected location and use them later.

Last Upload displays the time once the upload is performed.
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Typically you build a graphic display per process function modelled by an object in
Functional Structure.

The principal steps, corresponding to workflow steps Design / Build Graphic
Displays and also to Download and Test Application Software, are:

1. Create a Graphic Display aspect.

2. Edit it with Graphics Builder.

3. Draw / adapt the background picture.
4

Insert and configure the Graphic Elements provided with the instances of the
Process Objects and Signal Objects. (Typically these are inherited from the
corresponding object types.)

5. Test the Graphic Display In the Graphics Builder, test the graphic display and
save it.

6. Test the Graphic Display with downloaded an running application software on
the controller.

How to build and use Graphic Displays, Graphic Elements and Faceplates is
described in detail in System 800xA Engineering, Process Graphics
(3BSE049230%*).

Faceplates

The object types of the AC 800M Connect libraries contain default faceplates. The
following steps show a solution to change the default faceplate in the released
libraries of AC 800M:

Change of default faceplate aspect

1. Create the desired new faceplate in the Object Type Structure. Set the default
view for this faceplate and call it MyFaceplate.

2. Add a key object in the Admin Structure (Admin Structure/Inventory
Objects/Keys/Key Aspect Type) and call it for example, MyKey.

3. Add the same key into the Aspect Default Precedence List. This list defines
what aspects will appear at a left-click on an object in for example a process
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display. The aspect placed at the top in the default precedence list will appear
instead of an aspect which has a lower position in the precedence list in the
case that both these aspects are available for the object left-clicked on.

4. Library Structure/Preferences&Customization/Default Precedence List; push
the button Add key and find the key MyKey in the list. Move MyKey to the top
of the default precedence list by using the arrows.

5. Add this key to MyFaceplate by going to the locked library and the actual
object type in the Object Type Structure.

6. Right-click on the aspect MyFaceplate and select Properties. Under the tab
Aspect Details, select MyKey in the pull down list Overrides.

7.  Each time an object instance of this object type is selected, the key MyKey will
cause the faceplate MyFaceplate to come up with the selected wanted view
layout.

It is recommended to create an extension library (connected to the released

E library) and assign all new faceplate aspects to this library. Refer to Extension
Libraries on page 661 for information about how to use the extension libraries.
Use the Aspects tab of the Extension Library Version Definition aspect to assign
the faceplates to a new library. If a new standard library version is received, create
a new version of the extension library to copy the faceplates to the new base
library version.

Change of faceplate view for different type of motors
1. Create two object types, one for the small motor and one for the big motor.

2. Use the technique described in Change of default faceplate aspect above.
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Default Alarm and Event List Configurations

There are default Alarm and Event Lists located in the Library Structure, refer to
Figure 24. These default configurations are delivered with the system and are used if
no other configuration is defined either in a new group in the Library Structure or as
a local configuration, refer to Create a Customized Alarm and Event List
Configuration on page 90.

=8 Eﬁ Alarm & Event List Configurations, Alarm & Event List Configurations

= Eﬁ Commaon Alarm & Event List Configurations, Alarm & Event List Configurations

{Eﬁ Commaon Alarm Line Configuration, Alarm & Event List Configuration

{Eﬁ Common Alarm List Configuration, Alarm & Event List Configuration

{Eﬁ Common Audit List Configuration, Alarm & Event List Configuration

{Eﬁ Common Event List Configuration, Alarm & Event List Configuration

{Eﬁ Common Grouped Alarm List Configuration, Alarm & Event List Configuration
{Eﬁ Common QOperator Message Line Configuration, Alarm & Event List Configuration
Eﬁ Common Qperator Message List Configuration, Alarm & Event List Configuration
Eﬁ Common Process Alarm Line Configuration, Alarm & Event List Configuration
Eﬁ Common Process Alarm List (Hidden only) Configuration, Alarm & Event List Configuration
Eﬁ Commaon Process Alarm List Configuration, Alarm & Event List Configuration
Eﬁ Commaon Process Event Line Configuration, Alarm & Event List Configuration
Eﬁ Common Process Event List Configuration, Alarm & Event List Configuration
Eﬁ Commaon Shelved Alarm List Configuration, Alarm & Event List Configuration
Eﬁ Common System Alarm Line Configuration, Alarm & Event List Configuration
Eﬁ Common System Alarm List Configuration, Alarm & Event List Configuration
Eﬁ Commaon System Event Line Configuration, Alarm & Event List Configuration
Eﬁ Common System Event List Configuration, Alarm & Event List Configuration

Figure 24. Default Alarm and Event List Configurations

The configuration aspects are used as templates defining the look and behavior of
Alarm, Event or Audit lists.

If you want to have other filter or column settings than the ones in the default
templates delivered with the system, you have to create your own as described in the
next section.
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The configuration view of the Alarm and Event List Configuration aspects (Alarm
and Event list templates) defines the layout and filter parameters of a list and may be
associated with a number of Alarm and Event List aspects.

A customized list can be created with a descriptive name in the Library Structure
with other default configurations or within another structure (usually where it is
used).

The configuration view has eight tabs. The Filter tab and the Runtime Filters tab set
the type of alarms or events that should be visible in the list, refer to Filtering on
page 91. The other tabs set the look and presentation of the list. For more
information refer to System 800xA, Operations, Operator Workplace Configuration
(3BSE030322%).

Create a Customized Alarm and Event List Configuration

This example shows how to create a customized Alarm and Event List
Configuration for later use as template for alarm and event list.

You perform this task as described below:
1. Expand the Library Structure.

2. Add anew Alarm & Event List Configuration object to the existing defaults by
selecting Alarm and Event List Configurations (start another object grouping
for other customized configurations).

3. Select the new object, Customized Alarm List.

4. Open the Config View, and configure the aspect to meet your needs.

Event List Viewer Performance

Four basic criteria listed below have to be used efficiently while configuring Alarm
and Event List, to make Event list Viewer perform faster.

*  Event Time filtering.

In an Event Configuration aspect, the Event time is from newest to oldest by default.
Keep the time interval always less.

*  Category filtering.
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By default all categories are selected in an Event Configuration aspect. Select only
required categories.

*  Viewable Page.

Default setting of viewable page in Event Configuration aspect is 500 events (max
value). Always keep the value less than 500.

*  Object and Descendant.
In an Event List Viewer aspect, Alarm filter has four options such as:

— All Alarms

—  Object Alarms

—  Object and Descendants

—  Object and Descendants in structure

For best performance select either All Alarms or Object Alarms option. Object and
Descendants in Structure option gives better performance than Object and
Descendants option. Object and Descendants option gives comparatively lesser
performance among all the four options.

Filtering

With the filtering function, under the Filter tab in the configuration view of the
Alarm and Event List Configuration object, you decide which type of alarms or
events that will be shown in your alarm and event list using this specific customized
configuration (template).

You can for example choose which type of messages and from which process area
and what type of alarm state that you want to show in the alarm and event lists using
your configuration.

When you create your own alarm and event list aspect for a process area, you refer
to your customized alarm and event list configuration in the Library Structure.

E Event List shows a yellow bar above the updating list, while applying a filter. The
yellow bar disappears after updating the event.
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The Filter tab holds five tabs. How to set them are described in the following
sections.

] ACB800M ALarm List : Alarm and Event List Configuration - [= ]
@~ > - 5 =
Filter ]Rurmme Fmerﬂ Columns I Sort I Color I Format} TooIEarl Summary]
Source
Al
arms = Time WCondmon Smbe} Area 1 Attribute Filter Grouplng]
Categories Filter On
=R Cundtkm Events v Event Time ~ Acknowledge Time
W Un-categorized Conditic
B~ ¥ Process Alarms .
[¥ System Alarms VI
B~ IT Asset Alarms {¢" Newest
" Time 9/21 12:00:00 =
View To
+ Oldest
¢ Time [ 9/21 12:00:00 =
(" Duration
||J :I |Semnd J
< m b4
Priority Level
From: 1 3:
To: 32 3:

Cancel Apply Help

Figure 25. Filter Tab

Process Section

At controller programming each ABB Controller may be given a Process Section
number, so you can group controllers for example of the same part of the process,
the same building, the same type of equipment, different logical structures and so on
into a group, which is given a Process Section number. Then you may refer to this
group of controller in for example the Alarm Filter. In this way you may have
different alarms and/or external alarm for different Process Sections.
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When you filter an alarm, you may choose which Process Section this alarm list will
cover. This is configured below the Area tab, in the Process Section area.

E Observe that the used controller(s) must support Process Sectioning. For more
information, refer to the controller documentation.

If you do not use Process Sectioning or your controllers do not support it the default
All setting shall be used.

Class.

In the Class area you may select if you want:

e All - all classes will be selected.

* Range- all classes in the chosen interval will be shown.

* Range Expressions - chosen classes and/or class ranges will be shown. (Enter
them separated by commas, for example, 10,20,30-60).

Filtering Alarm Messages

To filter Alarm Messages, follow the steps below:

1. Select Alarms in the Source area.

2. Select the alarm message states, below the Condition Sate tab, to be included
in the list.

Active Sate
Choose to show Active/Inactive alarms or both.

Enable Sate
Choose to show Enabled/Disabled alarms or both.

Acknowledge Sate
Choose to show alarms that are acknowledged or not, or both.

Auto Disable Sate
Choose to see all auto disabled alarms (alarms that are disabled in the
controller), or Not Auto Disabled.
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— Hiding Sate
Choose to show alarms that are in a hidden or in a not hidden state, or
both.

3. Select either Event Time or Acknowledge Time in the Filter On area below the
Timetab and then set the view range. Newest Event and Oldest Event apply no
time filter. To apply a time filter:

a. Select Timein the View From or View To area.

b.  Select the month, day, year, hour, minute or second segment of the Time
area and use the up and down arrows to the right of the area to adjust the
time. The actual format of the Time area depends upon how the Format
tab was set.

4. Enter a number (1-32) for the From and To in the Priority Level area.
Only messages with priority levels that are included this interval are displayed.
Number 1 is the highest priority and 32 the lowest.

Filtering Alarm Categories

Use the Categories area to select message category filters. You can filter on the
Category groups, Process Alarms and System Alarms, and their sub-categories.

To filter Alarm Categories, follow the steps below:
1. Select the categories to be included in the list from the tree structure.

2. Click Apply.

Select the appropriate categories before changing the Source from Alarms to
Events, or vice versa.

Filtering Event Messages
To filter Event Messages, follow the steps below:
1. Select Events in the Sour ce area.

2. Set the view range for M essage Timebelow the Timetab. First Event and Last
Event apply no time filter. To apply a time filter:

a. Select Time in either the View From or View To area.
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b.  Select the month, day, year, hour, minute or second segment of the Time
area and use the up and down arrows to the right of the area to adjust the
time. The actual format of the Time area depends upon how the Format
tab was set.

3.  Enter a number (1-32) for the From and To in the Priority L evel area.
Only messages with priority levels that are included in this interval are
displayed.

Filtering Event Categories

Use the Categories area to select message category filters. You can filter on the
Category groups (Condition Events, Simple Events and Tracking Events), and their
sub-categories.

To filter Event Categories, follow the steps below:
1. Select the categories to be included in the list from the tree structure.

2. Click Apply!.

1. The categories are defined in the controller. This gives that you have to read the controller information to get a
complete information about the descriptions of categories.
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Attribute Filter Tab

The Attribute Filter tab allows you to filter on different attributes, refer to
Figure 26.

H €1 av‘ACSUUM ALarm List:Alarm and EventList 1 Vl @ - F H&

Fiter | Runtime Fiters | Columns | Sort | Color | Fommat | ToolBar | Summery |

Source

INarms hd
Categories

E-¥ Condition Events
- Un-categorized Conditic
-Iw Process Alarms
¥ System Alarms
- IT Asset Alarms

o w ] [
Priority Level

From: |1 E
To: |32 =

Time | Conditon State | Area  Attribute Filter | Grouping |

Attributes BExpressions

[ Simmir=Es Add | Remove I (ol
Attrib . | Data type Expressi e—— I
—I—‘—I b @ (null) 4

Use ? to represent any single
character

Use * to represent any series of
characters

Cancel Apply Help

Figure 26. Attribute Filter Tab

You can for example use wild cards, regular expressions and range expression when
creating your filter expressions.

Expressions Area.

The following expressions can be used in the EXpressions area:
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Table 4. Expressions

Character

Meaning

Matches any single character. Same as “?” in a simple query.

[l

A character class that will match all character inside the
brackets. [AB] will match all strings containing the character A
or B.

[*AB] will match all characters except A and B.

Specifies a range of character or digits if used inside a
character class. Example [A-D] matches all characters in the
range A to D and [2-6] matches all digits in the range 2 to 6.

Indicates that the preceding expression is optional, i.e [0-9][0-
9]? matches both one and two digits.

Indicates that the preceding expression matches one or more
times, for example [2]+ matches 2, 22, 222 and so on.

Indicates that the preceding expression matches zero or more
times.

??, 47,77

Tries to match as little as possible. Example the expression
<.*?> on the string “<abc><def>" will match <abc> while the
expression <.*> will match the whole string “<abc><def>”.

Grouping operator. For example ([0-9]_)* will match 0 a string
of digits separated with underscores, like 0_, 0_1, 0or 0_1_1.

{}

Indicates a match group.

Escape character, used to be able to match character with
other special meaning in an expression. Example: [0-9]\+
matches a digit followed by a plus sign and not one or more
digits.

At the end of a regular expression, this character matches the
end of the input. Example: [0-9]$ matches a digit at the end of
the input.
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Table 4. Expressions (Continued)

Character

Meaning

Separates two expressions, for example AllO in a character
class matches both Al and AO

Negation operator. AIB matches a string starting with A and not
followed by a B.

There are some abbreviations that could simplify an expression if used.
The following exist:

Table 5. Abbreviations

Abbreviation Matches
\a Any alphanumeric character: ([a-zA-Z0-9])
\b White space (blank): ([ \\t])
\c Any alphabetic character: ([a-zA-Z])
\d Any decimal character: ([0-9])
\h Any hexadecimal digit: ([0-9a-fA-F])
\n Newline: (\rl(\r?\n))
\q A quoted string: (V[AVTV)I(VWNTY)
\w A simple word: ([a-zA-Z]+)
\z An integer: ([0-9]+)
Grouping

The Alarm and Event lists can be configured to display the group alarms. The
alarms included in a group will then not appear individually in the Alarm Lists. The
configuration to display the group alarms is done in the Grouping tab, refer to
Figure 27. Refer to Configuring Alarm Grouping on page 136 for information about
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the configuration settings.

'.’;":1 Common Alarm List Configuration : Alarm and Event List Configuration = | B |
&P - | Common Alarm List Configuration:Alai 240 -
Filter ]Rurmme Filters] Columns ] Sort I Calor ] Format ] ToolEar} Summary]
Source
|Aarms = Time | Condition State | Area | Attribute Fiter Grouping |
Categories Alarm Grouping
[#~W Condition Events (= Default
" On
= off
Priority Level
From: ,ﬁ
To: 32 3:
Help

Figure 27. Grouping Tab

Runtime Filtering

The Runtime Filterstab is used for configuring the Alarm and Event message list
to show only the messages that match the filtering criteria, see Figure 28. It is
possible to define several filter sets, which contain attribute filter definitions with
expressions. Under the Runtime Filters tab you can add a new filter and edit or
delete an existing one.
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The operator can select different filters during runtime through the Select Attribute
Filter Set drop-down menu in the Alarm and Event list toolbar.

| 9 ~ [ AC300M ALarm List:Alarm and Event Listt V| (] = §& o« 15 |
Fiter ~ Runtime Fiters ICqumnsl Sort | Calor | Fuvmall TquEarl Summaryl
Filter Configuration
[attribue - Myfirstiter | Add | Copy | Edit | Remove |
Attributes Expressions
7/ Show used l“ddl F— | € o & and
Attribute name . |Datatype | E i - ‘Emmim I
AckHighTime Int32 y O (nul) Equal
AckLowTime Int32
AcknowledgeReplyMessa  String
AckReguired Boolean
AckTime DateTime
ActiveChangeTime DateTime
ActiveTime DateTime
ActiveTimePrecision Int16
ActorlD String
Alarm Boclean
Alarm Limit Single
Alarm Value Single
AlarmChange String
LlarmState String
Lrea String
AutoDisabled Boclean
BlockedRepetitive Boclean J x
Category String Use 7ta represent any single character
Class Int32 Use * to represent any series of characters
‘Comment String -
4 | 3
Cancel Apply Help

Figure 28. Runtime Filters Tab

Relative Time Filters.

ﬂ This technique applies best to IM or empty lists or lists with less than a page of
events.

To provide consistent and deterministic alarm and event call-up times a time range
is applied to the event filters. On initial call-up the filter is configured with a
Duration filter. The Duration filter defines how far back in time from the current
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time to get events from. Therefore, if an alarm and event page with a Duration filter
of 1 week were called up it would show all data from now to now minus 7 days.

JJQ @~ | BASF:Alarm and Event List =% & ia - - |
I 3PN R IEEEILY G
Ey lteskioo | ObjectName | Message -

06 15:0047:6  oWesksAgo Counter25 Count Off - :|
06 14:50:02;7  SWesksAg Counter25 Count on-

06 14:52:27:5_ tWesksAgo Counter25 Count off -

06 14:50:42:915 Counter25 Count On -

06 14:44:08:073 Counter25 Count Off -

06 14:42:23:080 Counter25 Count On -

06 14:35:48:196 Counter25 Count Off -

06 14:34:03:218 Counter25 Count On -

06 14:27:28:426 Counter25 Count Off -

06 14:25:43:463 Counter25 Count On -

06 14:19:08:542 Counter25 Count Off -

06 14:17:23:595 Counter25 Count On -

06 14:10:48:520 Counter25 Count Off -

06 14:09:03:777 Counter25 Count On -

06 14:02:28:889 Counter25 Count Off -

06 14:00:43:693 Counter25 Count On -

06 13:54:08:893 Counter25 Count Off -

06 13:52:23:951 Counter25 Count On -

06 13:45:49:091 Counter25 Count Off -

06 13:44:04:127 Counter25 Count On -

06 13:37:29:277 Counter25 Count Off -

06 13:35:44.:296 Counter25 Count On -

DE\I 13:29:09:279
4

Counter2S Count Off - | _ILI
»

Figure 29. Alarm and Event List - Duration Filter

Once the initial alarm and event page is launched with the Duration filter a Runtime
filter using relative time is used to select additional time windows. Runtime filters is
used to retrieve events further back in time using relative time criteria.

For example building on the prior example where we launched the alarm and event
page to show the prior week of data, we can apply a Runtime filter to show the data
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from two weeks in the past (start = now -7 d, end = now - 14 d). Make sure that the
quotes around the filter as shown in Figure 30 are required.

JJO > g leASF:AIarm and Event List ConFiguraﬂ-& }? & | - @ - |

Filter  Rurntime Filters | Eolumnsl Sart I Calar I Formatl Summaryl

Filter Configuration

I‘IweekAgo j Add | LCopy | Edit | Bemove |
Attributes Expreszions

7 Show used Add Remave | OO And

IbUt nane - | ata tpe | Eipies sy Expreszion | Comparizon O peration

antT ime DateTime : Than Regular Ex y | rowTd Less Than

“how-14d" Larger Than

Usze ? to reprezent any single character
Usze * to reprezent any series of characters

Cancel Apply | | Help I

Figure 30. Alarm and Event List - Runtime Filter

Only support for the keyword "now" has been implemented. Refer to Keywords
on page 559 and The Time Definition on page 564 for more information about

keywords and offsets.
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Attribute Extensions

Defining the Event Attributes.

Create an Event Attribute Definition aspect in the Library Structure or modify an
existing Event Attribute Definition aspect. Refer to the steps given in the System
Administrator and Security (3BSE037410%) to create and define the attribute.

E In the Attribute Definition select the Extension check box, and select All
categories as Event Category Nameto add the custom attribute.

k4 ABB 800xA Soft Alarms OPC Server : Event Attributes Definitions = O

& ~ [ ABE 500xA Soft Alarms OPC server:Even | i 1,

Attibute Defiition |

¥ Callect events from this categery.
Event Type
I= r
Evert Category
Category name: [l categaries ==
Category NLS name:
Category Group: [n-cateqarized Simple Events =1
Attributes
Mame: Type Hew rame New
Pracess Section VT _I4 —
System VT_BSTR
Sub VT_ESTR
< >

Help

Figure 31. Attribute Definition

Setting Instance Specific Values for Event Attributes on Objects.

The extended attributes on each object can be set to instance specific values using an

Event Attribute Object Extension aspect (Figure 32). Following are two ways to set
the attributes:

—  Using Bulk Data Manager Tool
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—  Creating Template Aspect on the Aspect Category.

4 Event Attribute Object Extension : Event Attribute Object Extension = &
@~ ViE&LF e ©

Object  Attribuutes ]

Category [ all categories =l

Type | value Edit
E  Pracess Section VT 14 1
E_ System - Clear

E Sub
Add

>

Cancel | Apply

Figure 32. Instance Specific Values

Using Bulk Data Manager Tool.

The Bulk Data Manager tool (BDM) can be used to set instance specific values on
each Event Attribute Object Extension aspect. Before the attribute can be
accessed by BDM it is required that the event attribute already to be extended in the
Event Attribute Object Extension aspect. For more details on Bulk Data Manager
Tool, refer to System S800xA Engineering, Engineering Studio (3BDS011223%).

Create an Attribute Object Extension aspect on the object type.

—  This aspect should extend appropriate attribute extensions with default

values. The attribute extensions with default value can be copied to all
instances or used as a template.

BDM is then used to create Event Attribute Object Extension aspects and/or
setting instance specific values for extended attributes.
Creating Template Aspect on the Aspect Category.

Follow the steps to create an Event Attribute Object Extension Template aspect on

the aspect category object in the Aspect System Structure with default event
attributes.
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1. On the Aspect System structure, navigate to the Event Attribute Object
Extension aspect.

2. Create an Event Attribute Object Extension aspect on the aspect category
object.

3.  On the Attributestab, add the attribute extensions and give them default
values.
For Example: Sub, Process Section, System

4. Right-click Event Attribute Object Extension aspect.

5. Select Details on the context menu and then Aspect I nfo.

- [
7] Details ?
Identification  Aspect Infa IPerErty View | User Role Mapping | Permissions | Lock Status | References |
Priority fispect Keys
<o priority > ~ add ..
Hew Remove
Hew ...
S I~ Default aspect
-
Blob Name: Bloh Sizs (bytes)
Main blob 3990
ok ‘ Cancel ‘ Apply Help

Figure 33. Details - Aspect Info

6. Add Template Aspect key and click OK.
7. Click Apply.

Filtering the Alarm List in Runtime on Columns .

Perform the following steps to include the event attributes as columns in the alarm
list.
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1. Onthe Alarm and Event List Configuration aspect, click the Columns

tab.
%% Common Alarm List Configuration : Alarm and Event List Configuration - O *
JJ & ~ | Common Alarm nfiguration:Ala ;v_"ﬂ}?& ‘|
Fitter I Rurtime Fitters  Columns |Sort I Color I Format I TooIBarI Summaryl
Messagelayout
A..l P..I Ala... | ActiveTime | ObjectMame | ObjectDescription I Condition
£ >
Message Fields
| Column name| Attribute name Width Alignment | Decimals Category | Print | :I
Ird 4!\_I_a_rn_1_5‘t_a‘1i AlarmState 5 Left NfA Predefined Ird
[~ AutoDisabled AutoDisabled 10 Left N/A Predefined I
[~ BlockedRepetiBlockedRepetitive 14 Left NfA Predefined I
[~ Category Category 20 Left NfA Predefined I
|7'£I_a_s‘s___ Class 6 Left N/A Predefined Ird
[~ Comment Comment 8 Left N/A Predefined I
[~ Compaonent Companent 16 Left NfA System Alarm [
Ird ﬁondition Condition 14 Left N/A Predefined Ird
[~ CurrentValue CurrentValue 12 Left N/A Predefined I
[~ Decimal Decimal 10 Right Default Predefined I
[~ DocumentRef DocumentReference 10 Left N/A System Alarm [
[~ EnableState  EnableState 10 Center N/A Predefined I
[~ EventTime  EventTime 12 Left N/A Predefined I LI

Font

[~ Show Row Headers Font: Tahoma

[¥ Show Column Headers Style: Regular
Size: 10
[~ wrap Text e
ch
Viewable Messages 500 = &l
Cancel | Apply | Help |

Figure 34. Including the Event Attributes as Columns

2. Select the columns to be displayed in the alarm list.

106 3BDS011222-600 C



Alarm and Event

This allows to filter the alarm list in runtime (Figure 35).

[AckPriojalarmg ActiveTime [ ObjectName [ Condition g Sub [Process Secti]  System
ACT 02 15:47:07:159 Test3 high flows A 1 1-3
ACT 02 15:39:05:425 Test2 high flow A 1 1-2
ACT 02 15:36:40:991 Testl high flows A 1 1-1

Figure 35. Filtering the Alarm List

1. Inthe Alarm List, right-click the column to filter the list.
2. Enter the value in Runtime Attribute Filter dialog and click OK.

ACT 02 15:39:05:425 Test2 high flows A 1 1-2

Ack| Pr'ﬁﬂlarmﬂ ActiveTime I Objectiiame I Condition g Sub [Process Secti] System*

Figure 36. Filtered Alarm List

Add an Alarm and Event List

Create an Alarm and Event List aspect in a Plant Explorer structure as described
below:

1. Select the object in the Plant Explorer, to which you want to add an
Alarm and Event List.

2. Select New Aspect from the context menu.

3. Select the Alarm and Event List aspect.
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4. Click on the Alarm and Event List aspect and select the configuration view.

F ™
L] Alarm Lists : Alarm List - N [E=EERT
P ~ | Alarm Lists:Alarm List & -~ 3
Configuration
" Library Structure | J
|.¢\Iarm Lists: Alarm List Configuration j
Copy Template | Cpen... |
Alarm filter Settings I
&+ Al alarms List Title {for Alarm Band):
" Object alarms | I

" Object and descendents

[+ Show Tool Bar
" Object and descendents in structure:

¥ Show Status Bar

| J Automatic enabling of Live Values (Current Value column is
" Objects referenced by aspect: required)
|Graphic Display J [ Automatic start of list when alarms are updated in stop
mode
-

Help

Figure 37. Alarm and Event List Configuration View

5. The Library Structure drop-down menu shows all the available Alarm and
Event List configurations in the Library Structure, default or custom
configurations. The Object drop-down menu shows the available Alarm and
Event List configurations on the same object as the list.

6. If you want to make a copy of the list configuration, click the Copy Template
button. This will create a copy of the selected list configuration and place it on
the same object as the list.

7. Go to the Alarm Filter area and select the object filter function:

—  Select the All alarmsto allow this aspect to display alarms and events for
all objects.
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Select the Object Alarmsto show the alarms and events related to the
object the Alarm List aspect belongs to.

Select Object and descendants to show the alarms and events related to
the object the Alarm List aspect belongs to and to all its descendents
independent of structure.

Select Object and descendantsin structureto show the alarms and
events related to the object the Alarm List aspect belongs to and to all its
descendents in the selected structure. If Object and descendantsin
structureis selected as a filter, then select the structure from the drop-
down menu.

Select Object referenced by aspect to show the alarms and events related
to the objects referenced by the selected aspect. If Object referenced by
aspect is selected as a filter, then select the aspect from the drop-down
menu.

8.  Select the Show Tool Bar check box, if you want the alarm toolbar to appear
at the top of the Alarm List. If you are adding an Alarm Line, clear the Show
Tool Bar check box, since it is too large to fit into the Alarm Line area.
Start/Stop Show Events Page Up View Hiding Configuration
Acknowledge Details Select Runtime| Page Down
Attribute Filter Connection Status
Acknowledge View View Grouping
the visible Configuration | Configuration
Al Show Show
arms Shelved List Reset Print List
Alarm Alarms Without Runtime s
Response G N Config Print Preview
rouping Changes
l i 9 l Help
v v v

vy
@V

= &3

Vv v
TP EBREIQRLO

\J
B

\l
HEHE

Figure 38. Alarm List Toolbar

3BDS011222-600 C

109



Alarm and Event

The following icons in the Alarm and Event list tool bar (refer to Figure 38):

Alarm Response Navigation

& To navigate quickly to different aspects from an
object.
Show List Without Grouping

I_Tlu To view the grouped alarms and alarm entries not

included in Alarm Groups.

EE View Grouping Configuration
To view the Group Alarm Manager or the Group
Alarm Definition aspect.

9. Select the Show StatusBar check box, if you want a status bar to appear at the
bottom of the Alarm List. You can configure the Status Bar to show a summary
of the different alarms in the list. This is configured by setting the Alarm
Satus Format in the Format tab.

UMACK=52 ACTIVE= 5 INACT =47 ACK=0 HIDDEM=0 SHELWED=0
Figure 39. Alarm List Status Indication

10. Select the Automatic enabling of Live Values check box if you want to have
the Live Values function enabled.

11. If Automatic start of list when alarmsare updated in stop mode is selected
the list automatically starts updating when new alarms or events are received in
stop mode. An indication in the status bar shows that the enable auto start is
activated, see Figure 40.

Page 1 of 1

Figure 40. Auto Start in the Alarm List Status Bar

12. You have now added an Alarm and Event List aspect to your object.
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Audible Alarms

If the Audible Alarms function is configured, active unacknowledged alarms in an
alarm list will generate a sound. The sound configuration is by default disabled.
Configuration of Audible Alarms is done in two steps, both described below.

Configuration of Audible Alarms in a Workplace.

To enable (or disable) the Audible Alarm function for a workplace follow the steps
below:

1. Go to the Workplace Structure and expand the Web System Workplace object.

2. Select your Workplace object and open the Audible Alarm Workplace
Configuration aspect. Refer to Figure 41.

%% Plant Explorer Workplace : Audible Alarm Workplace Configuration | =[5 -
&~ vi@a-~-s# -
Alarm sound settings ]
Audible Alam List

Select the alam list that shows the alams to play sound for.
Alarm List: Edit... Clear

Silence Mode:

Select whether the silence command should affect only the local workplace or all workplaces (global).

" Global
* Local

I Audible Alarm is enabled

Figure 41. Audible Alarm Workplace Configuration Aspect

3. Select Alarm list aspect to use as alarm filter, that is all alarms that appear in
the list will generate a sound.
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4. Select Global (silence is set for all workplaces in the system) or Local (silence
only for this workplace) silence mode in the drop-down menu.

5. Select the Audible Alarm is enabled check box if you want to enable the
function.

Configuration of Audible Alarm Sound.

By default sound is configured for the whole system. To change the default
configuration follow the steps below:

1. Go to the Library Structure and expand the Alarm & Event object.

2. Select the Audible Alarm Configuration object and open the Audible Alarm
Sound Configuration aspect.

¢ Audible Alarm Configuration : Audible Alarm Sound Configuration

Flayer

I V&L s

Alarm priority sound settings

-

Fricrity settings

- o EN

Priarity L | File narne

1

2

3

4

5

C:\Program Files [«8E]\ABE 800AB azehsounds

Sound Mode
Continuous

Off
Off
Off
Off

K

Figure 42. Audible Alarm Sound Configuration Aspect

3. Select the required player from the drop-down list.

Cancel | Apply

| Help |

4. Set one sound for every priority level, by selecting the ... button and browse to
a sound file.
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5. Select sound mode in the Sound M ode column. The sound can be off (no
sound), momentary (one sound when a new alarm gets active) or continuous (a
constant sound as long as the alarm is unacknowledged).

If no configuration is made for a priority level, the alarms of this priority are
ignored by the audible alarm function.

A continuous sound will continue to play after having being temporarily
interrupted by a higher priority momentary sound.

Click Apply.

The global sound configuration can be overridden by creating a local Audible
Alarm Sound Configuration aspect on the Workplace object for a specific
Workplace.

The path to the sound file must be the same on all nodes.

o

Audible Alarms Toolbar.

The Audible Alarms Toolbar must be included in the workplace toolbar (such as
the Application Bar) for the Audible Alarm function to work properly. Refer to
Figure 43.The operator clicks the icon to silence the audible alarms.

eplace -4 o 0| & E g

| Desc. .. | Inhetited | Cateqaory narme

Figure 43. Audible Alarms Toolbar

This is configured on the workplace object for the selected workplace. See System
800xA Operations, Operator Workplace Configuration (3BSE030322%*) for more
information on how to include the Audible Alarms Toolbar in a workplace toolbar.
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Configuration of Hot Key for silencing Audible Alarms.

To configure a hot key for silencing audible alarms follow the steps below:

1. Go to the Workplace Structure and expand the Web System Workplace object.
2. Select your Workplace object and open the Hot Keys aspect.
3. Select hot key combination in the Hotkey text field. See Figure 44.
4. Select Execute Verb from the Action drop-down menu.
5. Browse to the Audible Alarm Workplace Configuration aspect in the Aspect
field.
6. Select the Silence Audible verb in the Verb field.
7. Click Add and the new hot key will be added in the list.
8. Click Apply.
] Plant Explorer Workplace : Hot Keys = | = -
&~ R ~ 5 -
When the focus is in the hotkey text field, press the desired key combination.
Hothey:  [Ctl+AlE+F4  KeyStt:  |Pressed x|
Context: ’m
Action: ’W‘ r
Aspect:

Web System Waorkplace:Global verbs

Verb:

Name | ~

W Close_All_Overlaps
W Show_Cursor
4 NewtTarnet

Hotkey Context Action Aspect/Aspect Category
Ctrl+Alt+F4 (Pre... Global Execute Verb ‘Web System Workplace:Gl...
Ctrl+G (Pressed)  Highlighted Object Execute Verb Object Type

Alt+Num 7 (Pres...  Global Execute Verb Web System Workplace:Gl. ..
Ctrl+F (Pressed) Global Shaw Aspect Tools/Find Teol:Find Tool
Alt+Num 4 (Pres...  Global Mavigate previous

Alt+Num & (Pres... Global Mavigate next

Verb Niew

Close_All_Overlaps

Show Type
Show_Cursor
Main View

Add
|

Remove

Help

Figure 44. Hot Key Aspect
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Alarm Hiding

Hiding is a way of avoiding alarm situations where numerous sequential alarms
make it hard to determine the root cause of a problem. By using the hiding function
in 800xA, it is possible to hide non-relevant equal alarms. The hiding of alarms is
initiated by hiding rules, which can be process conditions or logical expressions.
All the hiding rules are kept in the Hiding Mask Manager.

Hiding affects the presentation of the alarm list. If an alarm is irrelevant it should
not be shown in an alarm list. An alarm is irrelevant if it does not require an action
from the operator. The Hiding alarm function will help the operator to get the alarm
lists clearer from irrelevant alarms.

During a specific operational mode, for example a start-up or a shut-down, it is
common that alarms, which are relevant during a normal operation, are totally
irrelevant.

With Hiding Rules it is possible to define which alarms that will be hidden during a
specific operation. Single alarms can be hidden as well as alarms from an object and
its descendants. An exception to the above mentioned is that the hiding functionality
does not affect some of the Alarm Categories, i.e. alarms for the categories “System
Alarms” (defined by the Operator Workplace), “IM History” (defined by
Information Management), “System Alarm” (defined by 800xA for Advant Master)
and “System Condition Event” (defined by 800xA for AC 800M) will never be
hidden. The reason for this is that alarms of these categories are considered system
alarms, which can be too severe to hide.

A configurable indication in the Alarm Band shows that hidden alarms exist.
Refer to Hidden Alarms in the Alarm Band. The hidden status of alarms will also be
indicated in Faceplates.

A hidden alarm also has a hiding indication in its context menu. Select hiding and
the Hiding Rules dialog box will be displayed. Refer to Alarm Hiding on page 116.

A hidden alarm is automatically acknowledged when the alarm is cleared, that is the
alarm goes from active to inactive state.
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Hiding Mask.

A Hiding mask is a collection of Hiding Rules that will be evaluated at the same
time. The rules are valid when the activating condition for a the mask is true. A
mask is invoked according to a Boolean condition or an OPC Property.

Applying a Hiding Mask will only affect new alarms that appear after the state
change. The conditions are configured in the Hiding Mask Manager located in the
Library Structure.

Hiding Rules.

Hiding rules define conditions under which alarms from a specific object will be
hidden. The condition can be an expression containing any boolean OPC Property
or alarm condition. One hiding rule can only hold one condition. Logic expressions
are possible to create directly in the rules.

If you want more complex conditions, these can be made by defining for example
soft alarms using Alarm Expressions (refer to Alarm Expression on page 157).
Refer to Configure Alarm Hiding on page 124 for more information.
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Hiding Mask Manager.

The hiding masks are added and managed in the Hiding Mask Manager. The dialog
box displays Name, Condition, Deactivation Delay, and Description of the hiding

masks, refer to Figure 45.

J”’ﬂ Alarrn Hiding Configuration : Hiding Mask Manager

g ~ | Alarm Hiding Configuration:Hiding Ms .!j )Z? =1

Activating Condition

ucture JRo ics

A [Mask Marne
(] Hiding Mask.
(@ Hiding Mask

$[Direct][Control Struckure]RookfGraphics Test MetworkiMixer Motar:Isal

arm G
larmaActive_Descendan

2
Ewrpart. Find

[+ |
Mew mask | Duplicate | Delete
tdask Name: |Hld\ng Mask

Activating Condition:

|$'[Direct][Conlro\ Stucture]R oot/Graphics Test Hetwork/Miser Motar, Iej Browse...

Deactivation Delay [s]: 10
Dezcription:
Rules in mask: 1

Edit Rules...

Cancel

| Apply

Figure 45. Hiding Mask Manager Dialog Box
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The Hiding Mask Manager has the following options:

The A column shows whether an activating condition is true or not. The list also
shows the Name, Activating Condition, Deactivation Delay, and Description of all
hiding mask.

The buttons in the dialog box are used as follows:

* New Mask - Select New Mask to create a new Hiding mask. To edit a Hiding
Mask, double-click on the Mask or select a Mask and click Edit Rules (refer to
Edit Rules). This opens the Hiding Mask Definition dialog box, refer to
Figure 46.

* Duplicate- Click Duplicate to create a new Hiding mask by copying the
selected one.

 Delete - Click Delete to remove selected mask from the list.

* Find - Click Find to open the Find/Replace dialog box. Use the dialog box to
find hiding rules in selected mask (or all masks).

*  Export - Click Export to export the selected mask to an Microsoft Excel
spreadsheet for documentation. After clicking Export, Excel will open and
show selected mask and its rules. EXport is only enabled if Excel is installed
on the machine.

Click Apply on the new created mask and then Edit Rulesto add a Hiding Rule.
The Hiding Mask Definition dialog appears, refer to Figure 46.
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5| Hiding Mask : Hiding Mask Definition [E=R[ESR(F=

@ @~ Hidng MaskiHiding Mask Definition  ~ % P -

Activating Condition: Diescription:

Browse... Hidirg Fulez far Miwer Maotor,

Deactivation Delay (5] 10

Hiding k azk Rules:

A [Condition | OFf Delay {s)  |Hide Object Hide Alarms Include Descendants

| S [ |Mizer Mator &l

Mew nile Duplicate | Delete |

Condition: j Browse...
Hiding O Delay [s): 20

Hide Object: ] j Browse...

Hide Alarmns: @ Alldlams © Specific Alarms
Include Descendants: ™ Yes % Mo
Path: ‘[Control Structure]Root/Graphics Test Metwork Miker Mator J

Cancel Apply | ‘

Figure 46. Hiding Mask Definition

In this window Hiding rules are added and removed for a specific Hiding mask.
Rules can be added or changed directly in this interface. Refer to Configure Alarm
Hiding on page 124 for more information.
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Select the hiding condition from the Condition drop-down list. Click Browse to
select a condition from the Activating Condition dialog (refer to Figure 47).

Condition @
Add Objects OR Alarm signals:
| Enter search criteria j

| %E Control Structure

oRC

.=l B Amn

=@ L1, LargeCbject
- [ Mier 1, Mixing Uriit

Aokor

gl Pump, Genetic OPC Object
=@ Ramp_1,
=@ Ramp_1_1, Ramp
=@ Ramp_1_2, Ramp
=@ Ramp_1_3, Ramp
=@ Ramp_1_4, Ramp
=@ Ramp_2,
=@ Ramp_2_1, Ramp
=@ Ramp_2_2, Ramp

Ramp

Ramp

3. Ramn

Aspect

Property

Alarm Global Properties

Advanced

IsAlarmactive
Isalarmactive_Descendants

I¥ show only properties that indicate active alarms

| Cancel

Figure 47. Condition Dialog
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Click Advanced to write your own expressions, Figure 48. See also Alarm
Expression on page 157 and Item Syntaxes on page 171.

[V shaw Alarm conditions only

Add ba Expression |

Expression:
TRUE

‘fou can use logical operators to create complex expressions.,
E.g&, !, = <, ==, etc,

0] 4 Cancel

Figure 48. Advanced Activating Condition

Edit Condition

An Edit Condition dialog is launched from the Browse button to the right of
Activity Condition for a mask, and Condition for a rule. The expression for the row
is automatically entered in the Expression field.

Expression Field

The conditions follow C++ syntax, which means that the following operators can be
used: &&, AND, ||, OR, ! and NOT. In special cases TRUE and FALSE can be used.
TRUE makes the activating condition true at all times. FALSE makes the activating
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condition false at all times. Add a description after you have built the condition in
the browser.

Mew magk | Duplicate | Delete Expoit... Find...
Mazk Mame: ng Mask
Activating Condition: j Browse...
Dieactivation Delay [2):
D escription:
Rules in mazk:
Cancel Apply

Figure 49. Description Area

When defining hiding conditions, the time required for an alarm to be hidden can be
longer than the time the actual hiding condition is active. To achieve this, a Hiding
Off Delay can be defined. When a Hiding Off Delay is defined, alarms will remain
hidden during the delay even if the hiding condition is inactive. The off delay can be
applied to both the hiding mask (deactivation delay) and hiding rules (hiding off
delay).

The Hiding Off Delay in the Hiding rule aspect view indicates the hiding delay in
seconds for hidden alarms.

The Deactivation Delay in the Hiding mask aspect view (refer to Figure 45)
indicates the delay in seconds for disabling the containing rules after deactivation of
the mask activating condition.

122 3BDS011222-600 C



Alarm and Event

Find

The Find dialog box can be launched from the Hiding Mask Manager window and
from the Hiding Mask window. It has two option buttons with which you can limit
your search.

Find Mask - Find Mask -
Find what Find what
| = | =
Look in Look in
= Clase Jal =] dose

Condition
Hiding Object
@] Hide &larms

Activating Condition

* In all masks

Found in Following hiding masks Mask Mame

[ ]

Figure 50. Find Mask dialogs

. In selected mask

This option delimits the searching to selected mask(s). This is the default
option. If the Find dialog was opened from the Mask Manager, one or more of
the masks was probably selected. If the dialog box was opened from a single
hiding mask, that mask is selected.

. In all masks

This option enables searching in all masks. This is the default option if no
masks were selected when the find dialog box was opened from the Mask
manager.
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Save Hiding Configurations.

To save an application (normally objects in the Control Structure) including hiding
configurations, select the application and drag it into the Import/Export Tool.

Include Dependencies check box in the Add Items dialog box must be selected.

A mask may be exported from the Library Structure (see Configure Alarm Hiding
on page 124). However, you can not save the rules in a mask by exporting the
mask, even if the Include Dependencies check box is selected. Rules can only be
saved by exporting them explicitly, either by exporting the rule aspects
themselves or by exporting the objects that hold the rule aspects.

E In order for the masks (affecting the rules in the application) to be exported, the

Configure Alarm Hiding

To configure Alarm Hiding, a Hiding Mask and a Hiding Rule that defines a Hidden
Alarm must be created.
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1. Navigate to the Library Sructure> Alarm & Event > Alarm Hiding
Configuration, refer to Figure 51.

,':' E |(Enter search name) j |Nn Filker ﬂ "ﬁ Replace - !’i 9 Jf‘\é‘ a? ﬂ
|‘E5 Library Struckure ﬂ Aspects of 'alarm Hiding Configuration’ | Modified Inherited Category name

Hiding 1a...

EI-E? Alarmn & Event ialll
[]..9 alarm & Event Categary Groups . [Libr...  False Library Struckure
[5G Alarm & Event Color Definitions, &larm & Event Color Definitions | ~2Name 331j2004 11:40:... The... False Hame

(-l Alarm & Event List Configurations, Alarm & Event List Configuration Object Factory 331j2004 11:40:... False: Object Fackary
[]--g Alarm & Event Lagger Configurations, Alarm & Event Logger Config

(- Alarm Collection Definitions, Alarm Collection Definitions

Q Alarm Grouping Configuration

[ 9 #&larm Hiding Configuration

@ Alarm Shelving Configuration

@ Audible Alarm Configuration, Alarm & Event Audible Alarm Configur:
@ External Alarm Globals

]"ggn:i;l::ﬁ;:?entﬁn Task Conter B v Alarm Hiding Configuration:Hiding Mz = !é P Y -

f]- Default Yiew Class, Default Wiew Class

[
[
-5 History Log Templates, History Log Template Library
-l Libraries, Library Collection
£
£

- Preferences & Customizations
3] Resourcelibraries
% Solution Libraries
[]--9 System Messages
@ Syskem Status

£ Taolks
[ Trend Templates, Trend Template Library
- ‘Workplace Frames
[ ‘Workplace Panels h J
' Duplicate Delete
S —
Mask Name: |Hiding ask
Activating Condition: |$‘[Direct][ControI Stucture]Root/Graphics Test Metwork /Mixer Maotor: sblarmactive_
Deactivation Delay (5] 10

Description: ‘

Figure 51. Alarm Hiding Configuration

Select the Hiding Mask Manager aspect.
Click New mask to create a new mask.

Enter a name in the M ask Name field.

A

Define a condition that activates the Hiding Mask.
Select a condition for the activating condition from the Activating Condition
drop-down box or click Browse to display the Activating Condition dialog box

3BDS011222-600 C
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(refer to Figure 52). Select the alarm signal of the object that is to be hidden

and click OK.

Condition

Add Objects OR Alarm signals:

==l

| Enter search criteria

-

| %E Control Structure

=]
=l

=@ L1, LargeCbject
- [ Mier 1, Mixing Uriit
----- = AMixer Matar, Motor
----& Pump, Generic OPC Object
=@ Ramp_1, Ramp
=@ Ramp_1_1, Ramp
=@ Ramp_1_2, Ramp
=@ Ramp_1_3, Ramp
=@ Ramp_1_4, Ramp
=@ Ramp_2, Ramp
=@ Ramp_2_1, Ramp
=@ Ramp_2_2, Ramp
=i Bamn ? 5. Ramn

Aspect

Property

Alarm Global Properties

Advanced

IsAlarmactive
Isalarmactive_Descendants

I¥ show only properties that indicate active alarms

[ 1

Cancel

Figure 52. Activating Condition Dialog

6
7
8.
9

Enter a delay time (in seconds) in the Deactivation Delay (s) field.

Enter a description for the Hiding Mask in the Description field.

Click Apply.

Click Edit Rules... to add or edit a hiding rule.
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B TruE

Mew rule

Duplicate |

[al

| IMixer Motar

Delete |

Condition:
Hiding Off Delay [s]:
Hide Object:

Hide &larms:

Include Descendants:

Path:

“] Hiding Mask : Hiding Mask Definition == Eoh=
Qo @ ~ Hiding Mask:Hiding Mask Definition = _’c’; & = -
Activating Condition: Description:
3l er Motor: | shlarmbctive g Browse... Hiding Rules for Mixer Matar,
Deactivation Delay [z): 10
Hiding Mask Rules:
A |Condition | OFF Delay {s)  |Hide Object Hide Alarms Include Descendants Path

| [Contraol Structure]R:

2l

TRUE

j Browse...

& Alldlarms 0 Specific Alams

j Browse...

™ Yezs * Ma

| [Control Structure]Root/Graphics Test Metworkdizer Motor

Cancel |

Apply | |

Figure 53. Hiding Mask Definition Dialog Box

10. In the Hiding Mask Definition dialog, click New Ruleto add a rule.
11. Enter a value in the Hiding Off Delay (s) field.

12. Click Browse next to the Hide Object field to select the object to be hidden.
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| @iE [1

Include Descendants:

Path:

Mew ule Duplicate | Delete |
Conditian: [TRUE
Hiding Off Delay [s]: 1
Hide Object: |U5AMDND4?1
Hide Alarrms: & Alldlarms 0 Specific Alan

™ Yezs % Ma

| [Control Structure]Foot/td elody 5

Figure 54. Hide Object Dialog Box

) Hiding Mask : Hiding Mask Definition = [ =
@~ Vg-£ -5
Activating Condition: Hide Obje{:t
A0 Birow:
|%E Control Structure j
Lesciciellebtbl 0 2 USAMOND4S1, Analog Maritar Utiity
Hiding Mask Fules: & USAMONO452, Analog Monitor Uiilicy
- & USAMOND453, Analog Monitor Utility
A | Condition [ OFF Delay (s) Hide Ala

- USAMONO454, Analog Monitor Uiilicy
- USAMONO4SS, Analog Monitor Uiilicy
- USAMONO458, Analog Monitor Uiilicy
& USAMONO457, Analog Monitor Uiilicy
- USAMONO45S, Analog Monitor Uiilicy
- USAMON0459, Analog Monitor Uikilicy
- USAMONO460, Analog Monitor Uiilicy
- USAMONO461, Analog Monitor Uikilicy
- USAMONO462, Analog Monitor Uiilicy
- USAMONO463, Analog Monitor Uiilicy
- USAMONO464, Analog Monitor Uikilicy
- USAMONO465, Analog Monitor Uiilicy
- USAMONO466, Analog Monikor Uil
- USAMONO467, Analog Monitor Uiilicy
- USAMONO46S, Analog Monitor Uikilicy
- USAMONO469, Analog Monitor Uiilicy
- USAMONO470, Analog Monitor Uikilicy
& USAMONO471, Analog Monitor Litilicy
L3 LISAMONN472, Analnn Manitnr | Ik
<

>

Cancel

o]

Help

13. Select the object to be hidden and click OK, refer to Figure 54.

14. Click Hide Alarms and select the alarm(s) to be hidden.

application is downloaded to the controller.

Select All Alarmsto hide all the alarms of the object.

To hide specific alarms of an object, select Specific Alarmsand then select the
alarms from the list provided. Hiding specific alarms is enabled only if the

15. Open the object faceplate and click On to activate the Hiding Mask.
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o I | s
— % | »

- [ (Enter search name) | (G ~ PlEE = B | 3 |[Replace. =1 Bl | 92| & || @ & | &)@
D & 09 - [Unit :Chemical Unit 1 Process Displa_+ | % 55 W~

!E a 'ﬁ' Web System Workplace : Alarm List

<Rl =% El~ &~ 1% % =l
+EB (7)) =] + @ F @ Hidden alarms only

ActiveTime SourceName ObjectDescription iti SourceName DbjectDescription Conditil

Alarm band

Chemical_Seguence

Sequence Contral

Faceplate

Graphic element

Figure 55. Alarm Lists, Faceplate and Alarm Band

& - ppaservice

The alarms hidden by Alarm hiding mask and rules, does not appear in the Alarm
list, see figure above (Figure 55), but in the Hidden Alarm’s list.

The faceplate shows that the object has hidden alarms that are active, but the graphic
element in the process display does not indicate the alarm condition.

The alarm band is configured to indicate the presence of hidden alarms by showing
a white field at the lower part.
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Alarm Shelving

Alarm Shelving is an integrated component of the Alarm & Event function in the
800xA system. Alarm shelving allows the operators to temporarily remove standing
or nuisance alarms from the main alarm list and places it on the shelve list.

Alarm Shelving is a license-protected feature.

The alarm does not reappear on the main list until it is removed from the shelf.

Unlike alarm disabling, where alarms are disabled for infinite time, shelving occurs
for a specified time and demands operator attention when the predefined time has
elapsed.

Shelving configuration defines how operators can shelve the alarms. There are two
ways to shelve the alarms:

*  Standard Shelving.

Standard shelving allows the operators to shelve the alarms temporarily for a
specified time. Recurrences of the alarm because of a state change will not
appear in the main list until the specified time has elapsed.

*  One-shot Shelving.

One-shot shelving will place the alarm in the shelf only once. When the state of
the alarm changes, the alarm is automatically removed from the shelf. Further
instances of the alarm will appear in the main list.

The shelving configuration includes configuring the following parameters in the
Alarm Shelving Configuration object under the Library Structure (refer to
Figure 56).
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I E Library Structure

E--g Alarm & Event

g Alarm & Event Category Groups
g Alarm & Event Color Definitions, Alz
g Alarm & Event List Configurations,
g Alarm & Event Logger Configuratior
= g Alarm Collection Definitions, Alarm ¢
g Alarm Hiding Configuration

-

g Audible Alarm Configuration, Alarm
g External Alarm Globals

----- g Translations

Figure 56. Alarm Shelving Configuration Object

*  Basic Settings.

This tab provides an option for the System Administrators to enable or disable
the Alarm Shelving feature. To enable the Alarm Shelving feature for the
operators, select the Shelving Enabled check box (refer to Figure 57).

é‘;‘a Alarm Shelving Configuration : Shelving Configuration

e

J_| Q w | Alarm Shelving Configuration:Shelvin ,'a ,{? &

Basic Settings | Shelving Times | Shelving Reasons | Shelving Authentication I

—Enable Disable Shelving
with the effectiveness of the alarm system.

[~ shelving Enabled

Shelving of alarms allows an operator to keep nuisance alarms and other alarms from interfering

r—Shelve Alarms Dialog

comment. If not shown, the default values will be used.

¥ Show the Shelve Alarms dialog

The shelve alarm dialog allows the user to specify reason for shelving, shelving time and a

Cancel

Apply

Help

Figure 57. Basic Settings Tab

3BDS011222-600 C

131



Alarm and Event

The Shelving Enabled check box is unavailable if the user does not have the

required license to use this feature.

When the Show the Shelve Alarms dialog check box is not selected, alarms

are shelved with the default settings.

e  Shelving Time.

Shelving time indicates the maximum time allowed for an alarm before the
alarm is removed from the shelf. System administrators can add or remove
shelving times from the list according to the plant specifications.

Select a shelving time from the list and click Set AsDefault to set a time as the

default shelving time, refer to Figure 58.

i’i“,l Alarm Shelving Configuration : Shelving Configuration

P ~ | Alarm Shelving Configuration:Shelvin 5 &
Basic Settings  Shelving Times | shelving Reasons | Shelving Authentication
Shelving Times
I Infinity allowed as maximum shelving time

8 Hours

Maximum allowed shelving time:

Selectable list of shelving times:

1 Hour
2Hours [Default)
4 Hours

8 Hours
AN b b

Add

m [ »

| Help |

Figure 58. Shelving Time Configuration

Select the Infinity allowed as maximum shelving time check box when a

maximum shelving time is not provided.
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*  Shelving Reasons.

Operators can select a shelving reason from the list of reasons provided. A
reason helps the operators to keep track of the alarms in the shelf, refer to

Figure 59.
_i‘;‘ﬂ Alarm Shelving Configuration : Shelving Configuration E@I&J
Q w | Alarm Shelving Configuration:Shelvin _’,;'j )? & -

Basic Settings ] Shelving Times ~ Shelving Reasons ]Shelving Authentication ]

Shelving Reasons
Selectable list of reasons:

Signal Moize
Instrumentation malfunction
Lack of Maintenance

Add

Help

Figure 59. Shelving Reasons Configuration

*  Shelving Authentication.

Shelving Authentication ensures that the alarms are shelved only by the logged
in user. The following authentication options (refer to Figure 60) are available:

—  No Authentication Required.
—  Authentication Required.

—  Double Authentication Required.

ﬂ Use Double Authentication if an additional authorization is required to shelve the
alarms.
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i’i‘ﬂ Alarm Shelving Configuration : Shelving Configuration =NACE X

Q w | Alarm Shelving Configuration:Shelvin 5 ﬁ (==1 =

Basic Settings ] Shelving Times | Shelving Reasons Shelving Authentication l

Authentication
+ Mo Authentication Required
" Authentication Required

" Double Authentication Required

| Help

Figure 60. Shelving Authentication Configuration

Alarm Grouping

Alarm Grouping is a feature in the 800xA system that allows grouping of several
alarms that require a similar response from the operator.

It is recommended that the alarms to be grouped have the same priority.
When an Alarm Group is configured:

e It reduces the number of individual alarm entries in the alarm list that are
generated from a common cause in the system.

*  The alarm list displays only the group alarm and not the individual alarm
conditions. The alarm group is indicated separately in the alarm list, refer to
System Operation (3BSE036904*) for more information.

e  The individual alarm conditions are automatically acknowledged when the
alarm group is acknowledged.
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Enabling Alarm Grouping

The Alarm Grouping feature must be enabled before it can be configured and
used.
Alarm Grouping can be configured only by users that belong to the Application
ﬂ Engineer group having the Modify Alarm Grouping permission. Refer to System
Administration and Security (3BSE037410%), Security Configurations for more
information.

To enable this feature using the System Configuration Console:

1. Select ABB Sart Menu > ABB Industrial IT 800xA > System > System
Configuration Console > Alarm Management > Alarm Grouping, refer to
Figure 61.
ﬂ For more information on ABB Start Menu, refer to System 800xA Tools
(2PAA101888%).

=] System B00xA Configuration Console

G; Home A Alarm Management 33 Alarm Grouping

Alarm Grouping
A number of alarm conditions are configured to
be presented as one alarm.

Recent events

Enable/Disable Alarm Grouping:
[V Alarm Grouping Enabled

Default Alarm List Behavior:
[V Alarm Grouping Cn

Recent tasks

B ‘ Q_! Configuration of Alarm Groups is performed from "Plant Explorer Workplace'.

Figure 61. Enabling Alarm Grouping

2. Select the Alarm Grouping Enabled check box to enable the Alarm Grouping
feature.
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3. Select the Alarm Grouping On check box to display the group alarms in the
alarm lists (applies to alarm lists with a configuration where alarm grouping is
set to Default).

Configuring Alarm Grouping

An alarm group is configured using the Group Alarm Definition aspect on the
Alarm Object:

1. Navigate to the Library Sructure> Alarm & Event > Alarm Grouping
Configuration (refer to Figure 62).

| T:ﬁ Library Structure

=g Alarm & Event

EEI--Q Alarm & Event Category Groups

EEI--Q Alarm & Event Color Definitions, Alarm & Event Col
EEI--Q Alarm & Event List Configurations, Alarm & Event L
[+ Q Alarm & Event Logger Configurations, Alarm & Eve
[+ Q Alarm Collection Definitions, Alarm Collection Defini
Q Alarm Grouping Configuration

Q Alarm Hiding Configuration

Q Alarm Shelving Configuration

Q Audible Alarm Configuration, Alarm & Event Audiblh
~{gl External Alarm Globals

gl Translations

Figure 62. Alarm Grouping Configuration - Library Structure

136 3BDS011222-600 C



Alarm and Event

2. Select the Group Alarm Manager aspect (refer to Figure 63).

ContextObjectlSLevel08 Group  Mew Condition

F ™
i’i‘ﬂ Alarm Grouping Configuration : Group Alarm Manager E@g
Q w Alarm Grouping Configuration:Group + _’c’; )? & -
Group Alarm Manager
Enable/Disable Alarm Grouping
Alarm Grouping Enabled
Default Alarm List Behavion:
Alarm Grouping Cn
Alarm Groups:
Alarm Object Group Name Conditicn “
AEx Tank Tank group alarm Tankalarm =
Separator Separator Group Alarm Separatordlarm
GroupAlarmObject CTT Test Group plp2p3Grouphlarm
ContextObjectLSLevel08

n

L

Figure 63. Group Alarm Manager

ﬂ Ensure that the Alarm Grouping Enabled and the Alarm Grouping On check
boxes are enabled. These settings are replicated from the System Configuration
Console. The Alarm Grouping On check box controls the behavior of the alarm
lists with configuration for alarm grouping set to Default. If Alarm Grouping
On is unchecked it is still possible to display the group alarms in an alarm list by
explicitly setting alarm grouping to On in the alarm list configuration. The Alarm
Grouping feature can also be enabled through the Group Alarm Manager

aspect.
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3. In the Alarm Groups section, click New... to add a new group alarm object.

_iBix]

[ Show all structures

E Functional Structure j
L

H Charts

g Control Wrappers

& Input Handling

g Late Binding

Q List/Combo boxes and Popup menues
=l G Mixing tanks
() Mixer 1, Mixing Unit
() T1, Storage Tank
() T2, Storage Tank
() T3, Storage Tank
& V100, Control Valve
& V300, Control Valve
& V401, Control Valve

(@ 402, Control Valve —
« I_»I_I

ok | concel |

FHEHH

Figure 64. Group Manager - Select Object Dialog

4. In the Select object... dialog (refer to Figure 64), select the required structure

from the drop-down list and select the object to which the alarm groups is to be
configured and click Ok.
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5.

In the Group Alarm Definition dialog, enter the Name and Description for the

group alarm.

-
_i‘;‘ﬂ GroupAlarmOhbject : Group Alarm Definition

of X

Group Alarm Definition

Q w | GroupAlarmObject:Group Alarm Defir .’;’j ,\? &

Alarm Cenditions in Group:

Marme: Groupl

Description:

Categorg Process Alarm for GroupAlarms -
Class: 42

Condition: plp2p3Grouphlarm

Message plp2p3Grouphlarm active

Inactive Message: plp2p3Grouphlarm inactive

Chject Conditicn
ChildCbjectl plalarm
ChildCbject2 p2alarm
ChildCbject3 p3alarm

Add...

Help

Figure 65. Group Alarm Definition Dialog

10.

Select the alarm category from the Category drop-down list.

Enter a class range in the Class text field. The class range must be in a range

between -9999 and 9999.

Type a name for the group alarm condition in the Condition text field.

Type a message in the M essage text field that will appear on the Alarm and

Event lists when the alarm is active.

Type a message in the | nactive M essage text field that will appear on the
Alarm and Event lists when the alarm is inactive.
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11. Click Add... to add the alarm conditions in the group. A condition can also be
manually added to the group. Click OK.

2] Select object and conditions... MR SR @M

[T Show all structures

Conditions

[ %g Functicnal Structure 7 | | MEASURE

4 13 GroupAlarmObject OUTPUT
@ ChildObjectl
@ ChildObject2
& ChildObject3
@ ChildObjectd

SETPOINT

[ add ][ ok |[ Cancel

Figure 66. Alarm Conditions

The objects that are uploaded with Multisystem Integration support are not listed
in the Select Object and Conditions... dialog.

The conditions defined on an object will appear only if the Alarm Server is
running. For some connects, for example, AC 800M connect, the conditions
appear only if an alarm with a same source has been active on the object.

12. Click Apply.

Any change made to the Category, Class, or the Condition in an existing Group
Alarm Definition aspect (refer to Figure 65) will take effect only when the alarm
reappears in the list. The changes will not be applicable when the alarm is
acknowledged or is in the Inactive state.

Adding Alarm Conditions to an Alarm Group

The user can select the required alarm entries from the Alarm List and add the
corresponding alarm conditions to an Alarm Group. The alarm conditions can be
added to an existing Alarm Group or to a new Alarm Group (refer to Figure 67).
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Right-click an alarm entry and select the required Alarm Group from Add To
Group in the context menu.

& v GroupAlarmObject:AlarmListDescGro S F S -
FAE# S @ ERERRR @
Shelve Selected
Open Group Definition
show Group
Add Te Group 3 New Group On - » ChildObjectd
Group&larmObject
Enable Selected CTT Test Group

Grouping_CTT_TestObjects

Biggroup -

Enable Object

Enable Live Values

:

Figure 67. Add to Group

e  To add the alarm entry to a new Alarm Group, select New Group On from
Add To Group in the context menu. The object and the parent objects of the
selected alarm entry are displayed. Refer to System 800xA Operations
(3BSE036904%*) for more information.

Opening the Alarm Group Definition

The user can open the Group Alarm Definition aspect for a selected alarm entry in
the Alarm List.

Execute one of the following to open the Group Alarm Definition aspect in an
overlap window (refer to Figure 68).

*  Select a group alarm in the Alarm List and select Open Group Definition
from the context menu.

*  Select a group alarm in the Alarm List and click |—:B3 in the Alarm List Toolbar.
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e w | GroupAlarmObject: AlarmListDesc

OvEe&BEEEE-

40

Gro Pri

State Activ

Acknowledge Selected
|[NLS 07 12:26:¢

Acknowledge Multiple
Shelve Selected

QOpen Group Definition
Show Group

Add To Group

Figure 68. Context Menu - Open Group Definition

t 4@ EBEHE

13

tion

".._V:‘[ Mixing tanks : Greup Alarm Definition

S

I

G-|Mixing tanks:Group Alarm Definition v|$ f =

Group Alarm Definition

Mame: Mixing tanks Group Alarm

Description:

Category: Process Alarm for GroupAlarms —
Class: 0

Condition: New Condition

Massage:

Inactive Message:

Alarm Cenditions in Group:

Chject Condition
V202 HI
V202 Lo
V203 HI
V401 HI
V501 Lo

Cancel o

Figure 69. Group Alarm Definition Aspect
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ﬂ Select an alarm entry that is not a group alarm and click [—DE in the Alarm List
Toolbar to view the Group Alarm Manager aspect.

L] Alarm Greuping Configuration : Greup Alarm Mansger =8

| Qv Alarm Grouping Configuration:Group # _?: ;f Q

Group Alarm Manager

Enzble/Dissble Alatm Grouping:
[¥1 Alarm Grouping Enablzd

Default Alarm List Behavion:
7] alarm Grouping On

Alarm Groups:

Alarm Object Growg Mame Congition
BOOASPECTSERVER BOQASPECTSERVER Group Alarn New Condition
BOOASPECTSERVER BOOASPECTSERVER Group Alarn New Condition

ABB B00xA Soft Alarms OPC Ser  ABB 800xA Soft Alarms OPC Ser  New Condition
ABB B0OxA System Message Ser  ABB B0OxA System Message Ser  New Condition

Alarm Grouping Configuration  Mew Group Mew Condition =

Basic Basic Group Alarm New Condition

Miging tanks Mixing tanks Group Alarm New Condition

Mixing tanks Mixing tanks Group Alsrm New Condition 2

New Graphics Dema New Group New Condition

Services Services Group Alarm New Condition

Static_3 New Group MNew Condition .

i — = = m - B *
New...

Alarm Analysis

The Alarm Analysis function is an effective alarm management function that allows

the operators to monitor the quality of the alarm system and analyze problems in the
alarm system.

ﬂ The Alarm Analysis function is a license-protected function that is installed as
part of the 800xA base system.

Alarm Analysis Service Configuration.

Necessary services for Alarm Analysis are created by adding the Alarm Analysis
Services node function using the Configure System task in the System
Configuration Console (SCC).

Perform the following procedure to finalize the configuration of the Alarm Analysis
service:
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1. Locate the service group under the Alarm Analysis service in the Service
Structure.

§%v Basic:Service Group De

i

& a -
Configuration Spedial Configuration ]stams ]

Time & Date

Enter the short term interval [typically 10 minutes] and the reporting period [tpically a shift or a week] to be
i uzed in KPI calculations. The reporting period must be a multiple of the short term interval

Short term interval: 10 [minutes]
Reporting period: 480 [minutes]

The first reporting period will start at the selected start time. If the selected start time iz in the past a new
start time will be calculated uzsing the selected start time pluz a multiple of the reporting period.

Start reporting at: 2009-0331 16:33:10 == [Time]

Lewvel

|.'..J Configure levels for acceptable alam flow and alarm bursts.

Performance acceptability level specifies what iz considered az good alarm spstem performance. Intense
alarm activity level specifies what iz congidered to be an alarm burst,

Performance acceptability level: 10 [events per short term interval]
Intense alarm activity level: 100 [events per short term interval]

Cancel Apply | Help |

Figure 70. Alarm Analysis Configuration

2. On the Special Configuration tab of the service group definition (Figure 70),
configure the following settings:

a. Shortterminterval. Alarm Analysis calculates some of the KPIs once in
every short term interval set. The default value is 10 minutes.

b. Reporting period. Specifies a reporting period such as, one shift, one
week, or one month. The KPIs calculated are reset for every reporting
period.
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When creating a new Alarm Analysis object, a complete reporting period needs

E to be collected, before any data is presented for that period. In this case the Alarm
Analysis display and elements may indicate bad data quality (that is, no initial
data) for up to 2 reporting periods. This also occurs when the Alarm Analysis
service group is started.

c. Sarttimefor reporting. Typically specifies the start of a shift, for
example, 6:00 AM.

E If this value is set to some past date, the new start time will be calculated using
the specified start time plus a multiple of the reporting period.

d. Performance acceptability level. Specifies the acceptable level of alarm
flow per short term interval. The default recommendation is 1 alarm per 10
minutes.

e. Intensealarm activity level. Specifies the value of alarm activity that is
considered to be an alarm burst.

Alarm Analysis Configuration.

To configure the Alarm Analysis function:

E Ensure that the Alarm Analysis Service Group is configured before configuring
the Alarm Analysis function.

1. Create a new Alarm Analysis object under an existing object. Ensure that the
existing object includes one or several Alarm and Event List aspects.

E The Alarm Analysis functionality is applicable only to the Alarm Lists and not
for the Event Lists.

2. By default, the Alarm Analysis aspect selects one Alarm List aspect and one
Alarm Analysis Service Group. It is possible to modify the selections in the
Alarm List and Service Group drop-down lists (refer to Figure 71).

E If the configuration of the selected Alarm list is modified, the next reporting
period will be uncertain.
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i’;“,l Alarm Analysis : Alarm Analysis =Ny X

F'.;J w | Alarm Analysis:Alarm Analysis B F -
Config lProperty View ]
KPI calculations
,Ig Select the Alarm List to apply for KPI calculations

Select the Alarm Analyzis Service Group to perform the KP calculations

Alarrn List: |Alarm and Event List j
Service Group: |Alarm Analysis j
| Help |

Figure 71. Alarm Analysis Configuration

When the Alarm Analysis service discovers a newly activated Alarm Analysis
aspect, it sets up a subscription to the Alarm Manager with the same configuration
as the alarm list and calculates the alarm KPIs for this list. The Alarm Analysis
subscription reuses the filter configuration of the Alarm and Event List. For more
information, refer to System 800xA, Administration and Security (3BSE037410%)
and System 800xA Operations (3BSE036904%).
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Property View of the Alarm Analysis Aspect.

The Property View (refer to Figure 72) shows the available KPIs for the selected

Alarm and Event list.

-
i’;‘ﬂ Alarm Analysis : Alarm Analysis =NACN X
E':_] w | Alarm Analysis:Alarm Analysis 5 & -
Config Property View l

Mame | Data Type Access | Update Rate | Value | Quality =
constAcceptabilityLevel VT_I4 R 1] 1 Good -
constintenseAlarmActivityLevel VT_I4 R 1] 10 Good N
constReportingPeriod VT_I4 R 1] 1 Good
constShortTermInterval VT_I4 R 1] 1 Good
datelongTermTimestamp WT_BSTR R 1] 04/01/2010... Good
dateMextReportingTimestamp ~ VT_BSTR R 1] 04/01/2010... Good
dateServiceStartTimestamp WT_BSTR R 1] 04/01/2010... Good
dateShortTermTimestamp WT_BSTR R 1] 04/01/2010... Good
list20ActiveAlarmsComments VT_ARRAY(... R 0 [200(,,,,... Good
list20ActiveAlarmsConditions VT_ARRAY(... R 1] [20]{ Inope... Good
list20ActiveAlarmsDurations VT_ARRAY(... R 1] [20](&48, ... Good
list20ActiveAlarmsIds VT_ARRAY(... R 1] [20]( {8104... Good
list20ActiveAlarmsMessages VT_ARRAY(... R 1] [20]( Servic... Good -

q [ [T N G
¥ Subscribe for live data

| Help |

Figure 72. Property View

These properties can be:

*  Visualized in Graphic Displays. Refer to the System 800xA Operations
(3BSE036904*) for information about Alarm Analysis Reports.

*  Logged in the Operator History server. Refer to History Configuration on page
411 for information about configuring the History Server.

Alarm Analysis with OLE DB.

The Alarm Analysis data can be exported to Microsoft Excel through OLE DB. A
sample template, called AlarmAnalysisOLEDBSample.xls, is included in the Demo
folder, refer to Figure 73. This sample template provides an example on how to

access the Alarm Analysis data.
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Press "Create Report" to fetch data and

create report

Create Report

Enter path below to Alarm Analysis Object, example syntax :
[Functional Structure]Root/AlarmAnalysisSampleObject
|Tir‘nestamp: 2010-03-09 13:54:00

Alarm Analysis Object Path:  [Functional Structure]Root/AlarmAnalysisSampleObject

Create And Save Report

Report File Path {example C:\Temp):
C:\Temp

20 Longest Standing Alarms (seconds)

20 Most Frequent Alarms (activations)

0 o0 00O0OOOCOOOCOOOOTOO0OOO 02

A

5
&

A D odo B B B 0 k0 A 2 & @ o 0 Q
P FFEF SIS IFSS so@,@} & & FE S

& &
SRS & i % & &F
FFLEFFE S FFF & FF R R P
S T F TS T I FF T F T I LTI
& & & & E SR A &
& & T - I Ga
N RN R I N R o

Figure 73. Alarm Analysis with OLE DB Sample

To be able to access the Alarm Analysis data, the Object path must be specified. The
syntax for the path is for example, [Functional Structure]<Roor>/<Object>.

¢ Click Create Report in the Sample template to get the current data from
Alarm Analysis function.

*  Click Create And Save Report to save the data.

Alarm Logger - Alarm and Event List for Printing.
Alarm logger function is used to print Alarm and Event Lists to a printer.
Printer Hardware Consider ations

It is important to use a printer that has good support for reporting its status to the
operating system. The Alarm Logger is highly dependant on the reported status to
work as intended.
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When using a line printer, the recommendation is to connect the printer to a parallel
or USB port. If the printer is connected to the serial port the Alarm Logger will not
detect when the printer is powered off.

Alarm Logger Service Configuration

Necessary services for Alarm Logger are created by adding the Alarm L ogger
Services node function using the Configure System task in the System
Configuration Console (SCC).

Setting up an Alarm Printer with the Delivered Default Aspects

To create an Alarm Logger configuration for printing you can use the delivered
default aspects created for this purpose. The Alarm Logger Configuration aspects
are defined in the Library Structure (the Common Alarm & Event Logger
Configuration, Alarm & Event Logger Configuration).

The following configurations (some of them described in System 800xA

E Operations, Operator Workplace Configuration, 3BSE030322 %) are not available
for the Alarm Logger: All settings under the Sort tab and settings for showing
row headers, showing column headers, viewable messages under the Columns
tab.

Here we will setup a printer to function as an alarm printer with help of the
delivered default aspects. The alarms might be lost if the printer is not working.
Follow the steps below:

1. Install the printer as a local printer in the Windows platform in your System
node. See Alarm Analysis on page 153.

2. Expand the Alarm Logger Service in the Service Structure.

3. Select Basic, Service Group and open the Service Group Definition aspect and
its configuration view, refer to Figure 74.
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4. Select the Special Configuration tab and then Common Alarm & Event
Logger Configuration from the drop-down menu.

(X || ||(enter search name) ||| Fiter | P | replace  ~ | ¥i]| @ | RSB a? 54
|‘E: Service Structure ﬂ Aspecks of 'Basic' | Modified | Desc... | Inherited | Cakegory name
E"Q Services Alarm Expression 4/25/2005 1:55:4... Aspe... True Alarm Expression
y &larm Analysis, Service & iName 6i16/2011 12:30:... The... False Mame
D¢ Marm Logger, Service & object Icon 5/6/2003 4:04:04.,. Icon... True Object Ican
Eﬁ Basic, Service Group Service Group Definition 6/29/2011 100371, False Service Group ...
- -ﬁﬁ Alarm Logger Service, Service Pravider Service Graup Type Reference &/16/2011 12:30:... This... False Service Graup

[ ﬁ Alarm Manager, Service %  Service Struckure 6f16/2011 12:31:... [Serv... Falss Service Struckure
[]--ﬁ AspectDireckory, Service

[]--ﬁ BackupService, Service

[ ﬁ Basic Histary, Service

[ ﬁ Cross referendng server, Service
[ ﬁ Event Collectar, Service

b ;’2 E:te::nsaf?:laa?neﬁi Ssee:\\:liccee 0 §% ~ Basic:Service Group Definition - 5 )’,? ==} - -
3| @g’ FFDataStorageAndDistribution, Service
3| @g’ File Set Distribution, Service

3| §9 Lock Server, Service

3| @g’ Opcld_Conneckor, Service

@g’ PpeSphlarmEvent, Service

é}: Property Transfer, Service Logger Configuration Mame: | Sl VENE figuration
[ §9 Remote Access Client, Service
[ §9 Remote Access Server, Service

Serwer deneck Canbrallar Service

Corfiguration Special Configuration ‘Status |

Figure 74. Service Group Definition Aspect - Special Configuration Tab

5. Select the Service Provider object, see Figure 75, and open the Service
Provider Definition aspect.

150 3BDS011222-600 C



Alarm and Event

6. Select the Configuration tab and choose the node where the printer is
connected in the Node drop-down menu. Click Apply.

| T:ﬂ Service Structure

=

Aspects of ‘Alarm Logger Service' | Modified | Desc.,.. | Inherited Category ne

E--Q Services

[ f Alarm Analysis, Service
Elf Alarm Logger, Service
E&% Basic, Service Group

--%ﬁ Alarm Logger Service, Service Provider
I:I---f Alarm Manager, Service
I:I---f AspectDirectary, Service
I:I---f BackupService, Service
I:I---f Basic Histary, Service
I:I---f Cross referencing server, Service
I:I---f Event Collector, Service
I:I---f Ewvent Storage, Service
----- f External larm, Service
]@9 FFDatastorageandDistribution, Service
]@9 File Set Distribution, Service
]f Lock Server, Service
]@9 Opchid_Connector, Service
----- f PpcSpalarmEvent, Service
----- f Property Transfer, Service
]@9 Remaote Access Client, Service
]@9 Remote Access Server, Service
----- f Server Aspect Controller, Service
]@9 Soft Alarms, Service
]@9 System Message Server, Service
]@9 Syskemn Status, Service
]@9 Time, Service
]@9 workplace Service, Service

-

[ e W

Alarm Expression 4/25/2008 1:40:1... Used... True Alarm Expre
i Name 6/16/2011 12:31:... The... False Mame
2 | Mode Administration Structure 6/29/2011 10:36:... [Mod... False Mode Admin
bject Icon 5/6/2003 4:03 Icon ... True

Object Icon
Definition 0: o 5 oy

Service Provider Type Reference 6/16/2011 12:31:... Thes... False
2 Service Structure 6/29/2011 10:37:... [Serv... False

Service Proy
Service Stru

Qo fﬁ w Alarm Logger Service:Service Provide « _’,;'j & - -

Configuration | Special Configuration | Status |

Service: | Alarm Logger M
GEroup: | Basic M

¥ Enabled

Current Service

Mode: [SODASPECTSERVER | | View |
Target State:  |Service 7

Command: -

Figure 75. Service Provider Definition Aspect - Configuration Tab

7. Select the Special Configuration tab to customize the list printout. See

Figure 76.

—  Select printer from the Printer name drop-down menu.

—  Select printer type from the Printer type drop-down menu. Depending on
the type you select the other fields in the configuration view will be

enabled.

—  The Progl D field is only used together with the option Plugin printer,
which is supported only for specific installations

—  Select Transparent background if you want the list to be printed without

background color.
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Select Enable printing for the list to be printed.

Set the number of lines to be printed on each page in the Max number of
printed lines field.The Alarm Logger will buffer alarms until this limit is
reached and then print a page.

Set interval for the printouts in the Timeinterval between printouts
field. A page will be printed when the time interval has elapsed even if the
Max number of printed lines has not been reached.

If you want another color definition, select it from the Override color
definition drop-down menu.

Set values for margins in mm, in the M ar gins area.

Click the Preview button if you want to see a page in the print preview
area.

The Information area shows detailed information about the printer, such
as status and errors.
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:’i‘}[ Alarm Logger Service : Service Provider Definition EI@

fﬁ w | Alarm Logaer Service: Service Provide ﬁ & -

Configuration  Special Configuration | status |

Logger Configuration Information
Printer name: Max number of printed lines: Logger state:
s 60 Mok connected ko sery
Prinker type: [V Time interval between printouts: Printer errar descriptior
Color Page Printer 60 {mir)
Code page: Margins {mm) Mumber of jobs in queu
|Use service locale j Top: Baottom: o
ProglD: 200 20.0 Last printout at:
[ Left: Right:
COwvertide color definition: 20.0 200

| <IJse logger configuration = j
Reset config | |

[v Transparent background
[¥ Enable printing
™ =kip control characters

Cancel | Apply | Help |

Figure 76. Service Provider Definition Aspect - Special Configuration Tab

How to set up a Network Printer
To set up a network printer over an TCP/IP port follow the steps below:

1. Open Control Panel > Hardware and Sound > Devices and Printers> Add
Printer.

2. The Add Printer Wizard will open. Click Next.

3. In the next dialog select the L ocal printer attached to this computer radio
button and click Next.

4. Select Createanew port and in the drop-down menu select Standard TCP/I P
Port, click Next.

5. Click Next in the Add Standard TCP/IP Port Wizard dialog.

6. Inthe Add Port dialog, type a printer name or an IP address and then add a port
name.
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7.

8.

Finish your settings in the Additional Port Information Required dialog and
click Next.

Click Finish to apply your settings.

Creating an Alarm Band

The Alarm Band provides an overview indication of the status of Alarm and Event
Lists selected for display. The number of alarms or events are given in figures in the
indicating squares and their highest priority are indicated with the defined color. The
operator can use an alarm band button to call the list aspect.

Create the Alarm Band as described below:

1.
2.
3.

Expand the Functional Structure and select the Test object.
Create an Alarm Band aspect and open its Config View, see Figure 77.

Add the Alarm and Event List aspects that are to be included in the Main View
of the Alarm Band. This must be an aspect with process alarm configuration
(not event configuration).

Select Show Caption if you want to have a caption above the alarm button in
the Alarm Band.

In the Caption Format text area you can type your own caption.

If you leave it empty the object name will appear by default.

In the Alarm Text Format text area you can enter your own text, which will be
displayed in the Alarm Band button. If you leave it empty the total number of
unacknowledged alarms will be displayed by default.

Select Use Active Alarmsto use the active alarms. If the box is selected, you
have to type %3 in the Alarm Text Format text area.

In the Button width and height text areas you can define the size of the
Alarm Band button in pixels.

Click Apply.
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4% SampleObj : Alarm Band

= B -

&P ~ | SampleObj:Alarm Band

¥ show hidden alarm indicator
¥ Show shelved alarm indicator

[~ Use Active Alarms

Format string, text + %M
%1 - object title/name
%2 - # of unack alarms
%3 - # of active alarms
%4 - # of hidden alarms
%5 - # of shelved alarms

Alarm Text Format:

Caption Format:

Induded Description Inherited
List/Combo boxes... AE List
Button width: | ] height: | 66 Add | Remove
Cancel | Apply | Help

Figure 77. Alarm Band Aspect - Config View

The result of the configuration according to Figure 77, is displayed in Figure 78.

A4 a8

24410 31541

Hidden Alarms Indication
Figure 78. Hidden Alarms Indication

Hidden Alarms in the Alarm Band.

The alarm band shows an indication of hidden alarms. It indicates the fact that
alarms are hidden and it provides a link to open the list of Hidden alarms. In
Figure 78 the alarm band to the left indicates that there are 2 unacknowledged, 4
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active and O hidden alarms and the band to the right indicates 3 unacknowledged, 5
active and 1 hidden alarm. Read more about Alarm Hiding on page 115. Refer to
System 800xA Operations (3BSE036904*) for description of operation of the Alarm
Band.

Creating a Sequence Bar Aspect

The Sequence Bar provides an overview indication of the status of the Alarm List
selected for display. The number of alarms is set at configuration, and may be
between zero and ten.

The operator may select a band button to call the default aspect for the associated
object. See Figure 79.

Create the Sequence Bar as described below:

1. Expand the Functional Structure, and select the Test object.

Create an Alarm Sequence Bar aspect and open the Config View.
Select the Alarm List aspect that is to be displayed in the Sequence Bar.
Enter a number from zero to ten in the Alarmsto display text area.
Click Apply.

A
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-
i SampleObj : Alarm Sequence Bar |£|E|éj
Q | SampleCbj:Alarm Sequence Bar 5 ﬁ =% -
Selected alarm list
Mot configured
........... Select| open.. |
Alarms to display, 0-10 | 3
Cancel | Apply | Help

Figure 79. Config View for the Sequence Bar Aspect

E When configuring a Sequence Bar aspect or an Alarm band aspect, the changes
will not be applied directly. The changes are applied after reloading the aspect or
restarting the workplace.

See System 800xA Operations (3BSE036904%*) for information about operation of
the Sequence Bar.

Alarm Expression

Alarm Expression is used for states that are not reported through the process object
alarms. It is a useful tool to get information in an Alarm and Event list based on
property values. You can define an expression related to a property value, which
gives you a predefined message line in the list.

E Before implementing alarm expressions, evaluate whether the OPC server in the
network has the performance to deliver data for the alarm requirements of the
system.

Update rate and data quality are the factors which affect Alarm Expressions.
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The aspect is configured as shown below:
1. Add an Alarm Expression aspect to an object associated to the property.
2. Configure this aspect according to below:

a. Select Condition Alarm or Simple Event in the M essage Type area.

ﬂ The text areas Condition, Subcondition and I nactive M essage Text are only
valid for alarms.

b. Select a category from the Category drop-down menu. The predefined
categories in the system are shown in the table below.

Table 6. Predefined Categories

Category Name Event Type

SoftAlarm(Condition) Simple Event, Condition Event

Process Alarm for Condition Event
SoftAlarms
System Alarm for Condition Event
SoftAlarms
Alarm Expression Condition Event

E If you want to create your own categories refer to System 800xA, Administration
and Security (3BSE037410%).

c. Type a name of the condition in the Condition area.
This will be the first name of the expression.

d. Type a subcondition in the Subcondition field.
This will be the second name of the expression.

e. Select a priority level in the Priority Level field.
This value gives the presentation in the Alarm and Event list according to
its settings.
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f.  Enter a message in the M essage Text field.
Here you type the message which will be display in the Alarm and
Event list.

g. Enter a message in the | nactive M essage Text field.
This message is displayed when the alarm is inactive.

h.  Enter an expression in the Expression field.
This is the expression that gives if the message will be displayed.

If an Alarm Expression property received with a bad quality then relevant

E condition gets activated, the Active Message and Inactive Message fields will be
overridden with the new message that the alarm expression was activated due to
bad data quality.

To avoid the bad qualities generated during the failure of OPC Server, two
subscriptions for each property (parallel redundancy) are added to the OPC
network where ever redundant OPC Servers are present. In this situation bad
quality alarm will not be created unless both subscriptions show bad quality.

To avoid unnecessary alarms, allowable tolerance is given to bad qualities
directly after the startup of Soft Alarm service provider and after the modification
or creation of an Alarm Expression.

Each aspect can have multiple conditions. Each condition uses one or more
properties and it can be inherited to multiple instances. If Parallel Redundancy is
used then all properties will be subscribed twice.

Avoid adding several alarm expression aspects with the same condition name on
the same object. This situation is ambiguous and will result in unpredictable
alarm states. Running a consistency check will detect this situation. For more
information about consistency check, refer to System 800xA Tools
(2PAA101888%*).

OPC servers should have the capacity to handle the number of subscriptions a
solution with Alarm Expression might require.
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A\

For 800xA system version 5.0 SP1a and later versions, each alarm expression
receiving bad or uncertain data quality on subscribed properties will generate an
alarm representing bad quality. In this situation, when there are several alarm
expressions the system can have excess alarms during the system restart.

This behavior of alarm expressions can be configured. This configuration is valid
for 800xA system version 5.0 SP1a and later versions.

A new aspect BadQualityEventPropertiesis created in Service Structure>
Soft Alarms, Service.

%] S0DASPECTSERVER System // Plant Explorer Workplace =) E
| F ﬁ |Enter search name) jHNoFilre« | 7| Replace hL: 7 K"£| )
T8 Service Structure - T Sott Alarms ===, | Modified | Desc... | nherited | category nar =
£l G Services . Mas[ BadQualityEventProperties 6/17/2008 4:33:1... False General Propy _
g Marm Analysis, Service HING 412/2010 2:21:5... The... False Name i
&! Alarm Logger, Service @Obj!c{ Icon 5(6/2003 4:03:14... Icon... True ObjectIcon
of f’ Alarm Manager, Service Service Definition 4{12/2010 False Service Defin _

-4 AspectDrectory, Service % = = = |

B¢ BackupService, Service

Flj" Basic History, Service

Iil--&’ Cross referencing server, Servi

o] f’ Event Collector, Service

r+1---§§=' Event Storage, Service

L g External Alarm, Service

(- File Set Distribution, Service

Iil--&’ Lock Server, Service

= f’ OpcdDA_Connector, Service

----- 4 Property Transfer, Service
O T T T b s

|0 & = Soft Alarms:BadQualityEventPropert - S E &

Value | Type | D i |" ‘“.l RIF
i Boolean | A flag indicating th | Yes
iInteger A duration after sta; Ves

Name |
NotifyBadQuaktyEvent | True
GracePeriod 10000

m

srolD
s Soft Alarms_Basic_800
: - FJE softalarmsServer, 1
Bl ¥ System Message Server, Servic = I |
F] m | v =

| | & + soowaserviec 4134

This aspect contains the following properties that are used to configure the

behavior of alarm expressions receiving bad or uncertain data quality alarms.

* NotifyBadQualityEvent - This property is of data type Boolean and it
enables system alarm emission when data quality on input properties are
bad or uncertain.

e  GracePeriod - This property is of data type Integer and it specifies the
delay (in milliseconds) during startup of the Soft Alarms service during which
system alarms will be suppressed.

Restart the Soft Alarms service after configuring the
BadQualityEventProperties aspect.
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For 800xA system version 6.0.3 and later versions, UseBulkSubscription and
BulkOperationSize options are available in the Soft Alarms Service object in the
Service Structure to configure the subscription behavior of the Soft alarms.

UseBulkSubscription (default true) - If this option is set to true it makes Soft
Alarms combine all properties in all Alarm Expression aspects to add them to the
OPC server in large operations instead of aspect per aspect. A property used in
multiple expressions will be subscribed on once.

BulkOperationSize - If bulk subscription is enabled, BulkOperationSize (default
500) can be changed to set the maximum number of items added to the OPC server
in one operation. A system restart is required to change the bulk subscription
settings.

Bulk subscription option has no effect on properties used in Property Translations or
String Builder aspects, which in turn are used by Alarm Expressions.

When bulk subscription is used, a data subscription error on Soft Alarm startup or
Alarm Expression creation results in an alarm with the message “the data has
bad gquality” instead of the alarm with the message “subscription failed”.

Configure Alarm Condition Filter.

Alarm Condition Filter functionality is used to avoid temporary signal changes to
generate alarms and events. The condition has to evaluate to true for a preset time,
the Active Filter Time, before an alarm is generated. When the condition changes to
false it has to evaluate to false for a preset time, the Inactive Filter Time, before the
alarm becomes inactive.

Both Inactive and Active Filter Time must be configured with at least 1sfor Soft
@ alarm to work properly.
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Condition Alarm

When the Message Type is set to Condition Alarm an event is generated to indicate
that the alarm becomes active and another event is generated to indicate that the

alarm becomes inactive, see Figure 80

s Functional Structure « || Aspects of Root’ | Modified Modified by | Desc... | nherited Category nan =
E--Q Root, Domain L Alarm Expression 2015-10-28 13%:5...  800xAlnstaller Specdi... False Alarm Expres:
H @ krig 2015-10-09 09:5...  ABE 800xA Base [Adm... False Admin Struct
& NewSolution % | Admin Structure 2015-10-09 09:5...  ABB 800xABase  [Adm... False Admin Struct =
@ tegt % | Control Structure 2015-10-09 09:5...  ABE 800xA Base [Con... False Control Struc
@ Testi Do Domain Definition 2015-10-09 09:5...  ABB B00xA Base False Domain Defini
@ Test Domain Type Reference 2015-10-09 09:5... ABB 800xABase The... False Domain |
@ testwithpendingchange % |Functional Structure 2015-10-26 08:4...  B00xAInstaller [Fun... False Functional Str
gl validationobject % |Location Structure 2015-10-09 09:5...  ABB 800xABase  [Loca... False Location Strur _
o . .
4 | i b
Qo g ~ Root:Alarm Expression .’;’j & -
Expressions: Expression Defintion

Message Type
{+ Condition Alarm

" Simple Event

Condition:

Subcondition:

Category:

Message:

|
|
|
Priority Level: |
|
[

Inactive Message:

-
-

Expression:

Figure 80. Configuration of Alarm Condition Filters

Active Filter Time

The Alarm Condition Filter implements the following logic when the Active Filter

Time is specified:

*  When the condition becomes true, the filter evaluation will be started. An alarm
is generated after the preset time delay if the condition stays true during the

whole filter time.

*  If the condition becomes false while there is pending alarm activation, the
pending alarm activation will be cancelled.
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*  The alarm will be active as long as the condition is true.

If no Active Filter Time is specified an alarm will be generated with no delay when
the condition becomes true.

Inactive Filter Time

The Alarm Condition Filter implements the following logic when the Inactive Filter
Time is specified:

*  When the condition becomes false the filter evaluation will be started. The
alarm becomes inactive after a preset time delay if the condition stays true
during the whole filter time.

*  The alarm remains inactive as long as the condition evaluates to false.

If the Inactive Filter Time is not specified the alarm becomes inactive with no delay
when the condition becomes false.

E If condition is not stable during a time delay period, no event will be generated.
The time delay is restarted with every change in condition.
Simple Event

When the Message Type is set to Simple Event, events are only generated when the
condition becomes true. Hence only the Active Filter Time is not applicable for
simple events.

The Alarm Condition Filter implements the following logic when the Message Type
is set to Simple Event.

When the condition becomes true, an event is generated after a preset time delay if
the condition stays true during the whole filter time.
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Examples

In Figure 81 when condition becomes true the alarm activates after the Active Filter
Time has elapsed and when the condition becomes false the alarm becomes inactive

after the Inactive Filter Time has elapsed.

| |
| InactiveFitter Time|
3

| |
| ActiveFilter Time |
L —
Condition:

___________________________________

i
Alarm active

Alarm inactive

Figure 81. Delayed Activation and Deactivation of Alarm

In Figure 82 the condition becomes true for a time period that is shorter than the
Active Filter Time, and therefore no alarm/event is generated.

Active Filter Time

Condition:

=» No Alarm/Evert

Alarm:

Figure 82. No Activation of Alarm
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Figure 83 shows an example where the condition is true and an alarm is activated.
The condition becomes false for a time period that is shorter than the Off Delay, and
therefore the alarm stays active (no event is generated).

Active Filter Time

i i i
I i I
| i |
| i |
I | h

Condition: | | |
i i i
| i |
| i |

== Alarm stays active

Alarm active

Alarm:

Figure 83. Active Alarm

Figure 84 shows an example where the condition becomes true repeatedly for a time

period.

i oo i i
| Active Filtef Time | i
1 H [} 1
Condition: ! b o o
' . Active Filter Time
1 I(——o——h

True = I R
\

== Alarm stays inactive
False

Alarm:  jpactive

Figure 84. Inactive Alarm
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Expression Examples.

The expression can be more or less complicated, below are some examples:

Example 1 - Boiler Temperature

Say, for example, that you have a boiler and you want to have an indication when
the temperature goes above 80 and one indication when above 90 degrees
centigrade. You do this as follows:

1.

2
3.
4

10.
11.

12.

13.

Add an Alarm Expression aspect to a propriety Aspect Object.
Select Condition Alarm in the M essage Type area.
Select Process Alarms for SoftAlarms in the Category drop-down menu.

In the Condition field, enter a name to identify the expression, in this case
“High Level®.

In the Subcondition field, enter a second description for identification, in this
case “Level above 80“.

Select a priority level. The value will give the color of the alarm list line
according to the setting in the Alarm and Event list definition. For the
temperature of 80 degrees we choose priority 2.

In the M essage field, enter the message you want to have in the Alarm and
Event list, in this case “+High Level”.

In the I nactive M essage field, enter the message you want to have when the
alarm is inactive, in this case “-High Level”.

Give an expression in the Expression field, in this example Value > 80.
Click Apply.

To create another limit for above 90 degrees, enter in the Condition field a
name to identify the expression, in this case “Very High Level*.

In the Subcondition field, enter a second description for identification, in this
case “Level above 90

Select a priority level. The value will give the color of the alarm list line
according to the setting in the Alarm and Event list definition. For the
temperature of 90 degrees we choose priority 1.
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14.

15.

16.
17.

In the M essage field, enter the message you want to have in the Alarm and
Event list, in this case “+Very High Level”.

In the I nactive M essage field, enter the message you want to have when the
alarm is inactive, in this case “-Very High Level”.

Give an expression in the Expression field, in this example Value > 90.
Click Apply.

@ Alarm Expression Sample : Alarm Expression

B~

Expressions:

&L -
Expression Defintion
e 50 Message Type
abov &+ Condition Alarm " Simple Event

Category: |Pr0cess Alarm For Softalarms j
Condition: | Wery High Level
Subcondition: | Lewvel above 90
Priority Lewvel: |1 j
Message: | +Y¥ery High Level
Inactive Message: | -Wery High Level
Expression:

Yalue =90

Figure 85. Alarm Expression Aspect

Example 2 - OPC Server with no event handling

Say for example that you have an OPC server without event handling. You want to
have an alarm related to a special property value - say the value VALUE in this
example. You can easily do this with help of the Alarm Expression aspect.

1.

Add an Alarm Expression aspect to a relevant object in the Functional
Structure.

Select Condition Alarm in the M essage Type area.

In the Condition field, enter a name to identify the expression, in this case
OPC property.

Select Process Alarm for SoftAlarms from the Category drop-down menu.
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5. In the Subcondition field, enter a second description for identification, in this
case Property #1.

6. Select a priority level. The value will give the color of the alarm list line
according to the setting in the Alarm and Event list definition. In this case we
choose priority level 1.

7. In the Message field, enter the message you want to have in the Alarm and
Event list, in this case “Alarm from the OPC server”.

8.  Give an expression in the Expression field, in this example
OPC_Property 1==true.

9. Click Apply.

10. You now have an alarm expression that will indicate when the
OPC_Property_1 is true.

Expression Rules and Examples

As a basic rule, the expression shall follow the syntax rules given by the C
programming language.

When operands in an expression refer to aspect objects, make sure your syntax is
according to Item Syntaxes on page 171.

E If you are using a division sign in the Expression area, it is required to have a
space before and after the sign. Otherwise it is misinterpreted.

If you use a system defined delimiter as a part of a name, you have to type an escape
character “\” ahead of it.

For example, an aspect object that is named Objectgroup1.Object2 has to be quoted
with an escape character like this $ Objectgroup1\.Object2:value' otherwise the

[T 2]

> character will be interpreted as an object delimiter.

If a symbolic string is used as a value in an Expression, you must use “ “ around it.
For example: objetc:level == “Down”.

If an aspect object name contains characters that could be misinterpreted as
operators or separators and so on. You must use quote $ * around the name.
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For example the object name “valve 3 HI” contains spaces so it must be quoted like

this $’valve 3 HI: VALUE’.

Valid Operators

Valid operators are specified in Table 7.

Table 7. Valid Operators for the Alarm Expression Aspect

Operator Description
+ Addition
- Subtraction
* Multiplication
/ Division
% Reminder
= Assignment
> Larger than
< Less than
>= Larger than or equal to
<= Lesser than or equal to
== Comparison
I= Not equal to
& Bitwise AND
I Bitwise inclusive OR
A Bitwise exclusive OR
>> Right shift
<< Left shift
&& Logical AND
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Table 7. Valid Operators for the Alarm Expression Aspect (Continued)

Operator Description
Il Logical OR
?: Condition
ex: expr1 ? expr2 : expr3
! Logical NOT
~ Bitwise complement
() Parenthesis, encapsulates expression
iif Condition

ex: iif(expr1,expr2,expr3)

Resolution
ex: object:value

Used to refer to the owner object of the aspect
containing the property expression.

ex: $'.:Function Block:Value’

A Used to refer to the child objects of the current
object.

ex: $'./Channel1:Hardware Unit:Status'

Field, BitField BitField

ex: BitField(field,shift,mask)
Bit Bit

ex: Bit(variable,bit)

$ Quote
ex: $’Object1:Function Block:VALUE’

[ Structure specification
ex: $'[Direct][Control structure])/Object:Function
Block:VALUE’
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Table 7. Valid Operators for the Alarm Expression Aspect (Continued)

Operator Description

true Keyword that can be used as one of two possible
boolean values

false Keyword that can be used as one of two possible
boolean values

E If numbers are used as property names in the Expression field you must quote
them. For example: $'1'>3.

E For better performance always include aspect whenever specifying properties.

Item Syntaxes

E Note that regardless of which syntax you use, the ItemID must always be unique
in the system.

One or more OPC Items can be added to each of the OPC Groups. The AddItems
standard OPC function is used. Each Item is identified by a vendor specific string. In
that string the colon “:” is used as a separator between the property name and the
aspect name.

The OPC Data Access Server recognizes the following OPC Item syntaxes, the first
three with the best performance:

1. {Object ID}{Aspect ID}:propertyName
Example:

{DA6BFD30—E1D3—11d2—B126—080009DCF329} {DA6BFD30—E1D3—
11d2—B126—080009DCF329} : VALUE

This syntax is guaranteed to always uniquely identify an item.
2. {Object ID}:propertyName

Example:
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{DA6BFD30-E1D3-11d2-B126-080009DCF329} : VALUE
{Object ID}:Aspect Name:propertyName
Example:

{DA6BFD30—E1D3—11d2—B126—080009DCF329} :Control
Connection:VALUE

For the syntaxes listed below, the “Object Path” is translated to an Object ID with
help of the name resolving mechanism in the system. The path can be anything that
the name server can translate into an Object ID. These syntaxes should be used
when a more user friendly syntax is required. Note that these syntaxes can reduce
the performance, since it may take some time to resolve the object path.

4.

{Object ID}Object Path:propertyName
Example:

{DA6BFD30-E1D3-11d2-B126-
080009DCF329}Net1/BUS2/ST1/AC110 73 AIS3:VALUE

{Object ID}Object Path:AspectName:propertyName
Object Path:Aspect Name:propertyName

Object Path:propertyName

When using relative or absolute references, the path to the object should include
the [Direct] keyword. By using this keyword, the platform’s name server will
resolve the object reference more efficiently.

Examples:

[Direct][Control Structure]Area_51/Motor_1/On
[Direct][Functional Structure]Sector_7G/Pump_1/On
[Direct][Control Structure]Signal5

Creation of a Separate Expression List

You may easily create a special Expression List for the presentation of the
expressions created by the Alarm Expression aspect.

You do this as described below:
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1. Add an Alarm and Event List aspect and an Alarm and Event List
Configuration aspect to a proper aspect object. Give them the name Expression
List and Expression List Configuration. See Figure 86.

| Aspects of ™My maokar’ | Modified | Desc,.. | Inherited | Cakeqary n

Expression Lisk Configuration 2004-06-24 13:0.., The... False Alarm and
2004-06-24 1: . . Alarm and
Trend Display 2004-06-24 10:1...  Tren... False Trend Displl
@Obiect Icon 2000-09-1905:5.,,  Icon... True Obriect Icor

Figure 86. Expression List and Expression List Configuration Aspects added to an
Object

2. Select the Config view of the Expression List Configuration aspect. Go to the
Filter tab and select the appropriate category from the Categories area, in this
case Process Events.

5 = | Py Motor:Expression List Configurat » | % g7 -
Fiter | Runtime Fiters | Calumns | Sot | Color | Format | Summary |
Source
Events -
Time | Condition State | Area | attribute Fiter
Fiter On
% Event Time  cknowledgs Time
p
I Default
% License Management plevihion)
%[ Operation * Newest
# [ User Anmotation  Tie Eoamwmns =
= Un-categorized Smpls E
+ ¥ Process Everts
%[ System Events E D
#-[ Tracking Events * Oldest
" Time =
 Duration
Priority Level
Rom T =
W B =

[ =]

Figure 87. Expression List Configuration Aspect - Filter Tab
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3.  Go to the Columnstab and for example select Event Time, Object Name and
Message.

4. Click Apply.

5. Go to the Expression List and open the Config View. Open the Configuration
Name drop-down menu and select your object.

Test : Expression list r;l@lgl
P bEFL m -

Configuration

 Uorary Sructre [ =]

et [Test: Expresion bst configuration -

Alar fiter

& Al dlaems

™ Object alarms
 Clject and descendents

¢ Chiject and descendants in structure:

List: Tithe (For Alsrm Band);
¥ Show Tool Bar
I Show Status Bar
™ Bwtomatic enabling of Live Values (Current Vals column i requred)
I Automatic start of kst when alorms are updated in stop mode
| |G

Figure 88. Expression List - Config View
6. Click Apply.

You have now configured a special Expression Line, to which you can refer to see
all messages created by your Alarm Expressions.

Alarm Conditions aspect

The Alarm Conditions aspect enables the user to define condition specific alarm
properties, so that various applications can retrieve alarm related status for the
individual condition of an object instead of retrieving alarm status for the object.
This is typically useful when

*  Using alarm conditions as the hiding condition when defining hiding rules.

*  Displaying alarm status in graphics for individual conditions.
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Figure 89 shows the property view of the Alarm Conditions aspect for an object that
defines a condition called LevelAlarm.

fn'ﬂl 01 : Alarm Conditions
P~ $S5e

Propetty view | Configuration |

SEWST-W-0002852 System |/ Produckion

Iame | Data Tvpe ArCcess | Update Rate | walue | CQualicy
Lewveldlarm_AlarmBackground... YT_BSTR R 1000

Lewveldlarm_aAlarmFareground... YT_BSTR R 1000

Lewveldlarm_AlarmPrioritylevel  VT_I4 R 1000

Lewveldlarm_IsActive YT_BOOL R 1000

Lewvelalarm_IsHidden YT_BOOL R 1000

Lewvelalarm_IsUnack YT_BOOL RW 1000

Lewvelalarm_State YT _I4 R 1000

< >
[ Subscribe for live data

| | Help |

Figure 89. Property View of the Alarm Conditions aspect

The Alarm Conditions aspect provides alarm condition properties for conditions
defined in Alarm Expressions for the object without any extra configuration. If the
conditions are defined elsewhere, such as in a connected OPC AE server, then
manual configuration is required. Manual configuration is done through
Configuration tab of Alarm Conditions dialog window shown in Figure 90.
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#2 01 : Alarm Conditions
9 - 5 ﬁ £ SEWST-W-00025859 System j Production /i 01 : Alar

Froperty Yiew Configuration

Lewelalarm Add

Load

di

Figure 90. Configuration Tab of Alarm Conditions Dialog Window

*  Click Add button to manually type in the name of the conditions.
*  Click Remove button to delete an individual condition.

*  Click Load button to load all conditions defined for the object from all
available alarm sources.

Adding the Alarm Conditions aspect to the object types and defining proper
condition specific alarm properties can save lot of engineering effort.

External Alarm - Sounds, Lights

The External Alarm function provides aspect systems and components to make it
possible to activate and deactivate an external alarm notification.

The user of the external alarm selects an alarm list and digital inputs and outputs in
the configuration view. The alarm list filter is used to subscribe for alarms and
events from the alarm and event server. Setting the outputs and reading the inputs
are done through Data Subscription. When active unacknowledged alarms, fulfilling

176

3BDS011222-600 C



Alarm and Event

the filtering criteria, are received by the external alarm function the Audible Alarm
output is set.

The operator can silence the external alarm (resetting the Audible Alarm output)
through the silence view. Silence can be done for all configured alarms or for one
explicit external alarm.

Configuring the External Alarm service

The External Alarm services are configured using the Configure System task in the
System Configuration Console (SCC).

Configuring External Alarm.

The External Alarm consists of two views, the External Alarm Configuration
View and the External Alarm Silence View.

External Alarm Configuration View

In the External Alarm Configuration View (refer to Figure 91) select the Alarm List
and the filter criteria the external alarm uses to subscribe alarms from. Users can
also configure the digital inputs and outputs.

To create a basic External Alarm Configuration aspect follow the procedure below:
1. Select the object to add an External Alarm Configuration aspect to.

2. Right-click in an empty part of the aspect list and select New Aspect.

3. Select External Alarm Configuration.
4

Type a name in the Name text field and an aspect description in the
Aspect description field and click Create.
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5.

In the External Alarm Configuration dialog box, browse the required alarm list.

V&P L

7~

External zlarm is used together with an alarm list. Whenever alarms change in the alarm list, the output

properties of external slarm is affected.

Alarm List:

<not assigned vets

]

—Audible alarm

& s digital output; writes TRUE or FALSE.

Property:

" As integer; writes the priority of the most important alarms or 0 if no alarms.

Al

[ Automatic silence when all alarms are acknowledged

=l

& ||

r—Digital Outputs

Acknowledged:

Remaoved:

Object

Aspect

Property  Pulse time(s)

|

=l

& | =

|

=l

& | =

—Digital Inputs

Acknowledge:
Remove:

Silence:

Object

Aspect

Property

]

=l

b =

]

=l

b =

]

=l

b =

Cancel | Apply I Help |

Figure 91. External Alarm Silence - Config View

6.

Select the Automatic silencewhen all alar msacknowledged check box if the
external alarm shall be automatically silenced when all alarms in the alarm list
are acknowledged.

Configure one or more of the digital outputs/inputs; at least one of the I/Os
must be configured.

—  If Acknowledged and/or Acknowledge are configured the following
applies:
When all alarms in the alarm list have been acknowledged, the output
Acknowledged will be set. When the input Acknowledge is set, all
alarms in the alarm list will be acknowledged.
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— If Removed and/or Remove are configured the following applies:
When all alarms in the alarm list have been removed, the output Removed
will be set. When the input Remove s set, all inactive and acknowledged
alarms in the alarm list will be removed, that is all active and all
unacknowledged alarms will still appear in the list.

—  If the Silence input is configured the Audible Alarm output must be
configured.
When the Silence input is set, the external alarm is silenced, that is the
Audible Alarm output is reset.

Table 8. Examples of Digital Output for 800xA for AC 800M

Application variable: Application_5:Application:External
Alarm2

Function Block variable: MyBlock_1:Function Block:InL

Control Module variable: Tank1:Control Module:ExtAlarm

E When an active unacknowledged alarm is received in the selected alarm list, the
Audible Alarm output is set. The External Alarm functionality provides various
options to reset this output as listed below:

. External Alarm Silence View.
e Silence digital input (if configured).

*  Reset automatically (if selected and all alarms in the Alarm List are
acknowledged).

* Reset automatically after the configured Pulse Time.
Generally, all outputs will reset automatically after Pulse Time only if the Pulse
Time is greater than 0.

E If the Pulse Time is zero for acknowledged or removed outputs, external alarm do
not reset the signals. In this case the signal needs to be reset by another function,
typically a controller.

8. Click Apply.

To remove a specific signal right-click on the row and select Delete from the
Q context menu.
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External Alarm Silence View

In the External Alarm Silence View (see Figure 91) a list with all the configured
external alarms is shown. You have the possibility to silence all alarms that are
active. Silence is possible for each individual external alarm or as a general silence
for all displayed alarms.

To create an External Alarm Silence View aspect follow the procedure below:
1. Select the object you want to add an External Alarm Silence aspect to.

2. Right-click in an empty part of the aspect list and select New Aspect.

3. Select the External Alarm Silence.
4

Type a name in the Name text field and aspect description in the
Aspect description field and click Create.

| External Alarm Globals : External Alarm Silence = =
9~ V&L & &~
External Alarm Silence
Silence Selected

External Alarm Configurations

Marmne Activate/Deactivate time | Destination | Description
29 External Alarm Configuration
(> External Alarm Configuration

Figure 92. External Alarm Silence - Main View

Working with External Alarm.

In the External Alarm Silence View all the external alarms using alarm lists, which
the operator are authorized to acknowledge, are shown and here the operator has the
possibility to silence the active external alarms. This can be performed for each
individual external alarm or as a general silence for all displayed external alarms.

To silence an individual external alarm the operator can select the external alarm
in the External Alarm Configurationsarea and then click Silence Selected, or just
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double-click on the external alarm. To silence all the displayed active external
alarms the operator clicks Silence All.

E The consistency check (Consistency Tab on page 629) shall be run on all External
Alarm Configurations, especially after changes to the system which may have
affected the control objects corresponding to the digital inputs and outputs.

External Alarm is not Point of Control aware.

Since External Alarm is not Point of Control aware one of the following methods
can be used depending on the situation to implement the required functionality:

*  Ifrequired to have an alarm function that integrates with Point of Control,
meaning that the alarm only sound when the user is responsible, then it is
recommended to use the Audible Alarm function instead since Audible Alarm
fully supports Point of Control.

* Ifinstead it is required to always sound an alarm irrespective on responsibility,
then it is recommended to create a specific alarm list which does not filter on
responsibility and point the External Alarm configuration to this list.
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SMS and e-mail Messaging

The following subsections describe how you extend basic Alarm and Event
handling with SMS and e-mail Messaging.

Throughout the SMS and e-mail Messaging procedures, unless otherwise
specified, access to aspect views is accomplished by right-clicking on the object
and selecting the aspect from the context menu. This opens the aspect in a new
window. It is also possible to double-click an aspect in the Aspect List Area to
open the aspect in a new window. To view the aspect in the Aspect Preview Area
of the Plant Explorer Workplace, select the aspect in the Aspect List Area.

When creating aspects, it is possible to add a description and name to the aspect
as desired. If the aspect is not named, the aspect category name is used and
displayed in the Aspect List Area. Unless otherwise specified, the SMS and
e-mail Messaging procedures use the aspect category name.

When the various structures are set up as desired, it may become necessary to
move some SMS and e-mail Messaging aspects to other areas in the structures by
using the drag and drop method. Attempting to use the drag and drop method on
SMS and e-mail Messaging aspects while they are active will result in the
following loss of configuration:

Alarm and Event Message Source: loses reference to Alarm and Event List and
resets it to blank.

Message Handler: loses reference to Alarm and Event Message Source.

Message Subscriber: loses reference to TAP/Modem, SMS/GSM, and/or
SMTP/Email Device.

TAP/Modem, SMTP/Email, and/or SMS/GSM Device: Message Subscriber loses
reference to device.

Message Schedule: No effect.

To avoid these problems, copy and paste the aspects to the desired location, and
then delete them from the original location.

SMS and e-mail Messaging will not stop acting on the previous configuration
until the service is disabled and then enabled. Refer to Enabling/Disabling SMS
and e-mail Messaging on page 215.
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Setup and Configuration Workflow

The following is a typical setup and configuration workflow for SMS and e-mail
Messaging.

1. Set up hardware (one, two, or all).

C.

Set up GSM hardware (SMS/GSM).

Set up Hayes compatible modem (TAP/Modem) hardware and run test
utility.

Run e-mail test utility.

2. Setup system.

a.

€.

f.

g.

Define default telephone number for Central Paging Terminal of paging
service provider.

Define default e-mail address that appears in from field when users receive
messages and where error messages may be sent.

Create User Groups and add users to groups if required.
Set up message subscriber for each user:

Add devices.

Configure devices.

Assign priority.

Set up Message Schedule for each user.

Set up Messenger Event Log.

Check status of SMS and e-mail Messaging service.

3. Configure system.

a.

Configure Alarm and Event Message Source:
Select Alarm and Event List to monitor.

Set message content and length.

Configure Message Handler:

Select Alarm and Event Message Source and enable/disable source.

3BDS011222-600 C

183



SMS and e-mail Messaging

Select users and/or groups to send messages to and assign priority.

Configure timeout before resending the message and number of attempts
before changing destinations.

Enable/disable destinations.

c. Configure Alarm and Event Service Groups if required.

Setup and Configuration Worksheets

Appendix C, SMS and E-Mail Messaging, subsection Setup and Configuration
Worksheets on page 671 contains worksheets to help in setting up and configuring
SMS and e-mail Messaging.

Table 40: GSM Hardware Setup Worksheet.

Table 41: Aspect System Structure Setup Worksheet.
Table 42: Users Worksheet.

Table 43: User Setup Worksheet.

Table 44: Configuration Worksheet.

The worksheets are also designed to be used as configuration records. Each one
starts on a new page for ease of copying. Keep these records in a safe place for
future backup/restore or upgrade activities.

It is very important to read, understand, and follow the setup and configuration
procedures before filling in the worksheets.The following procedures, which the
worksheets are designed to be used with, are divided into three major categories:

Hardware Setup.
System Setup.
Configuration.

Hardware Setup

Perform the following procedures before setting up and configuring the SMS and e-
mail Messaging aspects in the Plant Explorer Workplace:

GSM Hardware (SMS/GSM).
Modem Hardware (TAP/Modem)
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*  Modem Hardware Test Utility (optional)
*  E-mail Test Utility (optional)

GSM Hardware (SMS/GSM)

GSM hardware (GSM modem or a telephone with a built-in GSM modem)
supporting the AT+C command set (GSM 07.05 and GSM 07.07) are compatible
with the SMS/GSM Device.

Configuration of each individual personal GSM telephone number occurs while
setting up the Message Subscriber, refer to Message Subscriber on page 201.

privileges on the operating system. SMS Device Configuration is not supported
for a logged-over user.
The GSM hardware is set up using the Aspect System Structure. This procedure

E The SMS Device Configuration must be performed by a user with administrative
@ requires that the Messenger Server be disabled before configuring the SMS
device (refer to Enabling/Disabling SMS and e-mail Messaging on page 215).
1. Connect the GSM hardware to an available COM port and turn on the power.
2. Open Aspect System Structure.

3. Navigate to:
M essenger, Aspect System > SM S Device, Aspect Type > SM S Device,
Aspect Category.
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4.

Select SMS Device in Aspect List Area as shown in Figure 93.

| SMS Device : SMS Device [=[=[]

@- V&S s M
General Settings

Interval for Checking Incoming Messages : |20 * Sec T Min

Mate: The greater the interval, the less vour system have to work and the faster that you can send message

UniCode Text r

Modem Settings

Awailable Com Ports [Mandatory] |--S elect ComPort-- j

Baud R ate [Mandatory] --Default Baudrate-| j

PIN [Dpticnal] |

Preferred SMSC Mumber [Dptional] |
Check Modem State

Mote: The Meszenger Service must be disabled before configuring the SMS Device.

| Help |

Figure 93. SMS Device

In General Settings, set interval for checking incoming messages and unicode text:

5.

Set the interval for checking the incoming messages. The greater the interval,

the less the system will have to work. This results in increased speed for
sending messages.

Check Unicode text to send or receive Unicode text messages.For example:
Chinese and Arabic are Unicode languages.

Unicode check box is currently not supported for the subscribed Alarm and Event
List Aspect. It is supported only if a user configures the message/condition fields
in the NLS supported languages in Alarm expression aspect or Message prefix
/suffix in the Alarm and event message source aspect.
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In Modem Settings, set the available COM port, Baud Rate and other optional
settings.

7.

Select the COM port, the GSM hardware is connected from the available COM
Ports drop-down list box.

The settings in the Baud Rate drop-down list boxes are dependent on the GSM
hardware configuration. To choose the appropriate settings, refer to the specific
GSM hardware documentation.

E The path in the device manager lists out the available COM ports and its
connected devices. The path is: Control Panel\All Control Panel Items\Device
Manager> Ports (COM & LPT).

PIN number is an optional field. Specify the PIN number of the configured
Modems or the Configured SIM. Read the GSM hardware specification
document to set the PIN.

Preferred SMSC number is an optional field, Specify SMSC number if user
wants to use other number than the default SMSC number. Always use the
Country Code in the Preferred SMSC Number. Verify the number with the
service provider before commissioning SMS and e-mail Messaging GSM
application.

E Preferred SMSC number over writes the default SMSC number. Preferred SMSC
field should be filled with default SMSC number in case of user wants to revert
back to default SMSC number.

E It is recommended to always check the modem state for the changes before
clicking on Apply.

10.

Click on Check M odem State (Figure 94) which displays the Modem
Information.

—  Modem Status displays status good if connected.

—  Port to which the modem is connected

—  Manufacturer and Model of the GSM modem device

—  Message mode the format of message. There are two modes:
- PDU Mode: Used to send all types of data through modem.

- Text Mode: Used to send only text through modem.
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—  Default Short Message Service Center (SMSC) Number from service
provider. Make a note of the Default SMSC Number for future reference.

—  Signal Quality determines signal strength whether low, average, good or
excellent.

MODEM INFO

Modem Status : Good

Port : comz

Manufacturer : WAVECOM MODEM
Model : MULTIBAND SO00E 1800
Message Mode : PDU mode

SMSC Number +919980549832

Signal Quality : Excellent

Figure 94. Modem Status

11. Enter the fields and then click Apply.

Ensure to enable the Messenger Server after configuring the SMS device (refer to
@ Enabling/Disabling SMS and e-mail Messaging on page 215).

Modem Hardware (TAP/Modem)

The following is a general procedure for setting up the modem hardware. It may

E differ depending on the specific modem hardware and the Windows operating
system being used. Refer to the appropriate documentation for specific settings
and procedures.

E If more than one modem is installed, SMS and e-mail Messaging will use the first
device that supports MakeCall.
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® N bk WD

10.
11.

12.

13.
14.

TAP/Modem device aspect will not work with a ZOOM USB modem.

For messenger to work reliably with a TAP service, the following should be
considered when selecting a modem:

1) The modem selected should be fully supported by the operating system that is
running the Messenger Server. Some modems may be partially supported by an
operating system but may not correctly implement all of the required functions.

2) The modem and driver must be at least TAPI 2.2 compliant.

3) Only internal or RS-232 serial external modems should be used. USB modems
or RS-232 modems being accessed through a USB/Serial converter should not be
used. The USB drivers do not implement all of the modem control features
necessary to communicate with the TAP provider.

Connect the modem hardware to an available COM port.
Right-click on My Computer on the desktop.

Select Properties from the context menu that appears.

Click the Har dwaretab in the System Properties dialog box.
Click Hardware Wizard and the Hardware Wizard appears.
Click Next and the Choose a Hardware Task dialog box appears.
Select Add/Troubleshoot a Device and click Next.

The Search for New Hardware dialog box appears, followed by the Choose a
Hardware Device dialog box.

Verify that the modem hardware installed in Step 1 appears in the list.
Click Cancel.

Click Device Manager under the Har dwar e tab in the System Properties
dialog box and the Device Manager appears.

Right-click on the modem and select Properties from the context menu that
appears.

The Modem Properties dialog box appears. Click the Driver tab.

Install or update the driver if necessary.
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15. Click the Advanced tab in the Modem Properties dialog box.
16. Click Change Default Preferences.

17. Under the General tab in the Default Preferences dialog box, set the following
fields to:

—  Port speed: 9,600 or greater.
—  Flow control: Xon/Xoff.

18. Under the Advanced tab in the Default Preferences dialog box, set the
following fields to:

—  Data bits: 7.
—  Parity: Even.
—  Stop bits: 1.

The parameters of the General tab and the Advanced tab are the most common
used by TAP providers, however specific setting should be verified with the
provider as they may be different and are subject to change.

If the communication settings are changed after the Modem Device has been
configured to use the port, the machine must be rebooted for the new settings to
take affect.

19. Click OK in the Default Preferences and Modem Properties dialog boxes.

Modem Port Assignment

If there is only one TAP Modem device in the 800xA system, no TAP Modem port
assignment is necessary. The configured TAP modem for SMS and e-mail
Messaging is initially "First Available Modem".

However, to configure a specific TAP modem to be used by SMS and e-mail
Messaging, a configuration step must be performed on the node where the
Messenger Service is running. The utility TapModemCfg provides the mechanism
for selecting a specific TAP modem. This utility program lists the TAP modem
devices detected by Microsoft's TAPI (Telephony API) and allows the user to
configure the specific device to be used by SMS and Email messaging. Using
Windows Explorer navigate to:

...\Program Files (x86)\ABB 800xA\M essenger\bin and launch
TapModemCfg.exe.
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The TapModemCfg dialog in Figure 95 illustrates a sample configuration.

SMS and e-mail Messaging TAP Modemn Device Assignment

Select Device For Aszignment

Y - | =

Aszszigned Device

First &vailable Modem

Figure 95. TAP Modem Configuration
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This dialog is comprised of:

1. A pick-list (combo box) that contains the names of the modems that support
TAP communication.

2. An Assign button that will assign the selected modem to be used by SMS and
Email Messaging.

3. A “read only" text box that shows the currently assigned modem device.

The default Assigned Device is "First Available Modem" and is just as the name
implies.

Modem Hardware Test Utility

This utility requires that the modem hardware under test and a pager to send the test
message to are available. It is used to verify the compliant functionality of the
modem.

1.  Use Windows Explorer to navigate to:

..\Program Files (x86)\ABB 800xA\M essenger\Bin
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2. Double-click on TestM odemODbj.exe. The Test Modem Connection dialog box
shown in Figure 96 appears.

Fequest File :

. MData\Request.kml

Feguest

Load Request |
Clear Reply |

Figure 96. Test Modem Connection Dialog Box
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3. Click Load Request and the modem test utility code appears in the Request
field as shown in Figure 97.

Il
Request File :
IHequesl ol
Reguest
<Requests =]
<PhoneMumber> 18006792778 /PhoneMumber>
<PIN??2¢/PING
«Timeout>E0¢/Timeouts
<MsgrTest Msg 1¢/Msg>
< /Request>
Reply
=] Toad Banuest
Cleat Reply
j GO

Figure 97. Modem Hardware Test Utility

4. If an access number is required to access an outside line, insert it between the T
and the 1 in the PhoneNumber line of the code. For example, a 9 might be
required to access an outside line. Commas can be used after the access number
if a pause is required to access the outside line. The comma usually creates a
pause of one second; however it can vary by modem. Refer to the modem
hardware documentation for the exact duration. It may also be necessary to
change the T. Refer to the modem hardware documentation for the appropriate
code.

5. Enter a valid PIN for the pager used in the test in the PIN line of the code.
6. Click GO.

7. Verify that the message in the Reply field indicates that the message was sent
and that the pager receives the message Test Msg 1.

E-mail Test Utility

This utility requires:
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Valid sender e-mail address.
Valid receiver e-mail address.

If necessary, the IP address or host name of an SMTP server with permissions
to relay outgoing e-mail messages, from other internal SMTP servers, directly
to the internet. The SMTP server is needed if it is necessary to bypass the local
SMTP service pickup directory if, for example, a firewall blocks direct SMTP
traffic through port 25, enter the IP address or Host Name of an SMTP server
with the required port in the format <IP Address/Hostname>:< Port Number>

Use Windows Explorer to navigate to:
...\Program Files (x86)\ABB 800xA\M essenger\Bin

Double-click on TestEmailObj.exe. The Test E-mail dialog box shown in
Figure 98 appears.

5 TestEmailObj = [ = -

To |

From |

Fielay Server |

Mote : If the host computer iz behind a firewall that blocks direct SMTF traffic to the Internet using port
25, specify a Relay Server [smart host) on the netwark: that iz allowed to relay outgoing e-mail messages
ta the [nternet.

If the host computer has a direct network. connection to the Intermet or a firewall connection not
blocking port 25 Relay Server may left blank. If blank, local SMTP service pickup directory will be used.
Check "root:Inetpubhmailoot directories for mail that might be queued but never sent.

Message |Test Meszage 1

Result |

Clear Result Send e-mail

Figure 98. Test E-Mail Dialog Box
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5.

Fill in the fields with the required information identified at the beginning of this
procedure.

Click Send e-mail and verify that the message in the Result field says Email
sent and that the e-mail recipient receives the message.

It is very important to verify that the e-mail recipient receives the message.
Email sent in the Result field only indicates that the e-mail was sent to the
queue in the root:Inetpub\mailroot directory.

To repeat the test, click Clear Result before clicking Send e-mail.

System Setup

This section contains procedures for setting up the following:

Aspect System Structure.
—  Modem Device.

—  Email Device.

—  SMS Device.

User Structure.

—  Creating User Groups and Adding Users.
—  Message Subscriber.

—  Message Schedule.

Operational (Functional, Control, Location, and so on) Structures.
—  Messenger Event Log.

Service Structure.
—  Enabling/Disabling SMS and e-mail Messaging.
—  Checking SMS and e-mail Messaging Status.

Modem Device

Setting up the Modem Device (TAP/Modem) in the Aspect System Structure
provides the default telephone number for the Central Paging Terminal of the paging
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service provider for each instance of it applied to individual objects in the
Operational (Functional, Control, Location, and so on) Structures.

E Working and properly set up modem hardware must be connected to an available
COM port in order for the Modem Device to function. Refer to Modem Hardware
(TAP/Modem) on page 188 for more information.

E Configuration of each individual personal pager number and/or mobile telephone
number occurs while setting up the Message Subscriber. Refer to Message
Subscriber on page 201 for more information.

Table 9 lists the paging service providers and their telephone numbers that have
been tested and verified by ABB as functional for use with SMS and e-mail
Messaging as of the original publication of this instruction. The communication
method used is Telocator Alphanumeric Protocol (TAP). There are literally
hundreds of numbers that support TAP, but tests have only been performed using the
paging service providers listed in the table.

Table 9. Paging Service Providers

Paging Service Provider’ Ce;\;:::)l:;?]i:?\l':ﬁ:g?al
Arch Wireless™ 18002506325
Cingular® 18004774550
SkyTel 18006792778
Verizon 18668230501
NOTE:

1. The paging service providers listed in this table are only
those tested and verified by ABB as of the original
publication of this instruction. The exclusion of paging
service provider information is not intended to imply that the
paging service provider is not compatible with SMS and
e-mail Messaging. ABB recommends all paging service
providers, whether or not they appear in this table, be tested
and verified before using SMS and e-mail Messaging.
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The factory default is set to the telephone number shown in the table for the
SkyTel Central Paging Terminal. It is set for tone dialing and without the need for
a digit to access an outside line. If the default is acceptable, there is no need to
perform the following procedure.

To change the factory default Central Paging Terminal telephone number:

1.
2.

-1/ x|

Use the Structure Selector to open the Aspect System Structure.
Use the Object Browser to navigate to:

Aspect System Sructure, Aspect Category > Messenger, Aspect
System > Modem Device, Aspect Type> M odem Device, Aspect
Category

Right-click Modem Device, Aspect Category and select Modem Device
from the context menu that appears. This opens the Modem Device shown in
Figure 99.

= R |M0dem Device:Modem Device = E Jop - |

Maodem Configuration

Phane Mumber: |T1 A006792773

PIN: I

Cancel Apply | Help I

Figure 99. Modem Device
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4. Delete everything in the Phone Number: field to the right of the T (T is for
tone) and the 1. It may also be necessary to change the T. Refer to the specific
modem hardware documentation for the appropriate code.

5. If an access number is needed to access an outside line, enter it to the
immediate right of the T. For example, a 9 might be required to access an
outside line. Commas can be used after the access number if a pause is required
to access the outside line. The comma usually creates a pause of one second;
however it can vary by modem. Refer to the modem hardware documentation
for the exact duration.

6. Enter the new Central Paging Terminal telephone number to the right of the 1.
7.  Click Apply.
8.  Close the Modem Device.

Email Device

E For Windows server operating system, the local SMTP server is not automatically
configured. The SMTP server must be manually configured on Windows server
operating system if the user decides not to use a relay server.

For Windows client operating system, a local SMTP service is not part of the OS.

E In this case, SMTP Relay server must be configured to access a valid server
running the SMTP service. Contact the network administrator for details on how
to do this activity.

Setting up the Email Device (SMTP/Email) in the Aspect System Structure provides
default values for each instance of the aspect applied to individual objects in the
Operational (Functional, Control, Location, and so on) Structures.

The Email Device contains the default e-mail address that appears in the From: field
when the user receives the message and where error messages may be sent (for
example, delivery failure).

It also contains the SMTP relay server name if it is desired to use one and bypass the
local SMTP service pickup directory.

1. Use the Structure Selector to open the Aspect System Structure.

2. Use the Object Browser to navigate to:
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Aspect System Sructure, Aspect Category > Messenger, Aspect
System > Email Device, Aspect Type > Email Device, Aspect Category

3. Rightclick Email Device, Aspect Category and select Email Device
from the context menu that appears. This opens the Email Device shown in
Figure 100.

) Email Device : Email Device (=[x
@~ V&L s <
To "
From: |E0nfigure a valid email address for thiz field in the Aspect Category
SMTP Relay Server |

Mate: If the SMTP Relay Server field iz blank, local SMTP service pickup directorny will be used.
SMTP Relay Server format: <IPAddress: /<Haostname:[:<Paort Mumber:]

If the port number iz not entered then default SMTP port number 25" shall be used.

| Help |

Figure 100. Email Device

4. Delete the existing text from the From: field.

5. Enter a valid e-mail address in the From: field. This e-mail address will appear
in the From: field of all users while configuring the Message Subscriber.

6. The SMTP Relay Server: Field makes it possible to bypass the local SMTP
service pickup directory if, for example, a firewall blocks direct SMTP traffic
through port 25, enter the IP address or Host Name of an SMTP server with the
required port in the format <IP Address/Hostname>:< Port Number>.

7. Click Apply.
8. Close the Email Device.
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Creating User Groups and Adding Users

The User Structure holds the defined users and user groups allowed to work in the
system. Adding users and defining user roles is performed using the Configuration
Wizard. All users must have a related Windows user account. The User object
contains information about a user and what the user is allowed to do within the
system. It also contains data specific to the user, such as profile configuration
values.

The User Structure contains two levels under the root object: the first level holds
User Groups, and the second holds Users. The Everyone, IndustrialI TUser User
Group contains all Users. Users can be added to the system and to User Groups
using the Configuration Wizard. Refer to the appropriate 800xA system
documentation for detailed information on creating User Groups, adding Users, and
the User Structure.

Message Subscriber

The Message Subscriber identifies users who receive event messages, specifies
devices available to each user, and configures those devices.

E This example configures a Message Subscriber for a single user who subscribes
to the SMS/GSM, SMTP/Email, and TAP/Modem Devices.

1. Add a Message Subscriber aspect to the Everyone - IndustriallT User, User
Group in the User Structure.
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2. Right-click on the user and select M essage Subscriber from the context menu
that appears. This opens the Message Subscriber shown in Figure 101.

=
” LelRs IGuest:MEssage Subscriber = m Ve = |

Device | Tel nofaddress | [T

Move Up

flove Do |
Hew... |
Delete |
Edit. |

¥ Enabled

Cancel Apply | Help I

Figure 101. Message Subscriber

3. Click New to add the SMS/GSM Device to this user. The New Device dialog
box appears with SMS/GSM as the default in the Device: drop-down list box as
shown in Figure 102.

4. Click OK.
x
Device: |5ps/G5M |

Cancel |

Figure 102. New Device Dialog Box (SMS/GSM)

5. Click New to add the SMTP/Email Device to this user. The New Device dialog
box appears with SMS/GSM as the default in the Device: drop-down list box.
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6. Click the down arrow and select SMTP/Email from the list that appears in the
Device: drop-down list box.

7. Click OK.

8. Click New to add the TAP/Modem Device to this user. The New Device dialog
box appears with SMS/GSM as the default in the Device: drop-down list box.

9. Click the down arrow and select TAP/Modem from the list that appears in the
Device: drop-down list box.

10. Click OK.

11. Figure 103 shows the Message Subscriber at this point in the procedure. Select
SMS/GsM in the Message Subscriber and click Edit to access the SMS/GSM
Device.

ﬂ Working and properly set up GSM hardware must be connected to an available
COM port in order for the SMS/GSM Device to function. Refer to GSM
Hardware (SMS/GSM) on page 185 for more information.

~loix]
JJ e~ IGuest:Message Subscriber = E yei - |
= —Arange
|_De iCE | Tel notaddress |
SRR ; P
EMTP/E mai [zl
TAP/Madem T18008792778() T — |
Delete |
Edit... |
J¥ Enabled

Cance| | Apply Help

Figure 103. Message Subscriber with Added Devices
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12. Click the down arrow in the Service: drop-down list box and select the desired

13.

GSM service provider.

Enter this user’s GSM telephone number to produce a view similar to the one
shown in Figure 104. Enter the GSM telephone number without spaces and
always include the Country Code.

-

BE |

Administrator : SMS Device
V&2 %

Telephone Mumber : ||
Example: +919345139693

| Apply |

Cancel

Figure 104. SMS/GSM Device

14

16.

. Click Apply and then close the SMS/GSM Device.
15.

Select SMTP/Email in the Message Subscriber and click Edit to access the
SMTP/Email Device.

Enter the e-mail address for the user in the To: field to produce a view similar
to the one shown in Figure 105. The information in the From: and SMTP Relay
Server: (if desired) fields were configured in the Aspect System Structure
under Email Device on page 199.
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:E:Sample ePlant : Email Device 10l =|
JJ =l - |Sample ePlant:Email Device = E Jop - |
To
|guest@yourcompany.con’i
Fram: Ireply@yourcompany.com
SMTP Relay Server: I

Mate: If the SMTP Relay Server field iz blank, local SMTP service pickup directony will be used.

Cancel Apply | Help I

Figure 105. SMTP/Email Device

17. Click Apply and then close the SMTP/Email Device.

18. Select TAP/Modem in the Message Subscriber and click Edit to access the
TAP/Modem Device.

19. Either accept the default in the Phone Number: field that was entered in the
Aspect System Structure under Modem Device on page 196, or change it to the
desired telephone number.

ﬂ Working and properly set up modem hardware must be connected to an available
COM port in order for the TAP/Modem Device to function. Refer to Modem
Hardware (TAP/Modem) on page 188 for more information.
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20. Enter a valid PIN for this user in the PIN: field to produce a view similar to the
one shown in Figure 106.

_ioix
JJ ¥ |GusstiMadem Device -1™ & - ‘

Modsm Configuration

Phone Number. |T1Buu5792778

PIN |suus551 212

Cancel aoty [ ree |

Figure 106. TAP/Modem Device

E The PIN is the 10-digit personal pager and/or mobile telephone number for the
current user.

21. Click Apply and then close the TAP/Modem Device.

22. The list in the Message Subscriber shows the configured devices. The top
device has the highest priority, followed by the rest in top-down order. To
change the order in the list, and thus the priority order, select the device and
click Move Up or M ove Down.

Although the list in the Message Subscriber has priority assigned to it, The device

E used is dependent on the configuration of the Message Handler (refer to Message
Handler on page 222). If this user is a member of a user group that messages are
being sent to (selected during Message Handler configuration), messages are
only sent to the highest priority device in the list for each user in the user group.
If the messages are being sent to this user, the user device selected in the Message
Handler configuration is used. In order to send the same message to multiple
devices for the same user, multiple Alarm and Event Message Sources and
Message Handlers pointing to the same Alarm and Event List must be set up and
configured.
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23. To delete a configured device from the list, select the device and click Delete.

24. The Message Subscriber now looks like the view shown in Figure 107.

10
” €~ |Guest:Message Subscriber =1 E Y - |
= —Arange
Device | Tel. no/address |
(SME/GEM 187 7hER1212 tave LI
SMTPYEmail guestEyoucomparny. com ﬂl
TAP/Modem T180067327 F3B005551212) Move Down |
Hew. .. |
Delete |
Edit... |
[¢ Enabled

Cance| | Apply Help

Figure 107. Configured Message Subscriber

25. To enable these devices, make sure the Enabled check box in the Message
Subscriber is checked (Figure 107). To disable these devices, clear the check
box. If the check box is cleared the user will not receive messages.

26. Click Apply and then close the Message Subscriber.

Message Schedule

The Message Schedule identifies the times of day and days of the week that users
receive event messages on configured user devices.

ﬂ If a Message Schedule is not added to a user, the default behavior is that of
Always Deliver.

1. Use the Structure Selector to open the User Structure.

3BDS011222-600 C 207



SMS and e-mail Messaging

2. Navigate to a user in Everyone - IndustriallTUser, User Group.

3. Right-click on the user and select New Aspect... from the context menu that

appears.

4. The New Aspect dialog box appears.

a. Navigate to and select Message Schedule from the list that appears to

produce the view shown in Figure 108.

b. Click Create.

New Aspect
Common |Aspect Category Struckure I - Aspect description
-- Histaory Source ;I

[-HTML Aspects
[l Library Management
[#l-Lock Status Yiew

[#l-Lock Type Definition
[l-Messenger |

- Alarm and Event Message S
- Email Device
- Message Handler

Aspect Tcon

Mame

I Message Schedule

¥ show sl T List presentation

Create I Cancel | Help

Figure 108. New Aspect Dialog Box (Message Schedule)
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Right-click on the user and select M essage Schedule from the context menu
that appears. This opens the Message Schedule shown in Figure 109. The
default value in the Delivery Options frame is Always Deliver.

8 Guest essage s T I
,i-...___ 4 o | uEstiMEssa0e Schaduls :l_% sl
Dy Ophons:
& Alvas Delives
i Defivary Baad on Scheduls
T Henet Delres
= TiE S |
e i et St e [ e ot s
Sia SranlTime Erd T

Howr Mt Heats Miruite
Foumy o =lie =2 =i =
B [0 2l =il = 5
Riseslt A0 = [= = o
| I | 2 | R | O
o [l = [ = o
S o e |

FEpY I Help

Figure 109. Message Schedule (Always Deliver)

a. To have this user receive messages 24 hours a day, seven days a week,
leave Always Deliver selected.

click Apply.

To disable sending of messages to this user, choose Never Deliver and

c. To schedule the delivery of messages for this user:

Schedule frame.

Select Delivery Based on Schedule.
Check the check boxes for the desired days of the week in the Time

There are two ways to configure the scheduled times:
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— a. Select the Use Sunday Sart and End timefor all days check box. If
the time range is the same for every day of the week for which the
schedule is active, use the down arrows in the Start Time Hour, Start Time
Minute, End Time Hour, and End Time Minute fields in the Sunday row
only to define the time range. Click Apply and the time range appears for
every day of the week. The schedule is still only active for the days of the
week selected. Figure 110 shows an example.

When the Use Sunday Start and End time for all days check box is selected,
the other days of the week are disabled (the down arrows are grayed out), so the
time range for those days can not be changed individually.

i ADUNIT'ppaadmin : Message Schedulels =10l
|

J o vInDUN[T\ppaadmln Message Schedul % T -

~Dielivery Oiptions —
™ Always Delvver
{+ Delivary Basad on Scheduls
" Never Delbver
Time Schedule

[¥ Use Sunday Statt and End time for all days

Start Day StarTime End Time:
Haur Minite Houw Minute

Womday [3 =0 =] [0 F[[o 5]
T ENE ) A B ETE | =
Fhedy [ [0 7] [0 F[ =
wowedesdey [ =] [0 2] [0 Z [0

Pothesd [3 2] [0 2] [ E [ E
[ Friday 3 =0 = I—II—E F_E
Fosauwdy 3 ][0 =] [ E[o =

Frply | Hep

Figure 110. Message Schedule (Delivery Based on Schedule, Use Sunday Start and
End time for all days)

_Or_

—  b. Do not select the Use Sunday Start and End timefor all days check
box. If the time range is not the same for every day of the week for which
the schedule is active, use the down arrows in the Start Time Hour, Start
Time Minute, End Time Hour, and End Time Minute fields in the
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applicable rows to define the time range for each day. Click Apply.
Figure 111 shows an example.

When the Use Sunday Start and End time for all days check box is not
selected, the other days of the week are enabled, so the time range for those days
can be changed individually.

(=" Dekvery Based on Schedde
" Heve: Dafer

Tire Schedule
™ Use Sunday Stat and End time for al days.

Stant Dy SlaTime End Time.
Heu Mirute Hour Mirnte

Py [3 =0 =]
I~ Monday }0 -io -}
P oTuesdy [+ ][0 =]
I’wao-mwjo 'IO ']
FoThedy [5 ][0 =]
" R |
oSy [ |0 =]

afla

lellehhe
il

1

d
:

Figure 111. Message Schedule (Delivery Based on Schedule)

6. Click Apply and then close the Message Schedule.

If the start time is equal to the end time, the messages will always be active for

ﬂ the days of the week selected. If the start time is later than the end time, the
delivery schedule assumes that the schedule goes past midnight and the active
day list corresponds to the day the schedule starts.

7. To perform message configuration for other users, repeat the procedures under
Message Subscriber on page 201 and M essage Schedule sections for each
user.
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Messenger Event Log

The Messenger Event Log is a preconfigured Alarm and Event List that filters out
everything but SMS and e-mail Messaging activity. This pre-configured Alarm and
Event list is automatically loaded with the SMS and e-mail Messaging system
extension as Messenger Event Log aspect on the SMS and e-mail Messaging object
in the Control Structure. Multiple instances of the Messenger object, which includes
the Messenger Even Log aspect, can be created. Also, additional instances of just
the Messenger Even Log may be copied and pasted from the preconfigured
Messenger Event Log aspect from the SMS and e-mail Messaging object in the
Control Structure.

The Messenger Event Log contains information on Messenger service initialization,
how many messages were successful.

Figure 112. Example Messenger Event Log showing Successful Modem
Initialization
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It displays the modem initialization errors if any (modem not turned on or SIM not
inserted).

SMS and e-mail Messaging : Messenger Event Log
£ e -

CIET BEX CIEEELY

LongMessage

rm and Event Message Source

Figure 113. Example Messenger Event Log showing Modem Initialization Error

Refer to Table 10 for possible modem initialization errors and its description.

It displays the reasons why a message was not successfully sent (for example, they
were not on schedule or network out of order).

) SMS and e-mail Messaging : Messenger Event Log L=
=B~ M- P <
@ v EBEHE @

Figure 114. Delivery Failure Notification

Message receipt confirmation is a simple event in the Messenger Event Log. It is
not audited.

Table 10. Errors of Modem Initialization

Error IDs Description
36101 PIN required
36102 PUK required
36103 Device does not support preferred message format
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Table 10. Errors of Modem Initialization

Error IDs Description

36104 Out of memory

36105 No device opened.

36106 Device does not support sending SMS messages

36107 Invalid response from device

36108 Response timed out

36109 Data coding in SMS message should be 'Default (0)'
when sending in Text mode

36110 Device does not support receiving SMS messages

36111 Invalid parameter

36113 Unknown error

36120 No SIM card inserted or the GSM command set is not
supported

36121 Unknown equipment error

36122 Unknown network error

36131 SIM not inserted

36132 SIM PIN required

36133 SIM PUK required

36134 SIM failure

36135 SIM busy

36136 SIM wrong

36137 Incorrect password

36138 SIM PIN2 required

36139 SIM PUK2 required
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Table 10. Errors of Modem Initialization

Error IDs Description
36148 No network service
36149 Network timeout

Refer to the appropriate 800xA system documentation for information on
creating and customizing preconfigured Alarm and Event Lists.

Enabling/Disabling SMS and e-mail Messaging

SMS and e-mail Messaging can be enabled and disabled in the Service Structure.

1.
2.

o kAW

Use the Structure Selector to open the Service Structurein the Plant Explorer.
Use the Object Browser to navigate to:
Services > M essenger Server, Service
Select Service Definition in the Aspect List Area.
This opens the Configuration tab.
To disable the service, uncheck the Enabled check box.
To enable the service, check the Enabled check box.

Checking SMS and e-mail Messaging Status

The status of the SMS and e-mail Messaging service can be checked in the Service

Structure.
1. Use the Structure Selector to open the Service Sructure in the Plant Explorer.
2. Use the Object Browser to navigate to:
Services > Messenger Server, Service
3. Select Service Definition inthe Aspect List Area.
4. Click the Statustab to view the status.
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Configuration

In order to make the SMS and e-mail Messaging operational, it is necessary to
perform the following procedures:

* Alarm and Event List (Alarm Grouping).

*  Alarm and Event Message Source.

*  Message Handler.

Alarm and Event List (Alarm Grouping)

Alarm and Event Lists are part of the 800xA system and are added to objects when
building the various structures. Building the various structures is beyond the scope
of this instruction. Refer to the appropriate 800xA system documentation for
detailed information on the various structures.

The Alarm and Event Lists are used to group alarm points together. They define the
group of events being sent to the same group of people. For ease of use, take
advantage of the defined structures to group the assets. All child objects in the
structure can be defined as being included. For more details see Alarm and Event on
page 89.

Alarm and Event Message Source

The Alarm and Event Message Source allows the user to select the Alarm and Event
list to monitor, the content of alarm and event messages, and edit the message field
length.

1. Use the Object Browser to navigate to the desired object.

2. Right-click on the object and select New Aspect... from the context menu that
appears.

3. The New Aspect dialog box appears.

a. Check the Show all check box and uncheck the List presentation check
box.

b. Navigate to and select Alarm and Event Message Source from the
list that appears to produce the view shown in Figure 115.
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c. Click Create.

New Aspect ﬂ

Common |Aspect Category Struckure I - Aspect description
[#]- Library Management ;I
Lock Status View

[#- Lock Type Definition

= Messenger

E| Alarm and Event Message SoJ

[ 5ilarm and Event Messag

essage Handler Aspect Icon
essage Schedule
essage Subscriber
odem Device

Mame

i [#-5MS Device -
: | : I Alarm and Event Message Source

¥ showall [ List presentation

1

Create I Cancel | Help |

Figure 115. New Aspect Dialog Box (Alarm and Event Message Source)

4. Right-click the object and select Alarm and Event M essage Sour ce from the
context menu that appears. This opens the Alarm and Event Message Source
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shown in Figure 116 with the Alarm List tab selected. This tab allows for
selection of the Alarm and Event List to monitor.

) SMS and e-mail Messaging : Alarm and Event Message Source = [ = -

Ev|SMSande—rrBiI“ ing:Alarm and Eve V|?_-;’(? =Y -

Alarm List l Message Configuration ]

Alarm list

|Alarm and Event List j

Meszage action for a new alarm condition
* Only zend meszage if previous alarm condition was acknowledged

" Always send message

Meszage action for alam state change
™ Send message on acknowledgement

™ Send message on return to nomal

| | Help |

Figure 116. Alarm and Event Message Source - Alarm List Tab

5. Click the down arrow and select the Alarm and Event List to monitor from the
drop-down list box.

6. Choose the desired action in the Message action for a new alarm condition
frame. The actions are defined as follows:

—  Only send message if previous alarm condition was acknowledged:
Sends only one message for an alarm that goes from active to inactive and
back to active again (once or several times).

Choose the Only send message if previous alarm condition was
acknowledged option carefully. It is designed to prevent the same alarm
condition from sending several messages due to alarm chatter (alarm going from
inactive to active and back again several times over a relatively short period of
time). If this option is selected and the state changes happen over a long period of
time, and the first alarm condition is not acknowledged, subsequent alarm
conditions will not cause a message to be sent and this alarm may go unnoticed.
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E Choosing Only send message if previous alarm condition was acknowledged
also requires configuration of the Alarm Manager Service Group in the Service
Structure. Refer to Alarm Manager Service Group Configuration on page 229.

—  Always send message: Sends a new message every time the alarm
condition changes from inactive to active.

7. Choose the desired action in the Message action for alarm state change frame.
The actions are defined as follows:

—  Send message on acknowledgement: Sends a new message every time
the alarm is acknowledged.

—  Send messageon return tonormal: Sends a new message every time the
alarm condition changes from active to inactive.

8. Click Apply.

9. Click the M essage Configuration tab and check the check box next to the field
in the Name column if the field is to be part of the message. This produces a
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view similar to the one shown in Figure 117. The M essage Configuration tab
is where the messages are formatted for user devices.

| SMS and e-mail Messaging : Alarm and Event Message Source |;|£-

¥+ [ SM5 and e-mai Messaging:Alarmand Eve |38 o 1, =

flarm List  Message Configuration |

Name | Length (ct | aree
System Name

[#] Event Time

[¥] Object Name
Condition

Sub Condition

[ PricrityLevel

[ Severity

[ Category

Message Description
[ Acter

[ Guid

Obiject Description
CILMDese

] ModeN ame

[ Currentslue

[ Class

[ ProcessSection

[k

[ AcksState

[ AckTime

] ActiveChangeTime
] AlaimState

CEEYBTOEEEHEEC O RKEER

Message Prefoc
Message Suffec |
Field defimiter | Total message length 217 characters

|y | teb |

Figure 117. Alarm and Event Message Source - Message Configuration Tab

10. The checked fields in the Name column are in the order they will appear in the
message, with the top field at the beginning of the message (after the prefix, if
configured) and the bottom field at the end (before the suffix, if configured).
Click Move Up or Move Down to change the position of the field.

ﬂ Alarm and Event Message Source aspects created by Bulk Data Manager tool
will have empty Message Configuration information. The Message Configuration
information must be configured independent of Bulk Data Manager tool.

If the Priority is selected, the Severity, and not the Priority will be written to the
@ message.
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11. To change the maximum field length, select the desired field in the Name
column and click Edit. The Edit Length dialog box shown in Figure 118
appears.

Edit Length of Condition x|

Enter the maximum lenath for the meszage field
ar 0 for unlimited length.

|25

Cancel |

Figure 118. Edit Length Dialog Box

12. Enter the new field length (number of characters). Enter 0 for unlimited length.

Check with your service provider for information on maximum allowable

@ message length for the device in use. Make sure the total message length is less
than or equal to the maximum allowable message length for the particular device.
Exceeding the maximum allowable message length may cause SMS and e-mail
messaging to malfunction.

13. Click OK.
14. Repeat Step 9 to Step 13 for the other fields.

15. The message prefix is optional. If desired, enter a message prefix in the
Message Prefix: field.

16. The message suffix is optional. If desired, enter a message suffix in the
Message Suffix: field.

17. The field delimiter (space, comma, colon, and so on) is required. It separates
the items selected in the Name column from each other in the message. Enter
the field delimiter in the Field Delimiter: field.

E The total message length is shown at the lower right corner of the view in the
M essage Configur ation tab.

18. Click Apply.
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19. Repeat this procedure for each other object with Alarm and Event Lists to
monitor.

Message Handler

The Message Handler specifies the destinations of the messages.

A separate Message Handler is required for each Alarm and Event Message

E Source.

The L og tab in the Message Handler contains a message directing the user to the
Messenger Event Log. It has no other functionality. Refer to Messenger Event
Log on page 212.

1.  Use the Object Browser to navigate to the desired object.

2. Right-click the object and select New Aspect... from the context menu that
appears.

3. The New Aspect dialog box appears.

a. Check the Show all check box and uncheck the List presentation check
box.

b. Navigate to and select Message Handler from the list that appears to
produce the view shown in Figure 119.
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c. Click Create.

New Aspect x|
Cornmaon | Aspect Category Structure I - Aspect deseription
G- HTML Aspects |

[ Library Management
[l Lok Status Wiew
(- Lock Type Definition

E| Messenger
. B Alarm and Event Message SDJ

- Email Device

Aspect Icon

essage Subscriber
N Mame

i Modem Device =
: Message Handler
| | B I d

V¥ Showall [ List presentation

Create I Cancel | Help |

Figure 119. New Aspect Dialog Box (Message Handler)

4.

Right-click the object and select M essage Handler from the context menu that
appears. This opens the Message Handler.

Select the M essage Sour ce tab and click the down arrow in the Message
Source field. Select the desired Alarm and Event Message Source from the
drop-down list box. This produces a view similar to the one shown in
Figure 120. The M essage Sour ce tab allows for selection of the Alarm and
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Event Message Source and whether or not to enable message sending from that

source.
E 'Samp e ePlant : Message Handler - x
224 | 1 dl [m|
JJ =l - |Sample ePlant:Message Handler = E Jop - |

Destination  Message Source |L0g I

Meszage Source

[V Enabled

Cancel | Apply | Help I

Figure 120. Message Handler - Message Source Tab

6. Check the Enabled check box so that the Alarm and Event Message Source
will send messages. Clear the check box to disable message sending.

7.  Click Apply.

8.  Click the Destination tab. The view shown in Figure 121 appears with no
destinations configured. The Destination tab allows for selection of the
message destination (devices associated with user groups and/or users),
whether or not those devices are enabled, time-out before resending the
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message or switching destinations, and number of attempts before switching

destinations.
ﬁ Asset Optimization : Message Handler 5 |EI|1|
JJ@ % lesset Optimization:Message Handler;l .’c'j ,L'? 4| w - |
Destination |Message Source I Log I
— - - ~ Anange
Drestination | Device | Timeout | Attermpts | Enabled |
€ ADUNITSp.. SMS/GSM [+1216526.. 30 1 Yes Moyve llp |
Towve Down |
Mew...
Delete |
Edit... |
Cance| | apply

Figure 121. Message Handler - Destination Tab

9. Click New to create a new destination. The New Destination dialog box as
shown in Figure 122 appears.

ﬂ If User Group is selected in the New Destination dialog box, messages go to the
device with the highest priority for each user in that group. If User is selected,
messages go to the device selected for that user.
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x
— Groups/zers — Devices
m Guest
" Groups
] 4 I Cahcel |

Figure 122. New Destination Dialog Box (Users Selected)

10. Select either a User Group or a User device. To select a User Group, perform
Step a through Step c. To select a User device, perform Step d through Step g.

a.
b.

C.

d.

€.

f.

g.

To select a User Group, click Groups.

Select a User Group from the Groups/Users pane on the left.
Click OK.

To select a User device, click Users.

Select a User from the Groups/Users pane on the left. The devices for that
User appear in the Devices pane on the right.

Select a device from the Devices pane.

Click OK.

11. Select the new destination from the list in the Message Handler.
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12.

Edit Page Sample ePlank x|

Click Edit and the Edit Destination dialog box shown in Figure 123 appears.

Timeout (5. [600

Atternpta: |2

I+ Enabled

Cancel |

Figure 123. Edit Destination Dialog Box

13.

14.

15.

16.
17.
18.

Check the Enabled check box so that messages will be sent to the destination.
Clear the check box to disable the destination.

The Timeout (s.): field contains the number of seconds SMS and e-mail
Messaging waits for the user to acknowledge the alarm line corresponding to
the message before the message is resent to that destination. If it is the last
attempt, it is the number of seconds before switching to the next destination.
Enter a time-out in seconds in the Timeout (s.): field.

The Attempts: field contains the number of times SMS and e-mail Messaging
sends a message to the destination before switching to the next destination.
Enter the number of attempts in the Attempts: field.

Click OK.
Repeat Step 9 to Step 16 for each additional destination.

The message is sent to the top destination first. If the message is successfully
sent and the user acknowledges the alarm, or confirms receipt of the message
(messages sent through SMS/GSM Device only), within the configured time
limit and/or number of attempts, the rest of the destinations do not receive the
message. If the user does not acknowledge the alarm line corresponding to the
message, or confirm receipt of the message (messages sent via SMS/GSM
Device only), within the timeout interval, the message is sent again provided
the attempts parameter is greater than one. If the attempts count on the first
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19.

20.
21.

destination is exhausted without acknowledgement or receipt confirmation, the
Message Handler moves to the next destination in the list (if there is one). If the
destination is a group, the message is sent to the device with the highest priority
for every group member before timing begins; however, the lower priority
devices do not receive messages. Acknowledgement of the alarm, or receipt
confirmation (messages sent via SMS/GSM Device only), by one member of
the group is considered successful notification of the group.

To change the order in the list, and thus the send order, select a destination and
click Move Up or M ove Down.

To delete a destination from the list, select it and click Delete.

Figure 124 shows a completed message destination configuration with two user
groups (Page Sample ePlant and Operators) and a TAP/Modem Device
for an individual user (Guest) configured.

[ sample ePlant : Message Handler 1Ol x|
” = - |Sampla ePlant:Message Handler = E = - ‘
Destinatian |Messags Suurcsl Log I
- - - Anange
Destination I Device | Timeout | Atternpts | Enabled I
ﬁ Page Samp... * 600 2 Yes ove Up
m Operators * E00 2 Yes
& Guest TaPModem[T1800679 00 2 ‘es Move Down
New.
Delete
Edit.
Cancel | Apply Help

Figure 124. Configured Destinations Tab

22. Repeat this procedure for each Alarm and Event Message Source.

For example, using the configuration shown in Figure 124, the sequence of events is

illustrated in Figure 125.
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PAGE SAMPLE EPLANT USER GROUP

USER 1 HIGHEST PRIORITY DEVICE
USER 2 HIGHEST PRIORITY DEVICE
NEW ALARM USER 3 HIGHEST PRIORITY DEVICE
USER 4 HIGHEST PRIORITY DEVICE

ALARM ACKNOWLEDGED~YES
WITHIN TIME OUT
PERIOD?

NO

LAST ATTEMPT?

OPERATOR USER GROUP

OPER 1 HIGHEST PRIORITY DEVICE
OPER 2 HIGHEST PRIORITY DEVICE
OPER 3 HIGHEST PRIORITY DEVICE
OPER 4 HIGHEST PRIORITY DEVICE

YES
ALARM ACKNOWLEDGED

WITHIN TIME OUT

NO

LAST ATTEMPT?

GUEST USER

ALARM ACKNOWLEDGEDYES,
WITHIN TIME OUT
PERIOD?

TAP/MODEM DEVICE

NO,

LAST ATTEMPT?

ALARM ACKNOWLEDGE INCLUDES

CONFIRMING RECEIPT OF MESSAGE

VIA GSM COMPATIBLE DEVICE (ONLY TIME OUT RECORDED IN

WHEN MESSAGE WAS SENT VIA MESSENGER EVENT LIST DONE
SMS/GSM DEVICE).

1050738

NOTE: \

Figure 125. Sequence of Events for Message Handler in Figure 124

Alarm Manager Service Group Configuration

The Only send message if previous alarm condition was acknowledged in the
Alarm and Event Message Source is designed to prevent the same alarm condition
from sending several messages due to alarm chatter (alarm going from inactive to
active and back again several times over a relatively short period of time). However,
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this option also requires configuration of the Alarm Manager Basic Service Group
in the Service Structure.

The Alarm Manager can be configured so that the changes on Event attribute object
extensions will be published to active alarms. When the function is enabled, any
changes made on attributes provided by Event Attribute Object Extension aspects
will be reflected on any active alarms for the object, and made visible on any alarm
lists.

Perform the following steps to enable the functionality:
1. Use the Structure Selector to open the Service Structure in Plant Explorer.
2. Use the Object Browser to navigate to:
Services> Alarm Manager, Service > Basic Service, Service Group
3. Select Service Group Definition in the Aspect List Area.
4. Click the Special Configuration tab.
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k% Alarm Manager : Service Group Definition - O X

& T
s hd Eﬁ - hd

Configuration Spedial Configuration ]stams ]

Alarm Handling

™ Make new alarm entry each time a condition gets active

I™ Hide existing alarms when hiding condition is activated

™ Publish Extension Attribute Changes

Acknowledging

I~ Auto-acknowledge alam after |5 z

2 =i

™ Keep alarms with condition inactive and acknowledged
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Ewent Logging
™ Log Acknowledge

™ Log Local Acknowledge
Log Active -» Inactive changes

Log Enable/Disable
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r

™ Log Hidden/Mot Hidden changes
-

™ Log Comment updates for Alarms
-

Log Mon state-related changes

Alarm Storage

Mumber of alarms in main storage: 10000 Edit

| | Help |

Figure 126. Service Group Definition Special Configuration Tab
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Configure Alarm Handling

5.  Uncheck the Make new alarmsentry each time a condition gets active
check box.

If this check box is selected, each change from the inactive to active state will
result in a new alarm.

6. Click Apply to save the entered data.

System Status

Topology Status Viewer

To configure a Topology Diagram to view status for the whole plant you perform the
following principal steps. They correspond to workflow steps Create Process
Functions, Build Lower Level Control Structure and also to Download and Test
Application Software:

1. On every Controller object: Open the Topology aspect, open Diagram view and
add a new Diagram based on the skeleton for the Controller level (AC 800M
Single / AC 800M Redundant). Processor Modules and the Hardware Units
below by default have Topology aspects with pre-configured Component
views. The symbols of these Topology components are placed by default on the
diagram. Save the diagram.

2. Insert/create objects representing clients, servers and eventually other network
components in the Control Structure above the Control Network level.

3. Create Topology aspects and configure the Component view for the objects to
represent in the hierarchy above the controllers.

4. If applicable add texts/labels to the new Components with aspect property
references that subscribe to status information. Or include other elements with
access to and representation of status information, for example ActiveX
controls.

5. On the object representing the plant add a Topology aspect and create a new
Topology Diagram from the skeleton Plant Network. It is populated
automatically with the Topology components in the Control Structure hierarchy
below your plant object down to the Controller objects.
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Arrange the symbols of the Topology components and connect them as
required. Add additional labels/ texts / graphical symbols as required. Save the
diagram.

Switch on Subscribefor Live Data in the View menu. Live Data status
information is shown. Prerequisites are: OPC servers are operating and
Controllers are running.

To view and navigate such Topology Diagrams from a Graphic Display on
Operator Workplaces you include an Aspect Link to the top Topology aspect in
Control Structure into this Graphic Display.

To view and navigate such Topology Diagrams (as you can see in System S800xA,

System Planning (3BSE041389%) from a Graphic Display on Operator Workplaces
you include an Aspect Link to the top Topology aspect in Control Structure into this
Graphic Display. As an operator or a maintenance person (with Operator Role) you
can inspect the live status information in the diagrams and navigate in the hierarchy

of diagrams:

1. Press the Aspect Link button in the Graphic Display to open the pop-up
window with the Topology Diagram.

2. Set Window > Workbook M ode for the pop-up window.
(Workbook mode is set by default.)

3. Switch on View > Subscribe for Live Data.

4.  Use the object context menu item Goto Child Diagram (for example on a
controller object shown in the diagram) to navigate to a child diagram.

5. Use the object context menu item Goto Parent Diagram (for example on an
object shown in the diagram) to navigate to the parent diagram.

6. Navigate through the collection of opened Topology Diagrams using the

Workbook tabs.

Additionally you can print out the Topology Diagrams.

3BDS011222-600 C

233



System Status

234 3BDS011222-600 C



Device Management & Fieldbusses

Device Management & Fieldbusses

This section describes how to use Device Management software for efficient
planning, operation and monitoring of field devices within the 800xA System.

E Before starting to work with the specific Device Management section, follow the
instructions of Device Library Wizard.

As part of the Device Management PROFIBUS & HART and Device Management
FOUNDATION Fieldbus the Device Library Wizard is a required tool to create and
extend System 800xA Device Integration Libraries.

Details on the Device Library Wizard can be found in System 800xA Device
Management, Device Library Wizard (2PAA102573%*).

Details on PROFIBUS and HART device configuration can be found in System
800xA Device Management, PROFIBUS and HART Configuration
(3BDDO011934%).

Details on FOUNDATION Fieldbus device configuration can be found in System
800xA Device Management, FOUNDATION Fieldbus Configuration
(3BDD012902%).

Device Library Wizard
A range of pre-configured device types for System 800xA are available for the
fieldbus protocols FOUNDATION Fieldbus, PROFIBUS and HART.

The Device Library Wizard is a tool that is used for adding these separately
delivered device types to the device libraries of an 800xA system.

This section describes the process of adding these device types to an 800xA system
using Device Library Wizard.

E Detailed information about the Device Library Wizard and further functionality is
described in System 800xA Device Management, Device Library Wizard
(2PAA102573%).

Prerequisites

The following requirements must be met to allow adding device types to the Device
Integration Libraries of an 800xA system using the Device Library Wizard.
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*  The Device Library Wizard has been installed and configured according 800xA
Installation and Post-installation guideline.

*  An 800xA system has been created and started.

*  The system extensions for the corresponding fieldbus protocols have been
added.

e The user has Windows administrator privileges, e.g. System Engineer role.

Source for Device Types

ABB provides a continuously increasing portfolio of 800xA system tested and
certified ABB and third party device types. They are available from System 800xA
Media from ABB SolutionsBank.

Use the Device Library Wizard to extract the device type files on the system nodes.

Starting from System 800xA version 5.0 onwards, the device types available are
stored on the delivered System 800xA Media.

Download from the ABB SolutionsBank.

1. Login to ABB SolutionsBank.

2. Open Downloads > Downloads Explorer.
3. Browse to

—  Control Productsand Systems/ 800xA / Device Management -
FOUNDATION Fieldbus/ Device Library - <category>
for FOUNDATION Fieldbus device types or

—  Control Productsand Systems/ 800xA / Device M anagement -
HART / Device Library - <category>
for HART device types or

—  Control Productsand Systems/ 800xA / Device Management -
PROFIBUS/ Device Library - <category>
for PROFIBUS device types

and download device type files to your local machine or media.
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Extract Device Type Files

Execute the steps below to extract device type files on all 800xA system nodes of
the following types starting with the Aspect Server:

*  Aspect Server

*  Connectivity Server

*  Application Server

*  Clients

Extract the device type files in the following sequence:

1. Open the Device Library Wizard: ABB Start Menu > ABB Industrial IT
800xA > Device Mgmt > ABB Device Library Wizard or double-click the
ABB Device Library Wizard shortcut on the Desktop.

E For more information on ABB Start Menu, refer to System 800xA Tools
(2PAA101888%).

2. When the Device Library Wizard opens with main window select Extract
Device Typesand click Next.

3. Click Browse button and navigate to the corresponding folder that contains the
device type files. See also Source for Device Types on page 236.

E Device type files exist as zip files (.zip) or self extracting zip files (.exe).

The location where device type files are stored can be different from the currently
used system node. It is not required to copy all the device type files to local disk.
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4. Select the required device type files (multiple selection is possible) and click
Open.

@ ABB Device Library Wizard [800xA with AC 800M] = S =Y

Extract Device Types

Browse for Device Type files located on amedia (HDD, CD, DVD, ...) to be installed onthis node

Extract Device Types|Extract device Types via Manual Selection

Selected Device Type Files | | Browse... l
g A
% Open M Remove |

@uv| ., « PROFIBUS » Actuator - |4, || Search Actuator p|
Organize Mew folder ~ [ @
m PriASCSAQS =~ MName ° Date medified Type

| Test Repository -

() 2PAAL01589_A_en_DeviceObjectType Ro..  9/20/2006 5:34 PM  Applicati

. ABB Device Integ . R = - R
E@ 2PAA101954_A_en_DeviceObjectType EL...  1/3/2007 9:28 AM Applicati

. o F E@ 2PAA102597501 x_en_DeviceObjectType_.. 2/16/2010 2:34 PM Applicati
3 Libraries | T 2PAA102896504 x_en_ Systern 800xA ABB.. 2/5/20108:24 AN Applicati
) Documents (J) 2PAA103560501__en_DeviceObjectType_... 4/4/2008 611 PM  Applicati
é :I::U':es ) 2PAALO3570503 x_en_System _800kA_EM...  2/5/201011:05 AM  Applicati
B Videor _ D 2PAAL0ES7502 x en System BO0KA Rot.. /52010925 AM  Applicati

Exit Help |

1M Computer

cﬂ MNetwork

= < 11 ] 3

File name: 2PAATD2896504 c_en_Systern_800; v | Allfiles (") -

[ Open ] [ Cancel I

Figure 127. Select Device Type File
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5. Click Next to start the extracting operation.

a ABB Device Library Wizard [B00xA with AC 800M]

Extract Device Types

Browse for Device Type files located on a media (HDD, CD,DVD, ...) to be installed onthis node

Extract Device Types|Extract device Types via Manual Selection

| Browse... |

aries\PROFIBUS\Actuator \2PAA 102896504 _x_en_System_800xA_ABB_PME_120_V1_1_DeviceObjectType_DP.exe

Remove |

< Back Next =

View Log ..

Exit Help

Figure 128. Selected Device Type File

6. Click Finish to complete the extracting operation.
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Successful extracting operation will be shown in the logger area.

% ABB Device Library Wizard [800xA with AC 800M] [ESREE

Selection Summary

Click on "Finish" button to complete the operation

Extract Device Types|Extract device Types via Manual Selection

The following files will be extracted :
2PAA102896504 x_en_System_800xA_ABB_PME_120_V1_1_DeviceObjectType_DP.exe

View Log .. < Back Finish Exit Help

Figure 129. Extraction successful window

7. Repeat step 3 to 6 in this chapter for all required device types. Use Main Menu
button to navigate directly to the main window. Click Exit to close the program
if no more operations are required.

Read Release Notes of the Device Types

Each device type file includes a release note for the corresponding device type.
Please read the release note carefully for detailed information or limitations.

The release notes are stored in the root folder of the specific device type.

For FOUNDATION Fieldbus browse to:
<Installation path>\ABB Industrial IT\Engineer IT\ABB Device
Integration Library\FF Device Integration Library\<Device Type>
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For HART browse to:
<Installation path>\ABB Industrial IT\Engineer IT\ABB Device
Integration Library\HART Device Integration Library\<Device Type>

For PROFIBUS browse to:

<Installation path>\ABB Industrial IT\Engineer IT\ABB Device
Integration Library\PROFIBUS Device I ntegration Library\<Device
Type>

ﬂ Right-click on the extracted device type in DLW window to access the release
note of a device type.

& ABE DEVICE LIBRARY WIZARD [800:A with AC 800M]

Select Device Types

Usethe checkbox to selectthe device types and confirm wi
selections are supported

Install | Restore

Devices

DIII_ B8 Release Notes _

License for device-specific DTMs are not subject to the 800xA system licensing
arrangements and are not included in the 800xA system installation.

Device specific DTMs have to be installed on every 800xA system node that runs
with Device Management PROFIBUS & HART. The DTM specific license
agreements have to be observed here.

@ 6

Install Device Types

Execute the installation of device types on all 800xA system nodes, where 800xA
Device Management software has been installed. Starting with the Aspect Server
the following sequence of system nodes shall be considered for installation:

*  Aspect Server
*  Connectivity Server
*  Application Server

. Clients
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Prepare System Node for Device Type Installation.
Device Management PROFIBUS & HART:

If DMS Connect system extension is loaded and the software Device Management
System is installed and used, please do not work with this tool during device type
installation on this particular node.

Asset Optimization Server System Nodes (if applicable):

Device Type Objects using device asset monitors, which have been installed already
and may be updated with a new minor version device type, shall be checked for new
updated asset monitors. Refer to the device specific release notes, if the new minor
version device type will replace an existing asset monitor. In this case the loaded
asset monitors of the particular device type object must be disabled in the Asset
Optimization Server (AO Server).

Loaded device asset monitors in the Asset Optimization Server may show bad
communication and invalid data during the time of Device Type installation. This
can result in alarms and events in the particular system message list. Before
installing device types it is recommended to inform plant personal.

Start Device Type Installation.

1. Open the Device Library Wizard: ABB Sart Menu > ABB Industrial IT
800xA > Device Mgmt > ABB Device Library Wizard or double-click ABB
Device Library Wizard shortcut on the desktop.

For more information on ABB Start Menu, refer to System 800xA Tools
(2PAA101888%*).

Windows and 800xA System administrator rights are required to execute the
Device Library Wizard on the node.

2. Select Install Device Typesto install new device types or re-install device type
to the 800xA System. Click Next.
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Select Action
Select the action to be performed

Device Type Administration

Action | Description

ﬂ Install Device Types Installs the selected device types on this system node

#4 Extend Device Types Extends already installed Device Types with additional functionalities
?)(Delete Device Types Deletes an installed Device Type

i System Restore Wizard Installs missing Device Type software not induded in System Backup such...
## synchronize object types Caopies the newly installed object types from aspect server to dient node

< Back

Figure 130. Action Selection Dialog

3. Select the fieldbus protocol used in the system. The following fieldbus
protocols are currently supported, depending on the 800xA System:

— FOUNDATION Fieldbus (HSE and H1)

—  HART
—  PROFIBUS (PROFIBUS DP and PA)
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4. Click Next to confirm fieldbus selection.

% ABB Device Library Wizard [800xA with AC 800M] (=3
Select Action E ;“L-
Select the action to be performed I"‘]"

Davice Nype Adninistrationfnstall Device Types

Action Description |

Q\Search For Device Types Allows to search and filker For specific device types for all fieldbus protocols
F7 FOUNDATION Figldbus Lisks device types supporting the FOUNDATION Fieldbus protocol

Lists device types supporting the PROFIEUS DP and PROFIEUS P& protocol

W HapT Lists device bypes supporting the HART protocol

Wiew Log ... < Back Mext = Exit Help

I

Figure 131. Fieldbus Protocol Selection Dialog

5. The new windows opened list all extracted device type files of the specific
fieldbus protocol except those which have been installed already.

This window offers two tab cards representing the available device types for

installation.
— Install view shows the device types that will be installed.
— Restoreview shows device types that are already installed.

To install device types to the system, the particular device type has to be
selected by clicking the respective check box. Enable the check box Select all

to mark all listed device types.
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- ABB DEVICE LIBRARY WIZARD [800xA with AC 800M]

Select Device Types

Use the checkbox to select the device bypes and confirm with "Mext” button to complete the operation. Multiple
selections are supported, i

Install | Restore Davice Type Adnnistration|fnstall Device Npes|PROABLS

Devices

% 2BE 263-265 Sim ¥1.0-Pa
% sBE 263-265 v1.2-PA
0% 66 FMTS00-15 ¥1,1-DP
0% £BE Fam4000 ¥1,2-Pa

0% £BE Fy-F54000 ¥1,2-P4
0% 266 POPZ2-FEP ¥3.3-0P
% £BE TESZPH Sim ¥1.0-Pa
% £BE TEGZPH ¥1.1-PA

% 286 TRx12 Sim ¥1.0-P4
% 2BE TR12 v1.2-PA

% 486 TZIDC 110-210 ¥1,4-P4
D%’ffsiemens Simocode 3UFS-AG95 Y1, 1-DP

[~ Select Al

Wiew Log ... < Back Exit Help

Figure 132. Device Selection Dialogue - Install View

Device specific release notes can be accessed by right-clicking on the listed
device type name.

-
a ABB DEVICE LBRARY WIZARD [800xA with AC 800M]

Select Device Types

Usethe checkbox to selectthe device types and confirm w
selections are supported

Install | Restore

Devices

155 aBB PFEA113 v5.0-DP

[mlH; B8 PME 120 V1. 100

1% coperion LMCO1
158 MicroSys MIPAN FIV5,00P

158 eny TLPB BK V5.0-DP

15 TREL CEVESM V5.0-DP

15 TREL LA46 v5.0-DP

Figure 133. Release Notes
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The following table lists the Icons which show the status of the selected device
types:

Installation successful

Already installed Device Type

Installation failed

B> |0 €|«

Installation is not completed

6. Click Next to confirm the selection.

7. Click Finish to start the installation of the selected device types.

% ABB DEVICE LIBRARY WIZARD [800xA with AC 800M] [ESREE

Selection Summary

Click on "Finish" button to complete the operation

Device TypeAdministration [Install Device Types [PROFIBLIS

The following devices will be Installed :
ABEB PFEA113 V5.0-DP
lCoperion LMCO1v5.0-DP

View Log .. < Back Finish Exit Help

Figure 134. Finish Installation

E Device types already installed in the 800xA System are overwritten. A
confirmation of this operation results in overwriting the existing device type. In
this case user-made modifications at device types may be overwritten.
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The status of operation is displayed in the logger area. Wait till installation is
completed. Next to the Device Library Wizard window, a status window appears,
which gives additional information on the installation process.

r 7
Status Information - ABB Device Library Wizard 52
=
b4
Sr. No. | Name | Status | DTM setup procedure
1 ABB PFEA113V5.0DP Installing

Mvpes |PROFIBLS

-

=== Checking for the required system extensions ===
System extension available : ABE PROFIBUS Device Integration Library - Basics
System extension available : ABB 800xA Base

=== Checking if the object type is already present in Process Portal A ===
e object type is not present in Process Portal A

m

=== Importing .add files from \ADD folder ===
Mo .add files presentin : C:\Program Files\ABB Industrial IT\Engineer IT\ABE Device Integration Library\PROFIBUS Device
Integration Library\ABB PFEA 113 V5.0-DP\ADD

=== Importing .afw files from \Import folder ===

System extension available : ABE PROFIBUS Device Integration Library - Basics
Importing : 30_ABE_PFEA113_DP_BASIC 5-0-D.afw...

System extension available : ACB00M Connect —
Importing : 36_ABB_PFEA113_DP_ACB00_Ext_Lib 5-0-0.afu... i

View Log .. Help

Figure 135. Progress Messages

During installation of device types, additional software may be installed on the

@ node, for example, DTM. Read the release notes of the selected device type
carefully to know whether license agreements or special settings for this software
must be considered.

In case of bulk operation for device types, where additional software (Example:
DTM) is installed and not controlled by the Device Library Wizard, each single
device type must be confirmed by the user. The Device Library Wizard does not
proceed with the next device type installation till the confirmation.
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While installing ABB Instruments device types with device specific DTMs, the
@ DLW installation window may stop responding.

Execute the following steps to continue the installation process:

1. Open Windows Task Manager.

2. In the Applications tab, select the device type(s) for which the DTM
installation stopped responding.

3. Click the Processes tab and select launcher.exe.

4. Click End Process.

5. In the Task Manager Warning window, click Yes.
DLW proceeds with the installation of the next device type.

6. The device types for which the installation process ended, install the device
type DTM(s) manually from the path:

<Installation Drive>:\Program Files\ABB Industrial IT\Engineer I'T\<Protocol>
Device Integration Library\DTM\DTM\<DTM Name>\setup.exe.

E Installation issues can stop the operation. In this case error messages are visible in
the logger area. Retry the installation or contact your local ABB representative
for further assistance.

During device type installation product documentation and other software will be
copied and installed to the local disk.
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Successful installation is indicated with I nstallation completed! entry in the logger
area.

% ABB DEVICE LIBRARY WIZARD [800xA with AC 800M] [ESREE

Selection Summary

Qperation is completed

Device TypeAdministration [Install Device Types [PROFIBLIS

System extension available : ABB PROFIBUS Device Integration Library - Asset Monitoring -
=== Instaling DTM ===

=== Copying of .gsd files to Templates ===

Copying .gsd file 'C:\Program Files\ABB Industrial IT\Engineer ITVABE Device Integration Library\PROFIBUS Device Integration
Library\Coperion LMCO1 ¥5.0-DPgsd{LMC01.gsd' —>= 'C:\Program Files\ABB Industrial IT\Engineer IT\DTM\PROFIBUS DTM
Builder {Templates\LMC01.gsd"...

=== Copying of .xml files to Templates ===
Setting the flag Templatelnit' to zero ...

=== Copying documents from \Doc folder to the 'Device Integration Library Documentation' folder ===
Copying : COPRN IAC LMC Operating Manual.pdf. ..
Copying : COPRN IAC LMC Profibus Interface Description.pdf...
Installation completed!
Summary of Installation :
Items Processed : 9
Items Succeeded : 9

m

Items Failed : 0
A Log file has been generated : C:\Program Files\ABB Industrial IT\Engineer IT\ABE Device Integration Library\DLW.log =

View Log .. < Back Main Menu Exit Help

Figure 136. Installation Successful

even if the device specific DTMs are not installed completely. Reinstall the
device type if the DTM installation fails or stops responding.

Device Library Wizard generates a log file. To view the contents of the log file,

@ The Device Library Wizard displays a message indicating successful installation
E click View Log in the Device Library Wizard window.

The path to the log file is <Installation path>\ABB Industrial | T\Engineer
IT\ABB Device Integration Library\DLW.log.

To install more device types to the 800xA System, click Main Menu button and
repeat Step 2 to Step 7. If there are no further device type installations, click Exit to
close the Device Library Wizard.
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Special Handling for 800xA System Restore

Additional system restore activities to be performed after restore of a system
backup are described in System 800xA Administration and Security
(3BSE037410%), sub-section Recover Function-Specific Information.

System upgrade from previous to new versions is described in System S00xA,
System Upgrade (3BSE036342%).

Special handlings for PROFIBUS & HART device types in different system
environments are described in System 800xA Engineering, Engineering and
Production Environments (3BSE045030%).

Device Management PROFIBUS & HART

This section uses step by step examples to describe how to create and work with
PROFIBUS and HART Device Type Objects in 800xA systems,

This section does not include configuration parts of HART Multiplexer Connect.
HART Multiplexer Connect is described in System 800xA Device Management,
PROFIBUS and HART Configuration (3BDD011934%).

Additional information and special configuration can be found in the particular
section of System 800xA Device Management, PROFIBUS and HART
Configuration (3BDDO011934%).

For details of installed and used device types refer to the specific device type
release notes, described in Read Release Notes of the Device Types.

Prerequisites and Requirements

The following requirements must be met, in order to be able to carry out the actions
described in this section.

An 800xA system has been created and started.
The following system extensions have been loaded:
— ACB800M Connect

— ACB800M Connect Hi

—  Fieldbus Builder PROFIBUS/HART

250

3BDS011222-600 C



Device Management PROFIBUS & HART

—  HART Device Integration Library - Basics
— PROFIBUS Device Integration Library - Basics

— optional HART Device Library - Asset Monitoring
(if Asset Optimization related system extensions have been loaded)

— optional PROFIBUS Device Library - Asset Monitoring (if Asset
Optimization related system extensions have been loaded)

—  optional Function Designer for AC800M Connect, Function Designer for
FBB P/H (if engineering related system extensions (Function Designer)
have been loaded)

*  The user has permissions for 800xA system engineering.
*  All required device types have been installed via Device Library Wizard.

*  Control Network, Control Builder M project and OPC Server configuration for
AC 800M Controller have been created.

Entities, Reservation and Environments

Starting from System 800xA version 5.0 onwards the system provides an enhanced
multi-user support. Optionally the system can be extended for environment support
allowing to have different system configuration in certain environments. So called
entities are available as base functionality at object types in the 800xA System to
enable multi-user engineering. The entity allows to lock (reservation) a project,
controller or applications to prevent simultaneous configuration of aspects and
objects in the 800x A system. Reservation functionality is available with right mouse
click at the device type object in 800xA Plant Explorers Control Structure.

The following kind of objects available in the Control Structure can be used to make
a reservation for underlaying objects and aspects:

*  Projects, Applications, Controllers, Diagrams, Single Control Module (SCM)
»  Libraries, libraries with hardware types

*  Control modules types, except hidden control module types

*  Function block types, except hidden function block types

*  Diagrams types. except hidden diagram types
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®

Online and offline engineering for PROFIBUS and HART devices requires a
reservation of the main entity object in the 800xA Plant Explorer Control
Structure.

As the Operator user role does not have permissions to reserve an entity, it may
not be possible to open certain DTMs with the Operator user role. Set a higher
access right to the Operator role, if applicable.

PROFIBUS and HART device types installed in an enabled environment
supported 800xA system, are located in the Production Environment only. To
have installed device types also available in Engineering Environments, they have
to be synchronized by the user manually.

PROFIBUS and HART device types in an Engineering Environment can be
accessed in offline configuration only.

Details of entities and reservation are described in System 800xA Engineering,
Engineering and Production Environments (3BSE045030%).

Fieldbus Topology in the 800xA System

Once an 800xA system has been started, a fieldbus topology starting at the
controller and ending at the field device can be created in the Control Structure of
Plant Explorer workplace. Starting with the root node, the simplest example of a
fieldbus system for PROFIBUS and HART is set up as follows:

Control Network > Control Project > Controller Group > Controller Hardware
Group > (ModuleBusor CI854) > Field Devices

Pre-configuration of AC 800M Controller

To enable communication for a field device with a (Device Type Manager) DTM, an
additional setting must be made for each AC 800M controller in Plant Explorer
Control Structure.
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|%E Conktrol Struckure ||

Eﬁ Assek Monitoring Server, Asset Monitoring Server
=g Root, Domsin
Eg‘ Zontrol Metwork, Control Metwork
EIE Projectl, Control Project
Applications, Application Group
E||:E| Controllers, Controller Group
= [ Controller_1, AC S00M
i g Access Variables, Access Yariables
Applications, Applicaktion Referenc
=1 [l Hardware, Control Hardware Grou
=-E 0, PMS60 f TPE30
=== 1, Ethernekt

= = Ethernek
o 3 ZOmm
Ll TR =111
... -] 1, ModuleBus
=@ 1, alses
gl APH10Z, TBS2PH_

i gl PALD1, 2ZE4AS_HA
: - 0 2, ADs9s
= [ 1, CIssd
=@ 20, C1840
[ 1, Algos

Figure 137. Control Structure with Fieldbus Topology

In order that field devices can be accessed with DTM via the AC 800M controller,
the communication path (Tool Routing) must be enabled in each controller.

In 800xA system, communication with field devices through DTMs is possible,
@ only when Tool Routing is enabled.

Tool Routing is disabled by default. In order to activate it, the processor module of
the AC 800M controller, e.g. PM860/TP860, is selected in Control Structure.

The Control Properties aspect appears in the aspect window. Select the aspect to
open an overview of the various properties of the module in the main Plant Explorer
window. One of the property entries is TOOLROUTING.
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Set this Property Value to Enabled and click Apply.

|28 control structure =

Aspects of 0 | Modified

| Desc... | Inherked Category name

gl Asset Monitoring Server, Asset Monitoring Server

£+l Root, Domain
B2 Control Network, Control Metwork
(=78 Project1, Cantrol Project

(-] Applications, Application Group

(=~ Contrallers, Contraller Group

£ [ Controller_t, AC 800M

S~ Access Variables, Access Variables
- Applications, Application References
E-[[ Hardware, Control Hardware Group
=0 o, PMEaD [ TPE3D

asset Reporter
Asset Wiewsr
Control Buider Hame

[ contral Properties

09/17/2003 8:40:...
09162003 10:4,..
09/16/2003 10:4...
09/17/2003 8:55:...

This ... Fake Asset Reporter

False: Asset Wiswer
The .. False Control Builder ...
Cank,.. False Control Properties

1, Ethernet
2, Ethernet

% Contral Structure 09016[2003 104, [Com...  False Control Structure:
@ Hardware Unit 09(16/2003 10:5 Cont... Fabe Hardware Unit
Hame 09016[2003 104, The.. False Name
& object Icon 09032003 110, Obge...  True Object Toan
PMa60 | TPB30 Type Reference 09/16/2003 10:4..., False PMB60 | TPB30
Property Translations Extended  09/03/2003 11:0... Prop...  True Property Trans...
|15 ~ | oicontrol Properties 1% ERd

3, Com
4, Com
== 11, ModuleBus
= 1, AIB9S
- PAL01, 264A5_HART
- 2 aoess
& V1201, TZID_HART
= 1, crase
= 20, cre4n
1, AI95
2, AOEIS
[ 8" System Alarms and Evertts, System Alarm and Event Group
() 4By Tasks, Control Task Group
@ Lost And Found
@ OPC Servers, System Alarm and Event Group

Properties | about |

Fiopetties

EXTUNDECLAREDEVENTSEVER o

LOWLEVELEVENTEUFFERSIZE
MaxDISMETER

MEXL0STMEG
MEXNOOFENROLLMENTS
MExNO0OFEYENTOUELIES
MaXNOOFNAMEDYALUEITEMS
MaXPERCOFLOGSTRINGS

ame
NUMO%NAREAS
MNUMREMDTEAREAS
ROUTINGTYPE

SENDFERIOD
SMTPSERVERADDR1
SNTPSERYERADDRZ2
SYSTEMAECLASS
SYSTEMAECRITICALSEVERITY
SYSTEMAEFATALSEVERITY
SYSTEMAEHIGHSEVERITY
SYSTEMAELOWSEVERITY
SYSTEMAEMEDIUMSEVERITY
SYSTEMEYENTSTOSESSIONLOG

TOOLROUTINGNERCON -

Property Walue |Enamgd

Reference | el

Update vakis from reference:

Figure 138. Tool Routing Enabled for DTM Access

cancel [ dpy | el

Increase TOOLROUTINGNBRCON to 50, if more than 20 HART and
PROFIBUS devices containing a DTM are placed below the connected AC 800M

controller.

Setting up a Fieldbus Topology for PROFIBUS and HART

The 800xA system is capable of setting up HART and PROFIBUS communication.

Together with the AC 800M Controller and local S800 modules HART devices can
be connected. Added with the CI854(A) communication interface (PROFIBUS) and
PROFIBUS remote I/O like ABB S800 or S900 a connection to HART devices can

be realized additionally.
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PROFIBUS devices are connected directly to the CI854(A) communication
interface linked to the AC 800M controller or to PROFIBUS DP/PA Linking
Devices placed between CI854(A) and the PROFIBUS PA field device.

This section describes a sample set-up for local and remote S800 I/O modules with
HART Device Type Objects connected below as well as for PROFIBUS Devices
Type Objects.

The following steps have been performed in 800xA Plant Explorers Control
Structure, whereas S900/S800 I/0O modules and PROFIBUS device types can also
be inserted in Control Builder M projects using Control Builder M Professional.

HART devices can be inserted in Plant Explorers Control Structure only.

Bulk Data Manager operations are supported for both the fieldbus protocols.

Do not copy paste communication DTM objects such as CI854, S800 Modules,
@ S900 modules. Instead create them manually or use Bulk Data Manager.

However, copy / paste of the device object type instances is supported.

PROFIBUS and HART Fieldbus Preparation in Control Builder M.

Before device types in the form of hardware units can be used, the corresponding
hardware libraries have to be inserted in the Control Builder M project. The inserted
hardware libraries have to be connected to a specific controller afterwards.

Hardware libraries represents the physical device type in the 800xA system. During
installation of Control Builder M the following libraries are installed necessary for
PROFIBUS and HART device engineering:

*  S800IoModulebusHwLib
This library contains the S800 I/O-modules, which can be used at AC 800M
ModuleBus only. This library is mandatory to configure HART device types on
AC 800M ModuleBus.

*  S800CI801CI854HwWLib
This library contains S800 I/O modules and the CI§01 PROFIBUS gateway. It
can be used with the PROFIBUS DP master CI854(A) only. This library is
mandatory to configure HART Device Type Objects at S800 PROFIBUS
Remote I/O.
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*  S800CI840CI854HwLib
This library contains S800 I/O modules and the CI840 PROFIBUS gateway. It
can be used with the PROFIBUS DP master CI854(A) only. This library is
mandatory to configure HART Device Type Objects at S§00 PROFIBUS
Remote I/O.

*  S900IoCI854HwLib
This library contains S900 I/O modules and the S900 PROFIBUS gateway. It
can be used with the PROFIBUS DP master CI854(A) only. This library is
mandatory to configure HART Device Type Objects at S900 PROFIBUS
Remote I/O.

*  CI854PROFIBUSHwLIib
This library contains the PROFIBUS-DPV1 master, which can be used at
AC 800M CEX bus. This library is mandatory to configure PROFIBUS device
types on PROFIBUS networks.

Insert of hardware Libraries, connect them to a specific controller, open and
release projects and create new instance based on hardware libraries is described
in this document in Insert Hardware Libraries on page 36 and the following.

Pre-setting before inserting of Field Device Type Object .
Two different network areas are available at each AC 800M Controller object:

J ModuleBus at AC 800M
e Each CI854(A) at AC 800M

Instantiation of field devices is possible with the Fieldbus Builder
PROFIBUS/HART in Communication disabled mode only. If Communication
enabled mode is active, it MUST be deactivated (Communication disabled). Each
area must be separately set to Communication disabled mode.

Two possibilities are available on the device type objects to set the Fieldbus Builder
in Communication disabled:

*  Via context menu of the Fieldbus Management aspect.
*  Via Device Functions... context menu in Control Structure of Plant Explorer.
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In Communication enabled mode, the Device Type Managers (DTM) required

E for the communication sequence are started although they do not affect actual
fieldbus communication. In Communication disabled mode, only the DTM for
the selected object is called.

Fieldbus Builder Communication M ode (Fieldbus M anagement)
1. Select the C1854 or ModuleBustype object in the Control Structure.
2. Select the Fieldbus M anagement aspect in the Aspect window.

3. The mode icon in the preview window indicates the current mode (will be
Communication disabled for fieldbus configuration).

E The icon appears on the bottom left of the preview window.

&) Commuhication dizabled

4. If the mode is Communication enabled, select the Fieldbus Management node
in the preview window.

I%g Contral Structure j | Aspects of '1' | IModified | IModified b | Desc, .. | Inherite
= Q Rk, Domain Lot AIS45 Tvpe Reference 4/27/2006 5:50:3... DELDOMiInstaller An.al‘ .. False
-4 Assek Optimization, Asset Optimization =% Asset Reporter 4/27(2006 5:50:3... DELDOMiInstaller  This... False
Eg Control Networkl, Control Metwark T Asset viewer 4/27)2006 5:50:3... DELDOMiInstaller False
E‘E Projectl, Control Project «# Control Builder Name 4/27/2006 5:50:3,., DELDOMiInstaller The .. False
E applications, Application Group EControl Properties 4/27/2006 5:50:3,.. DELDOMiInstaller Cont... False
= 2 Controllers, Controller Group T Contral Structure 4/27/2006 5:58:3,.. DELDOMiInstaller [Con... False
= [ Cortraller_1, AC 800M [ Device Management 4128/2006 5:34:1... DELDOMiInstaller  Provi.. False
-7 Arcess Variables, Access ¥ &.Fieldbus Management 4/Z712006 5:50:3... DELDOMiInstaller Mana... False
[]...Ii! Applications, Application R 7. Ve 1o Al A A e TP SR
£ Hardware, AC B00M
- 0, PMa&4 | TPE30 vll:FieIdbus Management 3| & YN & -
== 0, CF Reader ; ] I
= 1, Ethernet D 1. 41545
= 2, Ethernet
= 3, Com
= 4, Com
== 11, ModuleBus
- (1, Als4s

Figure 139. Fieldbus Management Aspect

5. Click with the right mouse button and select Communication enabled (the
check mark will disappear from this item).
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6. The Mode icon switches to Communication disabled.

7. The device object can be switched to Communication enabled mode by
selecting Communication enabled in the context menu.

Fieldbus Builder Communication Mode (Device Functions...)
1. Select the ModuleBus or C1854(A) object in the Control Structure.
2. Click with the right mouse button to open the context menu.

3. Select Device Functionsin the context menu.

=] | spets of M1 IMOOLCHI® | Mot

=TT v A _263 265 w1 0 Type Refere... 427120
1 S fuunt Cptimiration, At Optimization ERAla List i
= S 5 fssed Repunter AT

T szt Viewer 4
= [ Ak stions, Aok stion Greagp e AsstiicrtorProperties Haria
= [ Centrolars, Cordriler Gaiags B Contrel Cornection T

=-[B Controler_L, AC BOOM SR - A B s Llriirg
L7 Aoess variables, Acomis Variables. e ol et i

Mew Obect... S0

Treseet Gt Service fusst Morstor 4TI

‘Set bemporary Fock AT

ar LU

Copy Frdaban AT

gement T

T MELIMODLCHD, ADD_D
T MELIMODLCHS, ADD_D
T MELIMODLCHE, ADD_D

Shms Type

B MIULIHODLCHE, ADD_D | Adartn LSt Identification
T MELIMODLCHT, ADD_D 3 but Pocorter kg
T MULIHODLCHI, A6 265 v g g oot DTM

Figure 140. Device Functions...

4. The sub menu of Device Functions... indicates the current mode (will be
Communication disabled for fieldbus configuration).

ﬂ The sub menu allows also changing the mode by selecting the menu item.

Insert S800 I/0 Modules at AC 800M ModuleBus.

ﬂ This subsection can be skipped, if no HART devices are used on local S800 I/O
modules.

For instantiation of local S800 I/O modules to AC 800M Controller refer to Create
Hardware Units on page 40 and the following.
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Insert PROFIBUS Communication Interface CI854(A).

E The Hardware Library for CI854(A) has to be inserted and connected in the
Control Builder M project before performing the steps described below.

This section describes a simple PROFIBUS network configuration. Mainly the
configuration via Device Type Manager is part of this document.

The communication interface CI854(A) establishes the PROFIBUS network for an
AC 800M controller. Up to 12 CI854 can be placed at the Controller, 6 lines can be
build up in redundant mode. Also line redundancy is supported from each CI854
interface.

E Detailed information is provided in the relevant product documentation of
Control Builder M Professional. Additionally a document is also available
describing how to build up a physical PROFIBUS network.

Open Plant Explorer.
Switch to Control Structure.

Open the substructure below the Project object.

b=

To insert a PROFIBUS communication interface on the controller, select the
Hardware object, placed below the AC 800M controller.

| %E Control Structure j

E--Q Rioot, Domain
,f’ Asset Monitoring, Asset Monitaring
EE‘ Control Metwork, Control Metwork.
= Project1, Control Project
Applications, Application Group
E||:|§| Controllers, Controller Group
=[] Contraller_t, AC B00M
S Access Variables, Access Varibles
Applications, Application Reference
= [ Hardware, Cantral Hardware Group
+ 0, PMEE4 | TPE30
1, CIa54

Figure 141. Control Structure with AC 800M

5. Right-click with the mouse and select New Object in the context menu.
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6.

Browse to the required communication interface, e.g. C1854 for PROFIBUS.

DTMs exchange data with field devices using acyclic communication (DPV1).

Enter the CEX bus number of the module placed, for example 1, in the name
box.

The CEX bus is the internal communication bus for data transmission between
AC 800M controller and the connected communication interfaces. The
communication interfaces are located on the left side of the controller and are
numbered from right to left. Starting number is 1.

Example:
If the CI854 module is the second module on this bus, the number 2 must be
entered in the name box.

Click Create.

The settings for the PROFIBUS master are listed in the product documentation of
CI854, AC 800M, PROFIBUS DP Configuration (3BDS009030%).

Repeat steps 5 to 8 until all of the desired modules have been placed.

Do not use the Replace Unit function for the units which have a DTM
assignment. Use “MoveDown” and “MoveUp” in Control Builder M to adapt the
slave address. Otherwise, online operation with DTM may not be possible for this
unit.

PROFIBUS Remote I/0 with HART Modules.

L.

2
3.
4

b

Open Plant Explorer.
Switch to Control Structure.
Open the substructure below the Project object.

To insert a Remote I/O communication interface on the PROFIBUS, select the
C1854 object.

Click with the right mouse button and select New Object.
Browse to the required PROFIBUS Remote I/0 gateway, e.g. S800’s CI840.

DTMs exchange data with field devices using acyclic communication (DPVT1).
CI840 and CI801 supports this type of communication, although CI830 does not.
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7.  Enter the PROFIBUS address of the gateway placed, e.g. 20, in the Name box.
8. Click Create.

9. To place I/0 modules on the Remote I/O gateway, select the gateway object,
e.g. C1840.

10. Click with the right mouse button and select New Object.
11. Browse to the required I/O module, for example Al 895.

12. Enter the slot number of the module placed, for example 1, in the Name box.

E Local I/Os always start at slot 1. For more information on I/O modules, refer to
the device specific product documentation.

13. Click Create.

The module for Remote 1/0 is inserted in Plant Explorers Control Structure and in
the Control Builder M project.

14. Repeat steps 9 to 13 until the required modules are created for Remote 1/0.

Insert HART Device Type Objects

E To create or delete an instance of the HART device types with an Application
Engineer user role, either of following setting has to be done:
*  Change the security definition for Application Engineers to the permissions
Operate and Operator Configure.

e Add the Operator role also to the Application Engineer role.

HART Device Type Objects are installed with the Device Library Wizard. Only the
device types Generic HART Transmitter and Generic HART Actuator are part
of the Device Integration Library - Basics system extension, which allows basic
configuration, operation and diagnosis of HART devices.

The Generic HART Device Objects are assigned to the Basic HART DTM using

E HARTS universal and common practise commands. Only device specific HART
Type Objects installed via Device Library Wizard have the full capability of
configuration, operation, maintenance and diagnosis.

HART Device Types are available as standard Object Types in 800xA Plant
Explorers Object Type Structure. They are not based on Hardware Libraries and can
not be used in Control Builder M projects. Therefore HART Device Type Objects
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O,

can be exclusively used with Fieldbus Builder PROFIBUS/HART included in the
Device Management PROFIBUS & HART package. Insert of HART Device Types
Objects can be performed in the Plant Explorers Control Structure only.

HART field devices are managed exclusively by the Fieldbus Builder
PROFIBUS/HART in the Control Structure of Plant Explorer and not be visible
in the Control Builder M project.

Cyclic data communication must have been started already by Control Builder M
Professional.

Field devices support the HART protocol can only be placed below I/O modules
that support this protocol in hardware and software (DTM) technology.

HART Device Type Objects are integrated into the fieldbus topology as follows:
1. Open Plant Explorer.

2. Switch to Control Structure.

3. Open the substructure below the Project object.

4

Select the I/O module (e.g. at ModuleBus or Remote 1/0), where the HART
Device Type Object shall be inserted, for example S800’s Al 895.

5.  Click with the right mouse button to open the context menu.
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6. Select New Object in the context menu.

= 9 Rook, Domain
Asset Optimization, Asset Optimization
=- Control Metworkl, Control Mebwark,

EE Project1, Contral Project

@ Applications, Application Group

ED} Controllers, Contraller Group
= [ Controller_1, AC S00M

El- 1 Hardware, AC 800M

=[5} 0, PMBE | TPE30
i oy 0, COF Reader

= 1, Ethernet

= 2, Ethernet

== 3, Cam

[ == 4, Cam

EI{) 11, ModuleBus

o @ 1, e

ST MBLLMI
- T MBLLMI

-7 Access Variables, Access Variables
[]---E Applications, application References

Default Aspect

Mew Ohbject. ..
MNew fspect. .,
Insert Object...

Figure 142. Creating a new Device Object Instance

7.

catalog.
The device type objects in the catalog Basics, Object Type Group are base

A folder structure containing the various device objects appears. Click "+" to
open the next level of the partial tree and select the required device object.

HART Device Type Objects are stored inside the Object Types-> Field Devices

objects, which are not designed for direct use!
Please use device type objects from HART Actuators and HART Transmitter

Object Type Groups instead!
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8. Enter a name for the specific device in the Name box, e.g. the TAG.

New Object 1'
Common |Pr0duct Type Structure I - Object deseription
=- O_bject Types -

[} Field Devices
[ HART Actuatars
- HART Transmitter
- ABB FCM2000oc_HART 2
- BB Generic HART Transi
- ABB_262_264_v1_1
- ABB_263_Z65_v1_0
- ABB_267_260_v1_0
- ABB_FAMS400_v1_0 -
- ABB_FSM4000_v1_0 %‘3“ Icon
. ABB_FY4000_F54000_v1
- ABB_FXE4000_v1_1

Marme

- AEE_TBEZPH_VI_1 o
| ey _’l_l f r1o1]

¥ | shiow &l I List presentation

Advanced... | Set GUID. .. | Create I Cancel Help

—Additional Arguments

Figure 143. Selecting a Device Object

9. Click Create. The new device object is placed below the I/O module object.

10. Repeat steps 4 to 9 until all of the desired device objects have been placed
below the I/O module.

HART I/0 modules always provide multi-channel support. This allows the user to

ﬂ connect several HART devices at one I/O module. To establish a valid
communication with a specific device, channel allocation for the HART Device
must be performed.

Channel Allocation on HART I/O Modules.

The following operations must be carried out to assign HART devices to defined
channel at the I/O module:

1. Open Plant Explorer.
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2.

Enable 800xA preview window, if applicable.

The preview window is located in the right lower corner of 800xA Plant Explorer.
If the preview window is disabled, double-click the required aspects to access
them.

Switch to Control Structure.
Open the substructure below the Project object.

The HART devices have been added to Control Structure of Plant Explorer as
new objects under the parent modules, e.g. AI895. Select the Fieldbus
Management aspect on this I/O module object type.

The user interface of the Fieldbus Builder PROFIBUS/HART appears in the
preview window. The Fieldbus Builder PROFIBUS/HART copies the fieldbus
tree from Control Structure to its fieldbus tree in the main window. To improve
performance levels, the partial tree is not copied in its entirety.

Click "+" to open the next level of the partial tree.

All positioned HART devices, together with the channel information from the
I/0 module object, appear in the partial tree.

T Uy T REduer

i
dddq
S
[n]
o
=2

=

11, ModuleBus O™ ME1TMOOICHY, ABB_263_265 v1_0

02 slssce T
O™ MBT1MOOICHZ, ABB_263_265_v1_0

E- (b 1, AlE4S

T MB1IMODICHI, ABE_263_265_v1_0
T MB1IMODICHZ, ABE_263_265_v1_0

T MB11MODICHS, ABE_263_265_v1_0

T MB1IMODICHY, ABE_263_265_v1_0

T MBLIMOOLCHS, ABE_263_265_v1_0

B[] & AlS45.C6

-

Figure 144. Fieldbus Management View

9.

The HART device is selected and moved to the required channel by pressing
and holding down the mouse button (drag and drop). The HART device is
automatically connected to the channel.
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10. If the check box next to the device object is selected, the status window is
updated and the object information is displayed.

” ~ | 1:Fieldbus Management =% & s e -
E---D‘E Figldbus Management ~| | . | Description | Type Obiject Ta Address |1
- 1. 4845 [iTDTM | Alsds 1
-0 & Alsd5L 3 4BB_263_265 v1_D  MBITMOOICH1 MORGZ D .
[T MBTIMODICHY. ABB 263 2685 1.0 | | @) pTM 4BB_263 265 v1_0 MBIIMOOICHZ MORGZ O ,
O asdsce
. [T MB1IMODICHZ, ABB_263_265_+1_0
B[] 2 &ls45C3
B[] 2 als45C4
B[] 2 &l845C5
B[] 2 Als45CE x|

Figure 145. Assigned Device Objects with DTM Information

11. Repeat channel allocation for all HART Device Type Objects, which have been
inserted and not assigned to I/O module channels.

Insert PROFIBUS Device Type Objects

Inserting PROFIBUS Device Type Objects can be performed either in Plant

Explorers Control Structure or in Control Builder M. This sections describes both
configuration possibilities.

It is recommended to know the device addresses of each PROFIBUS device,
E located on the PROFIBUS line, before starting device configuration. If the
devices are already connected to the PROFIBUS network, download the created
basic project with CI854(A) object first. Then start the PROFIBUS CI854 Web
Server to get the live list of connected PROFIBUS devices. The Web Server is
described in AC 800M, PROFIBUS DP Configuration (3BDS009030%).

Insert PROFIBUS Device Type Objects in 800xA Plant Explorer.

E It is recommended to always use Control Builder M to create instances of

PROFIBUS device types. For details, refer to Insert PROFIBUS Device Type
Objects on page 268.

1. Open Plant Explorer.

2. Switch to Control Structure.
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3. Open the substructure below the Project object.

4. Toinsert a PROFIBUS Device Type Object on the Cl 854, select the CI854
Hardware object.

5. Right-click on the mouse and select New Object in the context menu.

6. Browse to the required PROFIBUS master object in the hardware library
catalog, e.g. ABB_TFx12_YPO v1 0.

E Master and Module Objects are described in the related release notes of each
Device Type Object installed via device Library Wizard.

New Object ll
Cormmon | Product Type Structure | rObject description ————————————————
- AC BOOMC Connect | =
= Libraries =
= Hardware —Additional Arguments
[- ABB_263_265_YPO_v1 01, Y
- ABB_TFx12_YPO_v1_01.1-(

BE_TFx12_CalcTemp
BE_TFx12_CalcTemp+
BE_TFx12_CalcTemp+

BE_TFx12_CalcTemp+

BE_TFx12_CalcTemp+

BE_TFx12_Temp1 phieceey
BE_TFx12_Templ+Ter
BE_TFx12_Temp2

. ABE_TFx12_YPO w1 0 e

e i S hd [0

[~ show all I List presentation

Advanced... | Set GUID. .. | Create I Cancel Help

Figure 146. Select PROFIBUS master object

7. Enter the PROFIBUS address of the object inserted, e.g. 20, in the name box.
8. Click Create.

9. To insert a device specific module below the PROFIBUS master object, select
the PROFIBUS master object.

10. Right-click on the mouse and select New Object.
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11. Browse to the required device module in the hardware library, e.g.
ABB_TFx12 Templ.

New Object 1'
Comrnan |Pr0duct Type Struckure I - Object description
< AC BO0M/C Connect - ;I
= Libraries LI
= Hardware —Additional Arguments
- ABB_263_265_YPO_v1_0 1, g
= F\_BB_TFXIZ_\"PU_VI_U 1.1

i ABE_TFx12_CalcTemp

- ABE_TFx1Z_CalcTemp+
BE_TFx12_CalcTemp+
BE_TFx12_CalcTemp+
BE_TFx12_CalcTemp+

- ABB_TFx12_Templ (b g
- ABB_TFx12_Templ+Ter

i ABB_TFx12_Tempz

- ABB_TFx12_YPO_v1_0 o e

o il

[~ show all I List presentation

Advanced... | Set GUID. .. | Create I Cancel | Help

Figure 147. Select PROFIBUS specific device module

12. Enter the position number of the module placed, e.g. 0, in the name box.

Position number O means slot number 1. Specific device module to be related to
the slot number. Additional information about slot number can be found in
corresponding Device Type release notes.

13. Click Create.

14. Repeat steps 9 to 13 until all of the desired modules have been inserted on the
master object, if applicable.

The device modules are inserted both in Plant Explorers Control Structure and in the
Control Builder M project.

Insert PROFIBUS Device Type Objects in Control Builder M Project.
1. Open the Control Project and switch to the Control Builder M project window.
2. Browse to and select the Cl 854 object.
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3. Right-click on the mouse and select I nsert Unit.

4. Browse to the required PROFIBUS master object in the connected hardware
library catalog, e.g. ABB_TFx12_YPO v1 0.

Insert Unit for CI854 =

E| Connected Libraries r~Properties
. @-E ABB_263_265_YPO_v1_01.1-0 Description:

: =HE| ABE_TFx12_YPO_v1_01.1-0

T o= ABE Autormation
. [E-[ Hardware types

Position: 20 -

™| Enable redundant mode
Fasitian: I - l

—Selected item in Project Explorer

Mame: CI854
Position: 1
Previous [dExt |
Insert | Close | Help |

Figure 148. Select PROFIBUS master object in Control Builder M Project

5. Select the PROFIBUS address of the object inserted, e.g. 20, from the pull
down menu.

6. Click Insert.

7. To insert a device specific module below the PROFIBUS master object, select
the PROFIBUS master object.

8. Right-click on the mouse and select I nsert Unit.
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9. Browse to the required device module, e.g. ABB_TFx12_Templ.

Insert Unit for ABB_263-265_YPD_v1_0O ll
E| Connected Libraries - Properties
- E-E ABB_263_265_YPO_v1 01.1-0 Description:

B[ Hardware types
A} ABB_263-265_AI_Long

B8 8RR _263-265_AT_Short -
[ 3 A ooy | Position: m

™| Enable redundant mode
Fasitian: I - l

—Selected item in Project Explorer

ABE Autormation

Mame: ABE_263-265_YPO_v1_0
Position: 60
Previous [dExt
4] 3| |
Insert | Close | Help |

Figure 149. Select PROFIBUS specific device module in Control Builder M Project

10. Select the position number of the module placed, e.g. 0, in the pull down menu.

ﬂ Position number 0 means slot number 1. Specific device module to be related to
the slot number. Additional information about slot number can be found in
corresponding Device Type Release Notes.

11. Click Insert.

12. Repeat steps 9 to 11 until all of the desired modules have been inserted on the
master object, if applicable.

13. Close the library dialog.

The device modules are inserted both in Plant Explorers Control Structure and in the
Control Builder M project.
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Configuration and Commissioning of Field Device Type Objects

After inserting the HART or PROFIBUS Device Type Objects can be configured for
application by means of Device Type Manager (DTM).

E HART Device Type Objects are not handled by Control Builder M.

Higher-level assemblies such as PROFIBUS devices, Remote I/0s and CI854 are
mainly handled in the Control builder M project. It is mandatory to download the
Control Builder M project first before starting online configuration for HART
devices.

There is no synchronization of device configuration data between Control Builder

@ M project and the Device Type Manager (DTM). Device parameter, which may
be necessary for both parts, must be configured twice - in the Control Builder M
project and the DTM.

For example:

The device modules, which are configured in the Control Builder M project, are
not automatically available in the DTM. The used device module must be
configured also in DTM, if applicable.

E It is recommended to first upload the default device parameters to the Device
Type Manager (DTM).

A configuration describes the creation of a set of parameters for the particular
device in the database (Aspect Directory) of Aspect Server. For this task Fieldbus
Management has to be switched to Communication disabled mode.

The configuration of the device using a DTM is described in the associated DTM
documentation and is not included in this documentation.

Once the configuration phase is complete for all field device objects the data sets for
the particular devices or for a selection of the devices can be

. verified
e Joaded to the devices / selection of devices
*  saved into one or more export file(s).

These functions are performed on the Fieldbus Management aspect and its sub-
conditions.
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Instance data can be verified and exported with the Fieldbus Management in
Communication disabled mode, but loading is only possible in Communication
enabled mode. To load fieldbus lines, select the line through the context menu of
the Fieldbus Management and then click on Download selection to start.

Verify.

Selecting the verify option in the Fieldbus Management menu compares the online
device data with the offline configuration data set stored in System 800xA. If the
data set is equal, the result is true, else it is false.

If the verification result is false, an up- or download is recommended for data
synchronization.

Download and Upload.

When several devices are selected, the Fieldbus Builder PROFIBUS/HART starts a
batch process for up- or download, which is processed sequentially. Execution of the
batch process continues even if errors occur for individual DTMs. Each event
(faulty/successful execution) is documented in the Fieldbus Management status
window. If an error occurs, an error message is displayed after the end of the batch
process to indicate that the batch process is faulty.

Loading errors can arise if this function is not supported by the DTM, e.g. S800
modules, or if the DTM cannot establish a connection to the device.

Export and Import.

The export file of an instance data record is saved with a time stamp in a folder
which is specific to the Device Object. This makes it possible to build up a device
configuration history. Exported device data set can be imported again by selecting
the specific export file. The export and import process is carried out manually by the
user.

Starting the Device Type Manager (DTM).

In addition to the Fieldbus Management aspect, field device objects for PROFIBUS
and HART provide a Device Management aspect. The Device Management aspect
opens the associated DTM (Device Definition) in the preview window or opens a
new window with the device instance data record.
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DTMs can be started in Communication disabled mode to configure field device
objects offline or, if changes are to be made directly in the device, in online mode by
changing the mode to Communication enabled.

Depending on the mode, the DTM will appear with various functional windows.
The various modes are selected via the Fieldbus Management aspect of the relevant
device object.

Communication enabled mode starts all DTMs required for the communication

E sequence. Individual DTMs in this connection sequence can then not switch to
Communication disabled mode without affecting other DTMs started in this
sequence.

Two possibilities are available on the device type object to open a DTM:

*  Via Device Management aspect in the aspect window.
*  Via Device Functions... context menu in Control Structure of Plant Explorer.

Open DTM via Device Management Aspect

1. Open Plant Explorers Control Structure.

2. Open the project sub-structure and select the field device type object.
3. Select the Device Management aspect in the aspect window.
4

The DTM appears either in Plant Explorers preview window or in its own
window, depending if the DTM supports 800xA preview window functionality.

E Double-click on an aspect in the aspect window, to additionally open new
windows.
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5.

Other DTM views can be activated via the menu bar of the Device
Management window.

@ CONECT1 System S¥5.0 SI10_4U2 // Engineering Workplace -0l x|
|| = ||| Erter search name) = [ Fiter |5 |[repace =] | f eal
T2 Control Structure | [Aspects of '1* [ Madfied [ Modified b [ Category name__ | Version |~
= @ Rost, Deman — [ S st Reporter 4/27/2006 5:50:3.., DELDOMyInstaller  This... False Asset Reporter 1
C g st Optimization, Assst Gptimization | T Asset viewer 4/27{2006 5t DELDOMiInstaller False Asset Viewer 1
- A5G Server 1, A Server + Control Builder Name 4/27/2006 5:50:3... DELDOMInstaller False Control Buider ... 1
) 2 Control Networkt, Control Network [5 contral Properties 4{27/2006 5:50:3...  DELDOMInstaller False Contral Properties 1
Projectt, Control Project 7o Control Structure: DELDOMiInstaller False Contral Structurs 1
[} Applications, Application Group - gement DELD r Device Manage.. L
Contrllers, Controller Group % Fieldbus Management 4[27j2001 DELDOMiInstaller . False Fisldbus Manag... 1 |
- [} Controller_t, AC 800M €7 Hardware Uit 4}27/2006 5:54: DELDOMiInstaller False Hardware Unit 1
----- S Access Variables, Access Variabh | % name 4/27}2006 5:50:3,.,  DELDOMiInstaller False Name 1
B Applications, Application Referer 132 ~
-1 Hardware, AC 800M a 0 T iDevics M e =
a -l gement &P A E @~
-} 0, PMBs4 | TRE3D I a S E
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1, Ethernet
P 1, Eheme Moduls type: FES
% 2, Ethernet Configuration
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T MBLIMOOICH?, Description: [&nalag Input & Channels, HART . redundant
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T MBLIMDOICHS,
T MELLMOOICHE,
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1D 2, alges
D 3, 80895
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- (3 1, Clsse
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Close Help

-7 Project2, Contral Project
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]

- Lost And Found
I
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Figure 150. Preview Window with DTM and Context Menu via Device Management.

Open DTM through the
1.
2.
3.

Open the project sub-

Context Menu of Control Structurein Plant Explorer

Open Control Structure in Plant Explorer.

structure and select the field device type object.

Click with the right mouse button to open the context menu.
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4. Select Device Functions... > “DTM Application” in the context menu.

T2 Contral Structure =] Iﬁpects of MBLIMOOLCHL' | Modifie
= 9 Root, Doman 4 BBE_Z63_Z65 _w1_0Type Refere... 4/27/20
Asset Opkimization, Asset Optimization @Alarm List &/5/200
Elg Control Metworkl, Control Metwork, Tt Asset Reparter 4zzfac
=] E Projectl, Control Project 'E‘ Asset Yiewer Hzvizt
-} Applications, Application Group % AssetManitarProperties 4423120
= [ Controllers, Controller Group % Contral Connection 4f2af20
= [ Controler_{, AC B00M L ] 42720
-7 Access Variables, Access Wariables DefaultiAspect mert 4i28]20
[]--E Applications, Application References Mew Ohiject, .. S5 i200
=18 _,g Hardware, AC 500M New Aspect... |emmerk 427120
B Q 0, PME64 | TPE30 Insert Object. .. evice Asset Monitor /27020
% O CF Reader Sek kemparary rook 42720
- 1, Ethernet b a/5/200
4 2, Ethernet pea lentation 4jzviar
_:: j Ez: Paste hement 4fzzfac
Paste special L =]
E‘.’;‘a’ TD}??;?;”S Delete F BLIMOOLCHI Fiedbus Manag
,
g BMELLMODICH], ABE_263_265 4 M anagement
T MB1IMOD1CH2, ABE_263_265_v Adnowlzdge L‘Eﬂ";‘glg'é‘om“n:‘&ic"a’ti”og‘" '
- Wy MELIMO01CHS, ABE_263_265_v Show Type I ———————————
- Ty MELIMOO1CHY, ABE_263_265_v Configuration
- M MB11MOD1CHS, ABB_263_265_v  ABB_263 265 vl D Type Reference o
T MELIMOO1CHS, ABB_263_265_ o] Alarmn Lisk e R A
T MBLIMOOLCH?, ABB_263_265_Y = pocet meporter AT
- % MBLIMOOLCHE, ABE_253_265_Y 4, pocet viewer AbD_Ut DT_M
& g’ 2, AIB45 AssetMonitorProperties %
g 3’ 2?889955 Control Connection Lisk Yiew
S @ 5: AIGS Gl e Documentation
=1 Ewent List

B [ 1, CIes4

[--&% System Alarms and Events, System Alarm and Ev 2 Fieldbus Management |

Figure 151. Device Functions...

5. The DTM with the selected application appears in a new window

6. Other DTM views can be activated via the menu bar of the DTM window or via
Device Functions... > “DTM Application” in the context menu.

Configuration of OPC Server PROFIBUS/HART

The OPC Server PROFIBUS/HART shall be configured only, if Asset Optimization
for asset monitoring is installed and used in System 800xA.

It is not allowed to use OPC server PROFIBUS/HART to acquire device data to
@ applications such as Trend, Graphics, Faceplates etc. Only Asset Optimization
server can be a client to PROFIBUS/HART OPC Server.
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The OPC Server PROFIBUS/HART enables access to field device data without
requiring additional field wiring and provides these data to the Asset Optimization
Server.

Asset Monitors delivered with Device Types and installed via Device Library
Wizard are designed to read these device data from the OPC Server
PROFIBUS/HART and provide them to Asset Reporter and Asset Viewer.
Operators and maintenance personnel will be notified when an abnormal device
condition calls for maintenance action.

After completing the engineering work for HART and PROFIBUS devices in the
800xA system, the OPC Server PROFIBUS/HART can be configured to access field
device data for e.g. Asset Monitoring. Depending on the number of devices and its
device data accessed by the OPC Server special configurations might be required.

OPC Server Assignment to a Connectivity Server.
A Connectivity Server on which the OPC Server PROFIBUS/HART can be
executed is assigned to each Control Network.

Only one OPC Server PROFIBUS/HART per Connectivity Server can be started.
@ OPC Servers of other software options, for example the AC 800M OPC Server,
can be executed on the same Connectivity Server.

This section describes the default configuration for the number of devices
released for the OPC Server PROFIBUS/HART. Please read System 800xA
Device Management, PROFIBUS and HART Configuration (3BDDO011934%),
whether special configuration may be required to run the OPC Server properly.

1.  Open 800xA Plant Explorers Workplace and switch to the Control Structure.

2. Select the control network in the fieldbus topology.

ﬂ The following steps shall be done on every control network, placed in the system
and containing the FBB-OPC Data Source Definition aspect.
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3. Select FBB-OPC Data Source Definition aspect.

|t Control Structure

@ Asset Manitoring Server, Asset Manitoring Server

=) Root, Domain
E-Z2 Control Netwark, Control Network
=% Project1, Contral Project
Applications, Application Group
B[l Controllers, Controller Group
=[] Controller_1, AC 300M

E- [l Hardware, Cantral Hardware Groug|
0, PM360 | TPE30

|| Aspects of *Control Network!

 Modified

[ Desc... [ Inherited

[ Categary name

[E=]Alarm and Event List
Alarm and Event Message Source
Contral Netwark Typs Referance
¥ Control Structure

Fessage Handler
=3Name

“§~ Access Variables, Access Variables || /B name Uploader
- Applications, Application Reference] & Object Tron

OPC Configuration

09/16/2003 10:4...  Mar...  False
09/16/2003 10:4,
09/16/2003 1
09/16/2003 1

False

False

False

09/16/2003 1
09/16/2003 10:4,
09/16/2003 1
11j02/2001 9t
09/17/2003 8:

Alarm and Even...
Alarm and Even...
Control Network.
Control Structure

Message Handler
Hame

Name Uploader
Object Icon

OPC Configurat...

= 1, Ethernet

| & = +[antrol Nekwork:FeB-oPC Data Sour = % 5

2, Ethernet
3, Com
4, Com
11, MaduleBus
0 1, a1sas
& APHI0Z, TBEZPH_H
T PA101, 264A5_HAR
2, ADB3S
=0, ces
=0 2o, s
1, AIB9S
2, ADB3S
[ System Alarms and Events, System|
E1-4By Tasks, Control Task Group

B -
=]

Connectivity | OPC Configuration |

Service Group:

& Lost And Found

-8 OPC Server

s, System Alarm and Event Group

Data Key:

Yiew
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Figure 152. FBB-OPC Data Source Definition Aspect in Control Structure
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4.  Select the Connectivity tab.

{9BFFFE80-0615-1103-612E-0800090CF329}

—

Figure 153. Connectivity Tab

5. Click New....

New Seryice Group

Figure 154. New Service Group

278 3BDS011222-600 C



Device Management PROFIBUS & HART

6. Change the name of the service group, if required.

E The service group name can be found under Service Structure > Services>
OpcDA_Connector.

Example of a service group name: FBB_OPC_ControlNetwork1

Each control network needs a unique service group name and shall not given
@ twice in the system.

7. Click Add....

Add Service Provider

Server nodes:

Cancel |

Figure 155. Adding a Service Provider

8.  Select the Connectivity Server system node on which the OPC Server
PROFIBUS/HART shall be executed.

9. Click OK in the main window.

10. The OPC Server is now configured for data access to device internal data via
OPC communication.

E If redundant Connectivity Servers are used in the system they have to be assigned
to the same Control Network. Repeat steps 1 to 10 for each redundant
Connectivity Server.

E If more than one Control Network is instantiated, repeat steps 1 to 10 for these
Control Networks also.

Different service group names as well as different Connectivity Servers must be
used.
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Cornectety | 0P Cendiueation

Service Grags:

[Fr_cec_metginen 1 =

Dt Ky

(PBFFRES0.0615-1 L3-8 2E-0300090CF 329)

Corerd Hechy Help

Figure 156. OPC Server Configuration Complete

Creating OPC Topology File .

To provide the complete fieldbus topology of the 800xA system to the OPC
@ Server PROFIBUS/HART, it is mandatory to switch all CI854 objects and the
ModuleBus objects to the Communication enabled mode once.

Configuration of the OPC Server PROFIBUS/HART shall be done for each
control network object configured in the system.

1. Open the Control Structure in Plant Explorer.

Open the project sub-structure and select a field device type object.
Select the Fieldbus M anagement aspect.

Select the Fieldbus Management node in the Fieldbus Management tree.
Right-click to access the context menu.

Switch to Communication enabled mode, if not done yet.

Nk w D

Right-click again to access the context menu.
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8. Select Configure OPC Server.

| B2 control structure || Aspects of 1 | Madified
& Asset Monitaring Server, Asset Manitoring Server ontrol Buider Name 0916f2003 10
= & Roak, Damain (S contral Properties 09/18(2003 152
122 Cotrol Netwoark, Contral Network 2| Control Structure 09/18/2003 7:37
=% Froject1, Control Frojsct [2 Device Management 08/18{2003 1:58
-8 Applications, Application Group % Ficldbus Management 09/18/2003 115
=[] controllers, Controller Group D Hardware Unit 09/16/2003 10:E
=[] Controller_1, AC 800M i ame 09/16/2003 10:E
..... S~ Access Variables, Access Variables & object Teon 09/03j2003 11:¢

(-] Applications, Application References -
E1-[ Hardware, Control Hardware Group (<) « [UiFieldbs Maragemert <]
0, PMB60 | TPE3D =T
1, Ethernst ®-[10 1.4 Cnine
2, Ethernet =
3, Com
4, Com
11, ModulsBus
=@ 1, A1835
gl APH10Z, TBBZPH_HART
gl PALO1, 264A5_HART
2, HOBIS
=0 1, 1854
=) 20, C1s40
1, AI8SS

2, ADBIS
[ System Alarms and Events, System Alarm an

Figure 157. Configuring the OPC Server

9. The message window indicates the current status of the configuration.
@ If more than one Control Network for AC 800M or Multiplexer is available in the

800xA System, the OPC Server PROFIBUS/HART needs to be configured for
each Network, if applicable.

Changes in the topology require a re-configuration of the OPC Server.

10. The system nodes containing the Device Management PROFIBUS & HART
software, now have direct access to device data via the OPC Server.

OPC Timing Configuration.

The OPC Server PROFIBUS/HART cycle time mainly depends on the number of
devices and the loaded asset monitors in the Asset Optimization server, but also on
the CPU load of the controllers, and the communication load between Connectivity
Server and controllers. After configuration of the OPC Server PROFIBUS/HART
through Fieldbus Management aspect general information can be shown in OPC
Server Satistics and OPC Timing Statistics.

E Update Time / Update Rate means also Cycle Time as shown in some 800xA
windows and menus in this section.
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1. Open the Plant Explorers Control Structure and select the FBB-OPC
Configuration aspect (as default at the instantiated Control Network object).

SI12_2 U8 System // Plant Explorer Workplace

[ [ Erter search name =] [0 Fier =15 [repce =1 ] @ | % Y| et
|2 Contral Structure ] [ Aspects of ‘Contral Netwerk: [ Modified | Modified b | Desc... [Inherited | Category name | Version
5 & Raot, Domain [E=] Alarm and Event: List 7(31/2006 1:11:1... DELDOMiSysEngl This... False Alarm and Even... 1
et % Asset Optimization, Asset Optimization AM Service Data Source Definition 7312006 2:06:3...  DELDOMiSysEngl False AM Service Dat... 1
AO Sarver 1, AD Server =] Calibration Event List 11/25(2003 8:34:...  HART Device L., This... True Alarm and Even... 1
I’ Cantrol Loop Monitors, Control Loop Monikars iZontrol Mebwork Type Reference 7i31/2006 1:11:1,,,  DELDOMiSysEngl False Caontrol Netwark 1
= @ Caonkrol Metwork, Control Metwaork ¥ Control Structure 8(11/2006 11:24:... deldomiService... [Con... False Control Struckure 1
El-Ji Project1, Control Project FBB-OPC Configuration 8(14/2006 9:16:0... deldomiService... Holds... False FBE-OPC Confi.. 1
[z Applications, Application Group FBE-OPC Data Source Definition 7(31/2006 1:11:3... DELDOMiSysEngl The.. False OPCDataSour.. 1
1 [§ Controllers, Controller Group 53 Name 71312006 1:11:1... DELDOMiSysEngl The... False Mamne 1
- [ Cantroller_1, AC 800M Dlame Uploader 7131f2006 1:11:1,., DELDOMiSysEngl Uplo... False Name Uploader 1
~*§7 Access Varisbles, Access Yarisbles & object lon 11f2f2001 951 ACHOOM Conmect Obje...  Trus Object Icon 1
- (&} Applications, Application References OPC Data Source Defirition 7(31/2006 1:11:5.., DELDOMiSysEngl OPC .. False OFC DataSour.., 1
- L Hardware, AC 200M
ST A DMesd ! TOSAR == — T =

Figure 158. Selected FBB-OPC Configuration Aspect

2. In the preview window select the tab OPC Timing Satistics

OPC Timing Statistics | OPC Server Statistics |

I Time I Meszage I Update Rate [ms] I Diuration [ms] I Sou... I Group I DTMCo... I ItemCa... I Hitltems d
(\‘) 5/A19/2008 10:17:22 AM OPC group update cycle started 1000 Areal 0 0 0
3 5M9/2008 10:11:22 AM OPC group has been added 1800000 Areal 0
6 5/19/2008 10:12:16 AM OPC group has been added 1800001 Areal 1
3 R/19/2008 10:13:25 AM OPC group has been added 10800002 Areal 2
3 5A19/2008 10:36:41 AM OPC group update cycle started 1800000 Areal 0 a3 a3
3 5/19/2008 10:37:31 AM OPC group update cycle started 1800001 Areal 1 a3 332
3 R/A19/2008 10:41:21 AM OPC group update cycle started 1800000 Areal 0 a3 a3
3 B/19/2008 10:42:15 AM OPC group update cycle started 120000 Areal 1 83 332
3 5/13/2008 11:06:41 AM OPC group update cycle started 1800000 Areal 0 a3 a3
0 5/19/2008 11:06:41 AM OPC group update cycle completed 1800000 1800000 Areal 0 a3 a3 a3
Q‘;) B/19/2008 11:07:31 AM OPC group update cycle started 120000 Areal 1 83 332
0 5/13/2008 11:07:32 AM OPC group update cycle completed 1800001 180000 Areal 1 a3 332 332
i-j;) 5A19/2008 11:11:21 AM OPC group update cycle started 1800000 Areal 0 a3 a3
0 51972008 11:171:21 AM OPC group update cycle completed 1a00000 1a0oo00 Areal 0O 83 83 83
Q) 5/A19/2008 111215 AM OPC group update cycle started 1800001 Areal 1 a3 332
0 5A19/2008 111215 AM OPC group update cycle completed 1800001 1800001 Areal 1 a3 332 332
ﬁ 5/19/2008 11:33:56 AM OPC group update cycle completed 1800000 1355531 Areal 0 a3 a3 g5
ﬁ 5/19/2008 11:33:56 &AM OPC group update cycle completed 1800001 1301406 Areal 1 a3 332 340
i-j;) 5M19/2008 11:41:21 AM OPC group update cycle started 1800000 Areal 0 a3 a3
6 5/19/2008 11:42:15 AM OPC group update cycle started 1800001 Areal 1 a3 332
3 5/19/2008 11:46:05 AM FOT OPC Server meszage: Server rec... Areal
) 5M19/2008 11:46:36 AM OPC group has been added 1800000 Areal
6 5/19/2008 11:47:20 AM OPC group has been added 1800001 Areal 1
3 R/19/2008 11:47:46 AM OPC group has been added 10800003 Areal 2 -
| |

Figure 159. Counted devices for the OPC Server PROFIBUS/HART
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The cycle time of the OPC Server is set to a default value in the following
aspects at the Asset Optimization node in Plant Explorers Control Structure:

— DIPHART Asset Monitor Data Source aspect (HART devices)
— DIP PROFIBUS Asset Monitor Data Sour ce aspect (PROFIBUS
devices)

By rule of thumb the following timings should be configured in the specific
aspect for the particular fieldbus protocol:

The default cycle times mentioned below are only indicative numbers. These
@ cycle times need to be increased further (2 to 5 times) in situations like redundant
AO configuration, larger plant areas, distributed controllers or field devices.

1800000 ms (0.5h) = < 200 devices
7200000 ms (2.0 h) =201 - 500 devices
9000000 ms (2.5 h) =501 - 800 devices
10800000 ms(3.0 h) =801 - 1000 devices.

If more devices are counted and displayed in the OPC Timing Satisticstab,
refer to the related release nodes, if more device types (incl. timings) are
supported by the OPC Server PROFIBUS/HART.

@ If more devices are used for OPC access as released by the 800xA system, the

OPC Server must be split to sub-level nodes in the Plant Explorers Control
Structure. Follow first the instructions in System 800xA Device Management
PROFIBUS and HART Configuration (3BDD011934%) before continuing the
steps described below.

3. Select the Asset Optimization node in the Control Structure.

4. Select in Aspect Window of this node the DIP HART Asset Monitor Data
Sour ce aspect or DIP PROFIBUS Asset Monitor Data Sour ce aspect,
depending on the fieldbus protocol.

5. Configure OPC Group Update Rate in the displayed table according to the
rule described above.
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ProdSystemSY3_15P: lant Explorer Workplace =101 x|
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Figure 160. OPC Cycle time Configuration

6.
7.

8.

9.

Confirm changes with Apply.

Load all required Asset Monitors of the instantiated device types into the Asset
Optimization Server (refer to Asset Optimization section for more details).

In the Plant Explorers Control Structure select the FBB-OPC Configuration
aspect (default at the instantiated Control Network object).

In the preview window select the tab OPC Server Satistics.

[

E SUE13AM FDT OPC Sewer mestage DFL group Adv
S0834AM FDT OPC Server message: OPC group Advl

TAdaoterhound wpdabe cycle stavied - T MLount= 1, ltemCourst= 1
Cadapterfioun updste cycle completed - D TMCourts 1, BemC ount

e VO e RS VO A mrsbmetioms oY smrlabn s stastact . T A ms e § falravte 1 1

Figure 161. Cycle Time of the OPC Server PROFIBUS/HART
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10. Wait according to the configured Update Time, till the Duration Timeis
displayed next to the Update Time entry as shown in Figure 161. If the
Duration Timeis less than the Update Time, the OPC Server is able to call all
configured OPC items in one cycle. The OPC Server cycle time configured in
DIP HART Asset Monitor Data Sour ce aspect or DIP PROFIBUS Asset
Monitor Data Sour ce aspect (see above) shall be configured according the
following rule:

Update Time = Duration Timex 2

If the Duration Time is equal the Update time, not all OPC items may be
accessed in the cycle. In this case it is recommended to set the update time
twice the duration time. Repeat this section till the OPC Server cycle time is
optimized according the rules.

11. Repeat the steps described in this section till all OPC Server
PROFIBUS/HART are configured and running according instructions and
rules.

New inserted device type objects as well as changed topologies have to be
transferred as configuration into OPC Server PROFIBUS/HART.

ﬂ If device type objects are only deleted from an existing topology, then the OPC
Server does not necessarily need to be configured again. Configuration is only
essential if topologies are changed and new device instances are created.

HART Device Calibration via Device Management System (DMS)
Device Management System (DMS) is delivered and installed with 800xA Asset
Optimization package.

DMS Connectivity integrates the calibration Device Management System (DMS)
from Meriam Instruments into the 800xA System and allows plant personnel to
monitor field devices for calibration information and streamlines the maintenance
workflow.

ﬂ For more information and integration, contact ABB Technical Support.
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HART Devices in Function Diagrams

ﬂ HART Device Type Objects in 800xA system are supported in Function Designer
by default.

To configure a signal connection to a HART device in a Function Diagram perform
the following steps: the Function Component for the HART device from Object
Type Structure: Object Types> Field Device>\HART Actuatorsor Object
Types> Field Devices> HART Transmitters, e.g. ABB Generic HART
Transmitter.

12. Connect the pin of the HART device to a fitting pin of an inserted Control
Module, Function Block or Function.

. ;| AnaloginCC |

Mame Cut
Description
—Analoginput

S0 )

- FD2._AnalogOutCoi - 4 - | FD2_ABE_Generic_HART. |
AnalogOutCC L . $xControl Structure:ARL

CC' Mame AnalogOutput
- [' -jDescription
In

]

BT

Figure 162. Function Diagram with HART Devices

To allocate the HART Devices to HART-1/O boards, e.g. Al895 or AO895:

1. In Function Designer with the opened diagram click
Allocation > 10 Allocation to open the IO Allocation tool in the context of
this diagram. The right pane shows the HART devices in the context of this

diagram.
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2. On the Boards object in the left pane of the IO Allocation tool click right to
open the context menu.

3. Click Insert Elements and add the needed boards from the Control Structure
of the structure browser.

4. Drag and drop the HART Device Type Objects from the right pane to the left
pane, for example on the Boards object to automatically do the allocation.

Production SI10Sys1 - I0-Allocation

File Edit Yiew Options Help

=[] Boards # | | Signalame Type Allocation | Channel

SR ==Contraller_L.Hardware.0.11.107 AOS95 | | @ Fo2_aBE_Generic... Hart:AG  ==Controller_1 Hardware,0,11,107 ACS95 1
1 AO - FDZ_ABB_Generic_HART_Actuat |\ @ rpe nBR Generic... Hart:al  ==Cortroller_1.Hardware.0.11.106 AI895 1
280
380
480

|
a
a
a
] sa0
a
a
{

6 A
T AQ
g A

' 1 Al - FDZ2_ABE_Generic_HART _Transmi
] zal v
£ > £ >

8 channels, 1 used, 7 free, 0 invalid

Figure 163. 10 Allocation of HART Devices

5. In Function Designer generate configuration data to write the allocation
information to Control Builder M Professional (or use Writeto CBM context
menu item on the Boards object).

3BDS011222-600 C 287



Device Management FOUNDATION Fieldbus

PROFIBUS Devices in Function Diagrams

There are two possibilities to support documentation and navigation needs for a
PROFIBUS device in Function Diagrams of Function Designer:

*  Referencing the IO variable representing the device in the control
application using a diagram reference.

* Adding an own Function aspect with a Function Component to the device
type.

Refer to System 800xA Engineering, Engineering Studio Function Designer
(3BDS011224%).

Device Management FOUNDATION Fieldbus

To create FF topology objects, as there are HSE subnets, FF linking devices, FF
Host objects CI860s, FF H1 devices, FF applications etc., predefined FF objects
have to be instantiated within the Control Structure. These predefined FF objects are
located within the FF Libraries in the Object Type Structure.

The editing of the libraries, e.g. the change of block class parameters, is executed in
Fieldbus Builder FF. After the changed library contents have been uploaded to
800xA system, the changes are available in the Object Type Structure.

The configuration of an FF HSE subnet typically begins in Plant Explorer with the
insertion of an HSE Subnet object in the Control Structure. The insertion of new
objects can be done in Fieldbus Builder FF as well as in Plant Explorer. Special FF
configuration settings as Parameter settings etc. are provided by Fieldbus Builder FF
only. When the configuration is done and saved in the Fieldbus Builder FF, the
configuration data of the HSE Subnet is automatically uploaded to the Plant
Explorer Workplace and appear in the Control Structure.

In Fieldbus Builder FF precisely one HSE subnet can be configured. The structure
of the hardware used (H1 and HSE devices as well as OPC Server FF) is set up, the
functionality of the application configured and loaded into the devices and stations.
Working on the same or other subnet with different Fieldbus Builder FF instances is
simultaneously possible. Objects that shall be edited have to be reserved by the user
and then are locked for all other users.
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If the 800xA system includes several HSE subnets, which can be configured by
different instances of Fieldbus Builder FF. All Fieldbus Builder FF instances and the
Plant Explorer Workplace work with the same FF libraries.

A new opened instance of Fieldbus Builder FF always provides the actual FF
libraries. If during runtime of a Fieldbus Builder FF instance a library update has
been performed it gets visible in the status bar by a red LIB writing. An upload of
the updated libraries can be started by double-click on the red LIB writing, refer to

Figure 164.
x
1 E A new library has been saved, Shall your project be updated?
.
woo |
| KN | i
LIB [BB_LD1_L4 (H1 Link} [Installer 4

Figure 164. Mark for Library update

Commissioning is the operating mode of Fieldbus Builder FF which permits
precommissioning and loading of objects. In addition, the commissioning mode
offers the opportunity of displaying and modifying online data.

In contrast to the configuration mode, however, no structural modifications may be
made to the objects. Precommissioning can be performed and the configuration data
can be loaded into the physical devices only if the configured structure has
undergone a plausibility check in configuration mode.

Besides precommissioning and the loading of objects, the individual parameters of
the FF blocks can be edited. Therefore, parameter setting of the FF blocks is
possible without reloading the FF Application objects concerned.

Despite similar interface, configuration and commissioning are two different
processes. Commissioning requires communication links with the devices on the
HSE subnet and the subsidiary H1 links.

It is possible to switch directly between configuration and commissioning modes.
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The following steps give you instructions how to configure and commission an FF
Application using Fieldbus Builder FF:

Step 1: Check, Save, and Upload FF Libraries
Step 2: Create and Configure an HSE Subnet
—  Step 2a: Create HSE Subnet

—  Step 2b: Configure HSE Subnet

Step 3: Configure the FF Application

Step 4: Load the FF Application

—  Step 4a: Precommissioning

—  Step 4b: Commissioning

Step 5: Using FF Data

Prerequisites and Requirements

The following requirements must be met, in order to be able to carry out the steps
described here.

An 800xA system has been created and started.
The following system extensions have been added:
— AC 800M Connect,

—  Fieldbus Builder FF,

—  FF Device Integration Library - Basics.

Device object types for those field devices intended to be used in the project
have been added to the FF device library. Refer to Device Library Wizard on
page 235.

The Plant Explorer of Engineering Workplace or Plant Explorer Workplace has
been started.

The user has Configure and Download permissions.
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Target Group

The instructions address users, who are familiar with FOUNDATION Fieldbus and
are acquainted with the parameter setting of the FF devices used.

Step 1: Check, Save, and Upload FF Libraries

After device object types have been added to the FF device library with the Device
Library Wizard, a plausibility check of the FF libraries has to be carried out
following the procedure below.

1.  Open a Plant Explorer Workplace.

Use the Structure Selector to open the Object Type Sructure.

Use the Object Browser to navigate to FF Libraries Object Type Group.
Select the FF M anagement aspect.

Click Open Project.

If necessary edit Library.

N ke

Select menu item: Tools > Check whole project.

The Plausibility Check Error List is displayed. In the list, a differentiation is
made between errors, warnings and information. Errors must be remedied for a
successful plausibility check. The logical error checking status is indicated in
the library tree. Here, ¥ stands for a plausible element and ¥ indicates an
element which has not yet been checked for logical errors or which has an error
(refer to Figure 165).

=-mp FHWSYS (FF Network)
B- ,ﬁ ¥ HSE_Subnet1 (HSE Subnet)
----- 4L, FRHSE_Host1 (HSEHostCIa60)
R  FF_HSE_D_001 (ABE LDSOOHSE)
Eﬁ'—, o H1_Link_001 (H1 Link)
E--@ o Schedule_001 (H1 Schedule)
,‘ FEAPP_001 {FF Applic'’n}
-B{E ./ FF_FEAPP_OD1 (FF Applicn)
) o4 TI_1809 (ABE 600T_EM )
» +f yFI_1802 (SMAR TF302)
----- Py FY_1802 (SMAR FI302)
----- o fg WY1 (OPCServer FF)

Figure 165. FF library Checked for Logical Errors
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8.  After a successful check for plausibility, save the FF libraries by means of FF
Object editor > Save.

9. Exit Fieldbus Builder FF by FF Object editor > Exit
10. Return to the Plant Explorer Workplace and select the FFUpload aspect.
11. Click Upload.

The upload mirrors the FF class objects checked in Fieldbus Builder FF to the
Object Type Structure in the Plant Explorer Workplace.

12. After a successful upload, the green traffic light symbol indicates that the FF
libraries have been synchronized.

Step 2: Create and Configure an HSE Subnet

An FF network consists of at least one HSE subnet, HSE linking devices and any
number of H1 links as well as one OPC Server FF for communication of System
800xA objects with the FF network. An HSEHostCI860 device enables data
exchange between the FF network and an AC800M controller.

HSE linking devices, HSEHostCI860 Devices and OPC Server FF will be
connected directly to the HSE subnet. HSE linking devices connect the H1 links to
the HSE subnet. The H1 devices are connected to the H1 links.

An HSE subnet is created in Plant Explorer Control Structure. It can be edited by
means of Fieldbus Builder FF as well as within Plant Explorer Workplace.

To create an HSE subnet, follow the procedure below.

Step 2a: Create HSE Subnet

1. Use the Structure Selector in the Plant Explorer Workplace to open the Control
Structure.

2. Select the Root object and insert a new object with New Object.
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3. Select the HSE Subnet object and enter a name for the object (refer to
Figure 166).

New Object [ %]

Common |Pr0duct Type Structure I [~ Object deseription

- *Genetic Type

B- Object Types

-- 3-rd party OPC server support
[#]- 3rd Party Products

[#]- AEE Products

[#]- AEB System

-- Asset Monitars

-- Asset Optimization

-- Control System

[+ DL'WData X
E| FFLibraries %Ed U
- L HSE Subnet

eld Devices

[#]- Functional Flanning
- HART Multiplexer El |

| v

=
=

—Additional Arguments

¥ | shiow &ll I List presentation

Advanced. .. |

Cancel Help

Figure 166. Selection of the HSE Subnet

4. Insert the object by clicking Create.

You have thereby created a new HSE subnet with up-to-date data for the FF device
and block classes from the FF Library. In the following this HSE subnet will be
configured with Fieldbus Builder FF.

Step 2b: Configure HSE Subnet

The HSE Subnet can be configured in the Plant Explorer Workplace or in the
Fieldbus Builder FF. Open a project in Fieldbus Builder FF by:

1. Select the FF Management aspect at the HSE Subnet object or its context
menu.

2. Click Open Project.
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3. Fieldbus Builder FF starts with an empty HSE subnet.

E Only a new and empty HSE subnet does not need to be reserved for editing in
Fieldbus Builder FF. In this case the reservation will be set automatically.

Create HSE Subnet Structure

4. Configure your desired FF network by successively inserting objects in the
sub-level of an object by means of

5. a) In Plant Explorer Workplace:
Context menu > New Object...
b) In Fieldbus Builder FF:
Edit > Insert

as per Table 11.

Table 11. Structuring of FF Objects

FF Object FF object types of the subordinate level
FF Network HSE Subnet
OPC Server FF
HSE Subnet Linking Device Module
HSE Host CI860 (HSEHostCI860)
HSE Linking Device H1 Link
H1 Link H1 Schedule
H1 Devices
H1 Schedule FF Applic’n (FF Application)

H1 Link and H1 Schedule are always inserted together when created with
Q Fieldbus Builder FF.
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An HSE subnet with all the FF objects listed in Table 11 is shown in the example in
Figure 167 (displayed in Fieldbus Builder FF).

E-mp o HWSYS (FF Metwark)
B- ,ﬁ o HSE_subnet1 (HSE Subnet)

----- &L, HSE_Host1 (HSEHostC1860)
o&D o FF_HSE_D_001 (ABE LDE0OHSE)
Elﬁrp o H1_Link_001 {H1 Link)
E| @ o Schedule_nn1 ¢(H1 Schedule)
----- ,’ FEAPP_001 {FF Applic'n}
----- o FF_FBAPP_001 (FF Applic'n)
,.', o & TI_1809 (AEE 600T_EN )
o) fyFI_1E02Z (SMAR TF30Z)
Lep )y FY_1B0Z (SMAR FI1302)

----- B/ Gyl (OPCServer FF)

Figure 167. Example of a Configured HI Link

Set Parameters

After the FF devices have been inserted into the FF Application, their parameters
must be set following the procedure below.

6.

Define the IP addresses and network settings for all stations in the HSE Subnet:

a.

HSE Linking Device
Select the HSE linking device object > Edit > Properties

Context menu > Properties.

HSEHostCI860 Device
Select the HSEHostCI860 object > Edit > Properties

Context menu > Properties.

OPC Server FF

FF Object Editor > Network Configuration

Select the OPC Server FF and enter IP address in the Client/Server network as
well as IP address in the HSE subnet.

ﬂ The properties dialogs will appear automatically while creating the new objects.
All network settings are condensed displayed in the Network Configuration
dialog and can be edited there as well.
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Instantiate Function Blocks (optional)

Some H1 devices do not display any function blocks after the insertion. These are
H1 devices with instantiable function blocks, into which the required number of

different block types can be inserted.

8. Open the context menu in the graphic view of the H1 device > Create

Function Block.

All the available block types are displayed in the following dialog (refer to

Figure 168).

9. Select a block and insert it in the H1 device with Create.

The number of created instances is displayed in the Created Instances column
and the available number of function blocks for each type is displayed in the

Available Instances column.

Create Function Block B

| Created instances

| Available instances

-

[FBlaaim sMaR
[F8la0-sTD
[FBl&RTH sMaR
[FB|cHAR sMaR
[FBlcT smaR
[FB|E-FID SMaR
[FB|E-FID SMaRD
[FB|INTG SMaR
[FBJ1SEL SMaR
[FB|LLAG sMaR
[FBlosDL sMaR
[F8lFID - 57D
[FB|sPG sMar
[FB|sPLT sMaR
[FBI TIME 5MaR

i

=R e R e e e e e R e e e

Create |

18
2

18
18
18
18
"
18
18
18
18
18
18
18
18

Cloze

Figure 168. Instantiation of Function Blocks

Check and Save Project

10. After all the FF objects have been edited, check the whole project for
plausibility by means of Tools > Check whole project or Check button.
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After the logical error checking has been carried out, the Plausibility Check
Error List is displayed. In the list, a differentiation is made between errors,
warnings and information. Errors must be remedied for a successful
plausibility check. The engineering status comprising the logical error
checking status and the commissioning status is indicated in the tree. Here, ¥
stands for a plausible element, Y for a plausible element which has not yet
been loaded, ¥+ for a plausible element which has not yet been
precommissioned, ¥» for a plausible element for which download information
has not been generated completely, and ¥ indicates an element which has not
yet been checked for logical errors or which has an error (refer to Figure 169).

== 53 IS
=-f2 8 HSE _subnet1 (HSE Subret)
- Q.J]ngF HSE_D_003 {ABE LDB0OHSE)
----- ‘A of FF_HSE_H_001 (HSEHoshCIGEN)
- 0] ¥ FF_HSE_D_002 {ABE LDBOOHSE)
=-&0 /;,,FF HSE_D_001 {ABE LDE0OHSE)
= ﬁ.ﬁ o FF_HI_LT_001 {H1 Link)
E| @ of FF_SCHED_001 {H1 Scheduls)
: ET.E o FF_FBAPP_001 (FF Applicn)
/:.FI 1201_FF (ABE 600T_EM 3
ety o TI_1201_FF (SMAR TF302)
: 1-., JNFY_1201_FF (SMAR F1302)
----- »_f& o Host_FF_ctrl (FF HOST)
----- _! g Connect_01 (OPCServer FF)

Figure 169. HSE Subnet Partially Checked for Logical Errors

11.

12.

After a successful check for plausibility, store the HSE Subnet by means of FF
Object editor > Save or Check button.

Exit Fieldbus Builder FF.

Upload HSE Subnet

13.

Return to the Plant Explorer Workplace. An Upload of the HSE Subnet is
performed when the project is saved.

If there occurred any problems in the FF M anagement aspect of the HSE
Subnet a red traffic light indicates a problem during upload. The Available
Subnet Version and the Uploaded Version are different. This is also indicated
by a red traffic light. In the bottom of the preview details concerning the upload

3BDS011222-600 C
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are shown in an upload log. After clearing the faults a new upload can be
started manually by means of the Upload button.

After completion of the upload the Available Subnet Version and the Uploaded
Version are identical, accompanied by a green traffic light.

Step 3: Configure the FF Application

For executing the desired automation function, FF blocks are linked together in an
FF Application. In the following example a simple control loop, which is controlled
by means of an external set point from the AC 800M controller, is configured in FF
devices.

1. Select an FF Application object in the Plant Explorer Control Sructure
(refer to Figure 170).

=@ Root, Domain
=-Fi H3E_subnet1, HIE Subnet
=-&0 FF_HSE_D_001, ABE LDE0OHSE
= Egp H1 _Link_01, H1 Link
¥ FI_1802, SMAR TF302
v, FY_1802, SMAR FI302
E% schedule_001, H1 Schedule
- FEAPP_001, FF Application
¢ =-B{E FF_FBAPP_O01, FF Application
¥ TI_1809, ABE 600T_EN
----- ) HSE_Host1, HSE Host CIZ60
[ Fi HSE_subnetz, HIE Subnet

Lost And Found
[#]- M_iCM1, Control Network

Figure 170. Selection of the FF Application
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2. Click Open Project in the selected FF M anagement aspect or via context
menu (refer to Figure 171).

Open Project
Status / Lock Information
Status: [T IYou are up-to-date
Locked by: INot Locked

Figure 171. FF Management Aspect
3. Reserve node by means of Context menu > Reserve node. Then the H1 Link
where the Application is connected to will be locked for editing.

4. Select the application object in the object tree. Fieldbus Builder FF opens the
FF Application Editor for the selected object. The editor starts with an empty
canvas. Now function blocks can be placed on the canvas of the editor and
connected to each other following the procedure below.

Insert Function Blocks
5. To insert a function block, switch to Link View in the lower part of the editor.

All HI devices of the H1 link are displayed with their function blocks in the
Link View (refer to Figure 172).

- Iir!k address 4097 (FF_H1_LI_001) -
-rla ABE 500T_EM (FI_1201_FF)

Figure 172. Link View
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6. Select a function block and place it on the canvas with the left mouse button
held down. As an example use an analog input (Al), a controller block (PID)
and an analog output (AO) as shown in Figure 173.

Fhzo1 FIC12m Fyizm
A
ke = e
Aal- ABE FIO-5TO aQ-5TOD
auT oI auT ACAS_IN auT
ACAS_IN BKCAL_OUT BKCAL_OUT
<FI_1201_FF: JEKCALIN

TRE IN.D <FY_TZ0LFF>

o TRK_WAL
o FF_vaL

<FY_TZ0LFF>

Figure 173. Function Blocks

7. After insertion, give the function blocks a tag name:
a. Select the function block.

b.  Open the parameter dialog by means of Edit > Properties
or
Context menu > Properties.
or
simple double click the function block.

c. Enter the tag name in the Name field.

d. Click OK to close the dialog.

Insert FF Signals

FF signals are used for the connection to the AC 800M controller or between H1
links/FF applications within the HSE subnet.

8. Insert FF signals as described below.

a. Click and hold the desired function block input or output pin. Move the
curser to a free space on the canvas and release the mouse button.

b. Anempty signal box is displayed where the signal can be entered directly
(refer to Figure 174).
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C.

Insert signal name (in the example vICc1436 BCO) and finish with enter.

P45 Al

A

Al - FF

OUT @

ZPI1435:

Figure 174. FF Signals

d.

WIC1436_PID
e
E-PID ABB1
IN ouT
CAS_IN BKCAL_OUT
BKCAL_IN
TRE_IN_DO
TRE_ WAL
FF_WAL

SACT46_ A0

CAS_IN

e

A0 - ABBD
OuT e
BECAL OUT e

AACT436>

AACT436

WC1436_BCO

The signal dialog is now opened. Check the settings in the dialog. It is
recommended to use the default setting Auto for Data Type and Usage.
These settings will be defined during the commissioning process.

Table 12. FF Signal Settings

Data Type

Auto
Analog
Discrete

Usage

Auto
H1
HSE

Confirm these settings by means of Apply.

Select the Host by which the signal shall be used in the Used by area of the
signal Properties dialog.

The Host must be reserved by the user to enable the configuration of signal
Q usage by the Host.

g.
h.

Conclude it with OK.

Insert another FF signals accordingly (see Figure 175).
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Connect Function Blocks and FF Signals

9. Connect the function block pins as shown in Figure 175. To do this, drag the
connecting lines with the left mouse button held down, the routing of the signal
line is automatically defined by Fieldbus Builder FF.

Pl435_Al1 WCT436_PID WACTE36_ M0
A e Flr
Al - FF E-PID ABB1 A0 - ABBD
auT IN auTt CAS_IN OuT
Cas_IH BECAL_OUT BECAL_OUT
<PI1435 BKCAL_IN p Ty
TRE_IN_D
A TRE WAL
A FF_WAL
1 [
I SACT436_CAS] } AT A, { WCT436_BCO

Figure 175. FF Application

The FF PID control loop requires a feedback from the FF AO block. In the
Q example, the BKCAL_OUT of the FF AO block is fed back to the BKCAL_IN of
the FF PID block. The same applies for the master controller in the AC 800M

controller.

In the example, the external set point from the AC 800M controller is
communicated to the FF block by means of FF signal VIC1436_CASI. The FF
Signal VIC1436_BCO is used for feedback to the AC 800M controller.

Set Function Block Parameters

10. After the function blocks have been inserted into the FF Application, set their
parameters following the procedure below for each function block.
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a.  Open the Properties dialog of the function block by double clicking the

block in the FF Application object or in the H1 device object (refer to
Figure 176).

Ml Properties: TR8010 Fisho x|
~General data

tame: RO ot
Yalls Sets
Longtext: |

=1 Advanced Bl
_____ 3 Propeties 8 Auta Tvl Calib
----- 3 Black Info r
Manual Tl Calib

----- El Bzl Somyemss L i e

3] Alam Parameters pr "

Relay Adjust

=1 DD Menus QRelay Adi
B Top Level & Tl Sensor Adjust

b 3k Supply Press Sensor Cal

B Colbiat= 4 Press A Sensor Cal
)}z Device Diagnostics
[+ [ Device Variables & Press B Sensor Cal
|
|

Device Diagnostics
Display
-4 Setup
| Basic Setup
E-5g Detailed Setup
15 Overview
1z Respanse Cantrol
L] Blerts
] Instrument
fos ] Walve and Actustar
2] Mal Channel Map
------ ] Alert Handling
7] Calbrate
[+ ] Parameters
=11 Details Windows
"= Plausibillty Check Enor List il

ok I Cancel Apply Help

Figure 176. Block Properties Dialog

b. At least check the parameters of Table 13 during parameter setting.
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Table 13. Parameters to be Checked

Parameter

Description

ALERT_KEY

The value of the ALERT_KEY must be in the range 1 .. 255.

MODE_BLK

The mode parameter consists of several parts. The Target

mode defines the mode of operation which the block should
adopt. The modes of operation into which the block can be
switched via the Target mode are specified by means of the
Permitted Mode. The Actual mode shows the current mode
of the block. The following modes of operation should be set
for the block types (refer to Table 14).

Scaling

Customize the scaling of the individual blocks to the
requirements of your process.

Table 14. Recommended Modes of Operation for FF Blocks

Block Type Recommended Mode of Operation
Resource Block Auto
Transducer Block Auto
Analog input (Al) Auto

PID Controller Block

Man, Auto or Cas(")

Analog Output (AO)

Cas

(1) Dependent on the functionality of the controller.

mode at the same time.

Q For running a block in the Cascade mode, Auto and Cas are to be set in the target

Configure Alarms and Events

Configuration of FF alarms and events is done by setting the appropriate block
parameters requiring the following steps:

— Enable FF alarms and events for each device.
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—  Configure FF alarms and events for each block.

11. For each FF device which shall support FF alarms and events enable this
feature following the procedure below:

Open the Properties dialog of the resource block.
b.  Check the “Reports” bit of the FEATURE_SEL parameter.

c. Configure the parameter LIM_NOTIFY.
This parameter defines the maximum number of alarms the device sends
out an event notification for, without receiving a confirmation.
LIM_NOTIFY may equal MAX_NOTIFY.
If LIM_NOTIFY is set to zero, no alerts are reported.

d. Configure the parameter CONFIRM_TIME.
This parameter defines the timeout for confirmation. The alarm
notification will be resent, if the device has not received a confirmation
within the specified time. Recommended value: 320000 [1/32 ms], which
is 10 seconds.

12. Set the values for the following parameters which are relevant for the general
alarm configuration in Advanced > Properties view of the Block Properties
dialog:

a. ALARM_SUM

This parameter is used to selectively deactivate alarms for the block.

b. STATUS_OPTS (optional)
If a block contains the parameter STATUS_OPTS, the "Propagate Fault
Forward" bit must be unchecked to enable alarms.
Block alarms will be reported regardless of this option.

c. ALERT KEY
This parameter is used as 800xA area information.

d. ACK_OPTION
This parameter defines the user acknowledge behavior for the alarms of
the block.

13. Configure alarm pointsfor FF Process alarmsby setting the following
parameters in Advanced > Properties view of the Block Properties dialog:

a. the alarm hysteresis (ALARM_HYYS),
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b. apriority (e.g. HI_PRI) for each alarm point, and

c. alimit (e.g. HI_LIM) for each alarm point.

E FF contains the alarm priorities O to 15. Priority 15 represents most important
alarms.

The FF alarm priority impacts the communication of an alarm. In the case of
multiple alarms in a FF device, alarms with the higher priority are communicated
with preference. In particular there is no notification for alarms of priority less
than 2.

The FF alarm priority has no impact on the OPC Severity or the associated 800xA
Alarm Priority of an alarm point.

14. With the Alarm Parameters of the block you can:
a. change the default Category value for manufacturer specific alarms,

b. change the default Severity value, and
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c. enter alarm texts for FF Process alarms (refer to Figure 177).

Il Properties: TRE010 Fisho

[ General data

Wame:  [pzvooz TEL short |
slue Sets
Long bext: |

= (1 Advanced
3] Propetties

3] Block Info
3] Download Sequence
B3 Alaim Parameters
(1 DD Menus Wame Category Severity alarmt| Limit |Priority | Disable Auto Ack.
[ Parameters MAINT |FF Maintenance —Medium
(= ] Details Windows BLOCK |FF Maintenance  High o I
-5 Plausibilty Check Error List ADVISE|FF Maintenance  Medium
[ |UPDAT |FF Tracking Medium
FAILED|FF Maintenance  Medium

O | Cancel | Apply Help

Figure 177. Alarm Parameters Tab

Configure Data Exchange with AC 800M Controller

15. Configure the HSEHostCI860 object for data exchange with the AC 800M
controller following the steps below.

a. Select the Signal list by means of Tools> Signal List.
b. Select the signals to be configured. Multi selection is possible.

c.  Check the Host by which the signal shall be used. If the communication
direction is IEC61131 -> FF, check, whether the source parameter is set to
“yes”. Refer to Figure 178
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d. Define Data Type and Direction for the channel; refer to Table 15.
Table 15. Channel Definition
Data Type |Analog (DS-65)
Discrete (DS-66)
Direction FF ->1EC61131 |from the FF device to the AC 800M
IEC61131 -> FF  |in the opposite direction

x
Signal list | Cross references I
Mame | Type | Data...l Usagel Group | Llnit | Scal... | Scal...
FICT201_BKCAL Pub... Anal.. Auto 10000000
FIC1201_SP | Pub.. | &nal. | Auto | | % |00 11000}
1| | i
r— Filter
¥ Client/Server  Mame: |FIEI"
¥ Pub/Sub Group: I
Uszed by
| Host/FE | Fir | Data ... | Source | Cycle time | 140 Descriptio
Hostl Qw0 Analog | es 1000
Controll IMN_2 Analog | Mo 1000
| | B
= |
4

Figure 178. Example for signal usage configuration

The signal configuration of a host object can be displayed by opening the
Properties dialog of the host object either by double clicking on the host object
or by selecting the host object and Edit > Properties. The tab Referenced
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Signals displays read only the assigned signals and its configuration (see
Figure 179).

x
General data
Nome:  EEREERR Shotttest |
Long text: I
Communication  Aeferenced Signals |
Default publisher cycle time [me] : _
Channel [rata type Direction FF Signal Cycle Time Lnit Comment
C/5 Connect Generic C/5 Client/Server BE_FI1134_P_THk
I/, 3072 Analog [DS-65) FF -» [ECE1131 EE_TI1136_T1 1000 T
I 3073 Analog [DS-65) FF -» [ECE1131 EE_TI1136_T2 1000 T
I/, 3074 Analog [DS-65) FF -» [ECE1131 EE_IC1135_ECO 1000
I/, 3075 Analog [DS-65) FF -» [ECE1131 EE_FI1134 P 1000
I'w/. 3076 Analog [DS-65) FF -» [ECE1131 EE_FI1133_P 1000 %
I/ 3077 Analog [DS-65) FF -» [ECE1131 TI1434 T1 1000 T
w0 Analog [DS-65] IECE1131 - FF BB _IC1135_Cal 1000
1| | i
Calculated FF communication load : I‘I T3%

[k | Lancel I Apply | Check | Help

Figure 179. Example of an HSEHostCI860 Configuration

The thus defined channels of the CI860 module can be assigned with I/O
variables in Control Builder M.

Schedule

A schedule which includes the time sequence of the function blocks and
communications from FF signals is automatically generated on storage of the FF
Application object. The contents of the schedule are based on the created FF
Application and the performance specifications of the H1 devices used. To display,
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select the H1 Schedule object (refer to Figure 180). For experienced users, there is
the possibility of moving the individual blocks in the schedule manually.

250, ms 500, ms 750, ms 1000 ms

g Communication blocks -1 s
IPITA3E A< OUT !
C1436_PID < OUT

<

ITI1434- Al < OUT
PI11435_All - PI1435
IPITA35 Al - 0OUT !
___|WIC1436_PID - VIC1436:
EVICT436 PID < 0UT
__[vIC1436_AD - VIC1436
: TI1434 FD-15s

VICI436 FD-1s

T11434_All - T11434
111434 Alt - OUT

_!’..El!ﬂliﬁﬁ—;LI

Figure 180. Example of a Schedule

Check and Save Project

16.

17.

18.

After the FF Applications have been created, check the configuration for
plausibility by means of Tools > Check whole project and correct any errors
which occurred.

After a successful check for plausibility, store the HSE Subnet by means of FF
Object editor > Save.

Exit Fieldbus Builder FF.

Upload HSE Subnet

19.

When the Fieldbus Builder FF is closed, the project is automatically uploaded
to the Plant Explorer Workplace. In the FF Management aspect of the HSE
Subnet object the status of the last upload is displayed by a traffic light. When
the upload failed, the Available Subnet Version and the Uploaded Version are
different.

If the upload failed select the FFUpload aspect and check the reason for the
upload failure in the aspect preview area.
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20. After correction of the errors, an upload can be started manually by clicking
Upload.

After completion of the upload the Available Subnet Version and the Uploaded
Version are identical.

The configuration of the FF network with the FF Application has now been
completed. Subsequently the configured data must be distributed to the connected
devices.

Step 4: Load the FF Application

Once it has been loaded, the data of the FF Application is distributed over the FF
network.

The FF Application is loaded in two steps. In the first step - the precommissioning -
a device assignment between the configured devices and the devices which are
actually present is carried out. Basic settings are written to the devices.

In the second step - the commissioning - the data of the FF Application is loaded
into the individual devices.

Step 4a: Precommissioning
The precommissioning is different for linking devices and H1 devices.

During the precommissioning of a linking device the tag name is written and the
configured H1 links are activated. For H1 devices, the tag name is written to the
device and the bus address set. The device ID is read out of the device and stored in
the Fieldbus Builder FF database. As a result, the device can subsequently be
detected. The configured blocks are loaded into H1 devices with instantiable
function blocks.

Precommissioning of a Linking Device

1. Select a linking device object in the Plant Explorer Control Structure.
2. Select the FF Management Aspect.

3. Start Fieldbus Builder FF with Open Project.

4

Reserve node by Context menu > Reserve node.
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5. Switch Fieldbus Builder FF into the commissioning mode by means of FF
Object editor > Commissioning.

Status information for the individual objects is displayed in the commissioning
mode.

6. Open the Write Linking Device Settings dialog by means of Object > Linking
deviceinitialization and address assignment...

7.  Start the precommissioning of the linking device by means of Continue (refer
to Figure 181).

Linking device initialization and address assignment

K 4 Linking Device (LD initialization will be performed.

Contral application and cyclic communication will stop for this LD and all connected H1
devices until the application is downloaded.

Before continuing with the requested operation, ensure that a stop of contral application is
acceptable under the curent system conditions.

Press "Continue'' ta continue with linking device initialization.
Press "Cancel” to cancel this function.

Continue |

Figure 181. Linking device initialization and address assignment

Precommissioning of an H1 Device

E Perform the Step 8 through Step 10 and Step 13 to precommission the H1 Device.

8.  After the linking device settings have been successfully written, Close the
dialog and select an H1 link of the linking device.
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9. Select H1 Link. The device list displays configured and active devices. Refer to
Figure 182.

=

™ s Toe oo o
salals] =ipin) ull sl 2|

|
o
2

L 41,381 v L] [  Criew | Dpae T, [ S

Figure 182. Device Assignment
10. Select an active H1 device and use the mouse to drag it on the configured H1
device in the device list containing the configured data for the active H1 device.

Depending on the pre-configuration state of the active H1 device the tag name
is written to the H1 device and the bus address of the H1 device set during the
device assignment. The device ID is read out of the H1 device and stored in the
Fieldbus Builder FF database.

11. Open the H1 Link Live List by means of Object > Livelist....

The live list is divided into two sections (refer to Figure 183).

zl
r~ Configured Dewvices: Active Devicas:

Address [PDTag | Device Type | Device ID Address [PDTag | Device Type | Device ID

ria34 TnAaz4 ABBTFOZ TEM 000320007E00000000000000008085... ria 34 TN434 .. ABBTFOZ TEM 0003200071E0000000000000000804..

ria3g Fl1435 ABB 2000T 0003200083-300234 ria 35 PI1435 .. ABE2000T 0003200089-300234

re36 WIC1436 TZIDC*20_w1 0003200026 TZIDC-FLOOALT ry 36 WIC1436 TZIDC*20_w1 (003200028 TZIDC-FLOOAL.

4] 12
™ Show Only Unassigned Devices Close

4

Figure 183. Device Assignment

The H1 devices actually present in the H1 link are listed in the right-hand
section. The left-hand section contains a list of the configured H1 devices.
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12. Select an active H1 device in the right-hand section and use the mouse to drag
it to the configured H1 device in the left-hand section which contains the
configured data for the active H1 device.

The tag name is written to the H1 device and the bus address of the H1 device
set during the device assignment. The device ID is read out of the H1 device
and stored in the Fieldbus Builder FF database.

You can also carry out the device assignment by selecting an H1 device and
Q opening the H1 Live List by means of Object > Assign device.... Select the H1
device to be assigned from the list and start the device assignment with Assign.

13. Repeat this process for all H1 devices in the H1 link and for further H1 links
and linking devices if required.

Step 4b: Commissioning

After all the requisite FF devices have been assigned, the FF Application can be
loaded into the individual FF devices and the OPC Server FF following the
description below.

Load FF Devices

14. Select the H1 Link, a Linking Device or if sufficient only a single H1 device.
The complete HSE subnet can also be selected for commissioning. Previously
not reserved objects will not be considered for commissioning.
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15. Open the Online dialog with Object > Online Dialog... (refer to Figure 184).

_1.Dnline Dialog: HSE Device: HSE_DEY_0D1

Yersion Info | Download to device | Upload from device | - HSE Device HSE_DEY_001
Wersion information

EJ HSE Dewvice HSE_DEY_001(Version OK, confic Canfiguration Yalue | CurrentValue I

E-of H1 Link FF_H1_LLD0T(Varsion OK, config ne || 1Ry ooy 00040000 00040000
- H1 Device FF_MY1 (device not presen) Session listversion 0004001 A 0004001 A
A RERES1_0001(device not present) WCR list versian 00040120 00040120

TEB: TRD2_0001{device not present)
FB: Mv1_All{device not present)
- H1 Device FF_TF1{version OK, config ni
{ RB: RES1_00020ersion OK, config n
o TE: TRODZ_0002(Version OK, canfig n
o FE:TFI_AI (Version OK, canfig nat ol || Addiionalinfarmation
@+ H1 Device FF_TZ10ersion OK, config ni
-of H1 Link FF_H1_LI_002(version OK. config m
-of H1 Link FF_H1_LI_003(%ersion OK, config i
I':'IJ H1 Link FF_H1_LI_004{2rsion O, config m

@+ H1 Device FF_TZ8(Version OK, config ni

[+
[+

< |

Close

Figure 184. Online Dialog

16. Wait until version check has completed, then switch to Download to device
tab.

The commissioning status in the tree structure indicates, which objects will be
loaded. Here, ¥ indicates that the object will not be loaded because on-line
data is up to date, ¥ indicates that an incremental download will be performed,
and ¥ indicates that a full download will be performed. ¥ and ¥ stand for
incremental or full download respectively where at an H1 link the Link Active
Scheduler (LAS) - the cyclic communication - will be stopped and at an H1
device the resource block will be stopped. # indicates an element for which no
on-line version check has been performed yet (e.g. because it was not
reserved).
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It is recommended not to change the default Global Download settings which
will result in an incremental download with block parameters not being loaded
and the LAS on the H1 links not being stopped.

E Default Global Download settings do not include block parameters. To include
block parameters select Changed parametersor All parametersin the Block
Parameters Download settings.

17. Start the download by means of Start, then press Continue.

The progress of the loading operation is indicated in a separate progress and
results dialog (refer to Figure 185).

_..Online Dialog: HSE Subnet FE_HSE_LINK =lo]x]

Version Info  Download to device |Up|nad from device | Download Info

Tag Name Farametar Na. Ohjectldx Errors

E-&, HSE Subnet FF_HSE_LINK{Mo version check)
=8

H1 Link FF_H1_LI_001{Incremental download)

% H1 Device FF_DEWVIC_002{Incremental download)

% H1 Device FF_DEV [T ep s x|
% H1 Device FF_DEY

% H1 Device FF_DEY | =* & |i ’_7 Cancel

E‘m A H1 Devica FF_ DEV FF_DEVIC_00z2: Ver. Check Close when finished [ Show Details [~

A H1 Device FF_DEV— T —

| |

Show Options Close

Figure 185. Download to Device

18. Press Closebutton to close the Online dialog.

Display and Modify Online Data (Optional)

After the FF Application and the OPC Server FF have been successfully
downloaded, online data for inputs and outputs and for block parameters are
available from the devices.

19. Display online data for inputs or outputs:

a. Select an FF Application object.
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b. Move the mouse cursor on a block pin or an FF signal line to display the
current values of input or outputs (refer to Figure 186).

Fiz0

A

AD-STD

=CAS M OuT e
BEkCAL_OUT
<FY¥_1201_FF: [é I
F¥1201.BKCAL_OUT
Walue: 39,45
State: 16#C0

Figure 186. Online Data

20. Display Online data for block parameters:

a. Open the Properties dialog of a function block by double clicking the
block in the FF Application object or in the H1 device object (refer to
Figure 187).

[ Generd
[Tre “['r:c.nz hentteat [

|Longtest |

Figure 187. Online Parameters
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21

22,

The column Value shows the Current values, a parameter value displayed with
a yellow background indicates that the current value read from the device is
different from the configured value in the Fieldbus Builder FF database. The
configured values are displayed in the column Configuration Value at the
right end of the table.

In commissioning mode methods are processing on the current values.
Methods are provided by the device vendors to handle complex device
functions and are not available for all devices.

For the commissioning of your FF Application, compare the Actual and Target
mode of the individual blocks. Actual and Target mode can differ from each
other, dependent on the signal statuses at the inputs of a block.

In this case, check the cause for example, if a sensor is not connected to the
device.

. To change values of individual parameters:

a. Change the value in the value field.
b. Click Apply to write the new value to the H1 device or

c. Click Cancel to discard the changed value and close the dialog.

o

Click OK to write the new value to the H1 device and close the dialog.

e. Closing the Dialog by OK or Cancel will open a new dialog with the
option to write all changes made in the parameter dialog into the Fieldbus
Builder FF database.

Current values in the H1 device which are not in the Fieldbus Builder FF
database (highlighted with yellow background) can be loaded into the database
as follows:

a. Mark one or more lines in the parameter dialog.
b.  Open the context menu.

c.  Start the transfer of the data by means of Upload marked.

For easily comparing and reconciling block parameters in the database and in the
devices use the Upload from Device tab of the Online dialog described in System
800xA Device Management, FOUNDATION Fieldbus Configuration
(3BDDO012902%).
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Upload HSE Subnet
23. Exit Fieldbus Builder FF.

When the Fieldbus Builder FF configuration is being saved, the FF data are
automatically uploaded to the PPA. In the FF Management aspect of the HSE
Subnet object the status of the last upload is displayed by a traffic light. When
the upload failed, the Available Subnet Version and the Uploaded Version are
different.

24. 1If the upload failed select the FFUpload aspect and check the reason for the
upload failure in the aspect preview area.

25. After correction of the errors, an upload can be started manually by clicking
Upload.

After completion of the upload the Available Subnet Version and the Uploaded
Version are identical.

Step 5: Using FF Data

For use in the AC 800M.

The FF signals entered in the HSEHostCI860 object in Fieldbus Builder FF are
automatically transferred to the CI860 object in Control Builder M.

The following steps require that the requisite hardware has been defined in a Control
Network in the Plant Explorer Control Structure.

1. Use the Structure Selector in the Plant Explorer Workplace to open the Control
Structure.

2. Navigate to the CI860 object in the Control Network.

3.  Select Insert Object from the context menu.
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4.  Select the appropriate HSEHostCI860 object from an HSE Subnet in the
following dialog (refer to Figure 188).

I %E Control Structure j

E--@ Rioot, Domain

- HSE_Subnet1, HSE Subnet
HSE_Subnetz, HSE Subnet
REFHSE_Host 2, HSE Host CIG60
&0 HSE_LD_002, ABE LDSOOHSE
&1 Test_LD1, ABE LDSOOHSE

Lost And Found
[#- M_CM1, Control Metwork.

i

Insert I Close | Help

Figure 188. Insertion of an HSEHostCI860 Object

5. Press Insert to confirm the insertion.

Thus a reference of the HSEHostCI860 object has been inserted below the
CI860 object as shown in Figure 189.

E--@ Rioot, Domain

- HSE_Subnet1, HSE Subnet
£ HE_subnetz, HSE Subnet

Lost And Found

Eg M_CM1, Control Metwork.

EE IM_Projl, Control Project
+ Applications, Application Group
=] [ Contrallers, Cantraller Graup

B[ M_Chrlt 1.0/0, AC 800M
-S4 Access Variables, Access Variables
-- Applications, Application References
-[ Hardware, Control Hardware Group
0, PMEE4 | TPE30

- System Alarms and Events, System Alarm and Event Group
‘% Tasks, Control Task Group
- [ M_Saftl 1.040, Soft Contraller

Figure 189. Example of an HSE Host CI860 Object in a Control Network

320

3BDS011222-600 C



Device Management FOUNDATION Fieldbus

6. Press Closeto close the dialog.
7. Select the CI860 object in Control Structure and switch to Control Builder M.

8.  Open the hardware editor via the context menu by means of Editor (see
Figure 190).

lolx]

Editor Edit View Insert Tools Window Help

[mEegvyan/va i@ 0g|&|o|motk[t L

Channel MNarme Type “ariable Protocol Info iI

Q2.0 FF Real FPublish 0 ReallD  |Application_1.BB_VIC1135_0UT_FF.Faorward BE_VIC1135_CAl

V23072  |FF Real Subscribe 0 ReallD  |Application_1.BB_TI1136_T1_FF.Forward BE_TI1136_T1

W23073 |FF Real Subscribe 1 ReallD  |Application_1.BB_TI1136_T2_FF.Forward BBE_TI1136_T2

¥2.3074  |FF Real Subscribe 2 ReallD  |Application_1.BB_VIC1135_0UT_FF.Backward |BB_%IC1135_BCO

V23075 |FF Real Subscribe 3 ReallO BE_FI1134_P

V23076 |FF Real Subscribe 4 ReallO BE_FI1133_P

W2.3077  |FF Real Subscribe 5 ReallD |Application_2.TIC1234_0UT_FF.Backward TI1434_T1

W2 6500 Mo of HSE publisher Dintl0 Extended status

I¥2.6501  |Mo of HSE subscriber DintlO Extended status

I¥2.6502  |CPL load DintlO E:xtended status

¥W2.6503  |Mo of send failed DintlO Extended status

W2 B504 Mo of exp. stall count Dintl0 Extended status

W2 6505  |Average FF load Dintl0 Extended status

D raraivad win nracocci Diintl(n Futandad ctatie i

E@% Connections _4_Status_#_Unit Status el | L]_I

|Row 10, Cal 3 Installer 2

Figure 190. Hardware Editor of the CI860 Object

The FF signals assigned in Fieldbus Builder FF are displayed in the
Connections tab in the Protocol Info column.

9. Assign I/O variables used in the programs and control modules of Control
Builder M in the Variable column.

For use in Process Portal

After the download of the FF devices and the OPC Server FF, online data from the
FF devices are available in the block objects in Plant Explorer through saving the
Fieldbus Builder FF.
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The data for the FF objects is available in the Control Connection Aspect. Graphics,
faceplates, trends, archives, among others, can access this data. Refer to the
respective manuals to configure these applications.

For further configuration information on Fieldbus Builder FF refer to System 800xA
Device Management, FOUNDATION Fieldbus Configuration (3BDD012902*).
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Batch Management

This section describes the Batch Management functions.

Flexible Batch Processing

Flexible batch processing permits control logic and resources such as equipment to
be used in a variety of ways to produce different products.

Flexibility is built into the Batch Management approach to configuring recipes. The
master recipe is created by drawing a flowchart of the process using an object
oriented approach. This flowchart is called a procedure function chart (PFC).

The objects used in the PFC represent:

*  Batch manager actions such as allocating an equipment resource, sending the
operator a message, or collecting data to be used later in a batch report.

*  Phase operations (created during controller configuration) specifically for the
requirements of a customer.

* A subprocedure.

These objects can be combined in any sequence supported by the batch resources.
The system permits configuration of procedures consisting of a single thread of
processing, branched logic, or parallel operations. At run time, the operator
monitors the progress of the batch run while viewing a copy of the diagram created
during procedure configuration.

Flexibility of formulas used to create batch products is enabled in a number of ways:
*  The equipment phase logic can find parameters specified by name.

e Values can be assigned to parameters in a number of ways, including by the
operator at run time (if the recipe is so configured).

*  The values assigned to parameters can be logical expressions, as well as fixed
values.

Configuration Overview

The tasks required to take advantage of the benefits of the Batch Management
flexible batch subsystem are:
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*  Planning resource use.
*  Writing equipment phase control logic.

*  Configuring the controller modules required to handle input and output data,
control loops, and execution of sequence logic.

*  Configuring the equipment database that describes the hardware and software
resources available at the site.

*  Creating recipes that can include both subprocedures and formulas, using
reusable logic components.

The controller and Batch Management can be configured simultaneously. Within
Batch Management, equipment must be configured before it can be referenced by
procedures.

Batch Management Configuration

Batch Management configuration tools (accessed various ways) provide access to
the:

*  Equipment database configuration - Batch Management records information
about the resources available for flexible batch processing in the equipment
database.

*  Procedure configuration - Batch Management stores procedures in the recipe
database.

*  Miscellaneous and default batch configuration.

Equipment Database Configuration

The equipment database is a collection of interrelated definitions of phases,
equipment and equipment groups. Equipment must be configured before procedures
can reference it (although changes can be made later).

The steps to configure the equipment database are:

1. Configure phase definitions, including the phase parameters, default values,
and access levels.
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Verify the phases match the equipment phases defined for the controller (EPT
control modules only).

Configure equipment names.

Specify equipment attributes. Identify characteristics of the equipment that
could have an effect on which equipment should be used for a particular batch.

Specify which phases can run on which equipment.

Define equipment groups.

Procedure Configuration

Once the equipment has been configured, procedures can be created that reference
the equipment.

Prior to procedure configuration, the designer may want to specify batch cells.

Batch Management procedures are configured by creating PFCs (procedure
function charts). Procedures are drawn using an object oriented approach. The PFC
created during procedure configuration will also be used at run time by the operator
to monitor the progress of a batch.

The steps to create a procedure are:

1.
2.

Configure the procedure header providing information about the procedure.

Configure the standard operating procedure (SOP), which is a textual
representation of the procedure (optional).

Configure procedure parameters.
Create the PFC.
a. Add objects representing batch manager actions to acquire equipment.

b. Add objects representing phases, subprocedures, compute batch manager
actions, message batch manager actions, and so on, which includes
defining each object. Procedure specific values for procedure and phase
parameters can be included.

c. Add objects representing batch manager actions to release equipment.

d. Add connector objects linking objects on the PFC.
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Miscellaneous Batch Configuration

Additional batch configuration activities are performed using various methods.
These activities include defining message priorities, specifying the number of
backup versions of procedures to be retained, and the option to change the colors
used in PFCs. The retention limit for display of completed batches is also specified
using these methods.

The Batch Management batch manager runs under System 800xA. When the
software is installed, a node is designated as a primary server. A second node can
optionally be designated as a redundant server.

800xA History

This section describes the configuration of Log Templates and Log Configuration
aspects of 800xA History. Every data point stored in the History server is called Tag.
User can configure the Tag properties to tune the update rate, compression etc. for
data storage.

A Tag can be created and configured using System 800xA which provides common
engineering environment for control system objects and history data points. The
configuration is automatically synchronized between System 800xA and 800xA
History Server.

In redundant History Server (High Availability) configuration, make sure to keep
the First Node of High Availability Server Up and Running before creating tags
using System 800xA.

This section also describes the configuration of event retrieval and event archiving.
For more information refer:

*  Configuring Event Retrieval

*  Configuring Event Archiving

Configuring Using System 800xA

To start the configuration of 800xA History Application, configure the 800xA
History Log Collector Link and Sync Service.

800xA History Log Collector Link and 800xA History Sync Service are created
automatically by System configuration console.

326
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800xA History Logs

1. 800xA History Logs include the following logging options:
a. Current History Only Log
b. Aggregate Log

Follow the steps below to create 800xA History Logs:

1. 800xA History Source on page 327

2. Creating Logs from System 800xA on page 332

800xA History Source

800xA History Source Aspect is used to define the Service Group responsible for
handling 800xA History Log Configurations

Import option in Log configuration aspect, which is used to modify historical
A data in a 800xA History log, is not supported.

E 800xA History Source Aspect is normally created in the Control Network Object
Type.
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1.

&R |/ Plant Explorer Workplace

IR St SJores
[ corvazmunes =

W Aot it Aspect

= @ Root, Deman
=1 % Cantrol
= 0% Froen FONL e
B i T TN Hetory
e

Right-click the object and click New Aspect from the context-menu.

Figure 191. 800xA History Source Aspect Configuration — New Aspect
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2. Select 800xA History Source Aspect and click Create.

cts of 'Control Network_CS1AB' Modified Modified b Desc... | Inherited Category name Version
xA History Source 7/420f2012 10:27:... LE\80OxAService  This ... B00xA History ... 1
Control Network Type Reference 3/26/2012 1:41:0... {CC8306F5-GF... False Control Network 1
% |Control Structure Fy20£2012 10:27:... LEYBO0OxAService  [Con... False Control Structure 1
History Source F10f2012 11:42;... LEY8O0Oxainstaler The... False History Source 1
%3Name 3/29f2012 11:48:... {CC8306F6-6F... The... False MName 1
ABName Uploader 3/26/2012 1:41:0... {CC8306F6-6F... Uplo... False Name Uploader 1
@Object Icon 11/2f2001 2:21:1... ACS00M Connect Obje... True Obiject Icon 1
OPC Data Source Definition 7y6/2012 7:15:21... LEY80Oxainstaler OPC... False OPC Data Sour... 1
[ == - [controlNetwork_C51AB:800xA Histe = ] % 7 il =
800x4 Hiztory Source
Select the service group to be used by all 800x4 History log configurations and S00=4 History Properties in all children
':3 hodes.
Service Group: [STLEBCS14B_SG =] Open |
Information
o Update of the 80024 History Server for a Service Group change can take long time for large configurations.

All logged data during change of Service Group will be lost for affected log configurations and 800x2, History Properties.

Figure 192. 800xA History Source Aspect Configuration — 800xA History Source
Aspect

3. In 800xA History Source aspect, select B00xAHistorySync Service Group
from the drop down menu and click Apply.

History Source

History Source Aspect is used to define the Service Group used by Log
Configurations in all children nodes.

Import option in Log configuration aspect, which is used to modify historical
A data in a History log, is not supported.

E History Source Aspect is normally created in the Control Network Object Type.
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1. Right-click an object and select New Aspect from the context-menu.

ng | je. ||E | I(Enher search name)

| [ro Fiter

I %E Control Structure

[

----- =] IPBO0XA, IPBODXA Folder

EQ Root, Domain

Analog_World, Con

= Control Network

Sunrise, Control Pre

Default Aspect

) Applications, Ap

[#-|4] Controllers, Cor

=58 History_64Bit, Generic
il History_64Bit, Gene

Q Lost And Found

[ 7®F OPC Servers, System A

Mew Object...
Insert Object...
Set temporary root
Cut

Copy

Faste

Paste spedial
Delete

Show Type

Control Network Type Reference

%] Control Structure
2 Name
B Name Uploader

% Object Icon

OPC Data Source Definition

References

Details...

Figure 193. History Source Aspect Configuration — New Aspect
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2. Select History Source Aspect and click Create.

Figure 194. History Source Aspect Configuration — History Source Aspect

3. In History Source aspect, select Basic Service Group from the drop down list
and click Apply.
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Creating Logs from System 800xA

The Object property to be historized in 800xA requires creation of Log
Configuration Aspect. Once the log configuration is created the storage information
is automatically updated in the History Server.

Following steps are required to create the log configuration:
1. Creating Log Templates
2. Creating Log Configuration Aspect in Tags

Creating Log Templates

The Log template is a reusable template for building many similar logs.Log
Template specifies the way a property should be logged. It is represented by a
Property log template which can consist of a hierarchy of log templates.

The Log Templates are created in 800xA Workplace Library Sructure.

Basically there can be three possibilities for configuring the Log Templates for
800xA History. They are:

1. Current History Only Log
2. Aggregate Log

Current History Only Log

The Current History Only Log is used when aggregates are not required for the
stored data. This option allows for storing the Current values only (or the data as it is
read from the control system).

Execute the following procedure to configure log template:

1. In the plant explorer, select Library Sructure> History L og Templates,
History Log Template Library.
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2. Right-click History Log Templates, History Log Template Library and
select New Object from the context menu. The New Object window appears
as shown in Figure 195.

4 LEG4 [/ Plant Explorer Workplace
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Figure 195. History Log Template Library — New Object
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3. Select History Log Template in the Common tab, and specify a name for the
history log template.

New Object =
Common |Pr0duct Type Structure I - Object deseription —
History Log Template ;I
History Log Template Library _I

-
—Additional Arguments
Object Icon
Mame
I Elank Templats|
[~ show all [V List presentation
Advanced... | Create I Cancel | Help

Figure 196. New Object window

4. Click Create. The history template is created for the History L og Templates,
History Log Template Library.

5. Select the newly created history template from the Library structure.
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6. Double-click the Log Template aspect in the aspect display area. The Log
Template window appears as shown in Figure 197.
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Figure 197. Log Template
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7. Right-click Property Log in the Property Log Template and select Add L og >
800xA History Log from the context menu as shown in Figure 198.
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Figure 198. 800xA History Log Template - Add Log

8. The log template is created with a default name under Property Log.
ﬂ By default, the base log template created will be named 800xA History.
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The 800xA History log template has two tabs. The tabs are explained in the
following sections. See Figure 199.

b'_ Blank Template : Log Template

=10l x|
JJ f&f;‘ - |BIankTempIahe:Log Template ;I .’c'j ,\? & i+ - - |
Property log Template: Log Definition | 80DxA History Log Definition |
E|-- Property Log -
@EI B00XA History Log Mame: I 300xA History
Log Type Source:
' Direct | 800xA History Log
€ Higrarchical P—
ervice Group:
= Lab Data ID—_I
pasc M
Collector Link:
& Linked ISDDxA History Log

Add Delete |

Cancel Apply | Help I

Figure 199. Log Template Tabs
Log Definition.

A log definition specifies the log name, log type, collector type, source of the log

(applicable only for hierarchical logs), collector used to collect data, and service
group that is handling the log.
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Figure 200. Log Definition

In the Service Group drop down, select Basic History Service Group, where the
800xA History Log Collector Link is configured (not the default selection). The

Collector Link specified in the Service Group drop down should be the same as in
the 800xA History Source Aspect.

338

3BDS011222-600 C



Creating Log Templates

Table 16. Log Definition

Field Description
Log Name The name of the log. By default, the base log created will be
800xA History. This field can be modified.
Log Type The type of log that is created.
The Direct option button is selected when the base log is
defined.

For other log that are created under the base log, Hierarchical
option button is selected.

Service Group Select the service group from the drop-down list used to specify
the service group responsible to handle the log.

ﬂ The Source and Service Group drop down displays the selected Collector Link
for the particular Log Template.

Execute the following steps to configure log definition:
1. Select the log to be configured.

2. In the Service Group drop-down list, select the Basic service group that was
created in the Post Installation steps on 800xA History Embedded Data
Collector Node.

3. Click Apply.

800xA History Log Definition

The 800xA History Log Definition tab is used to configure the log template to
collect historical data from 800xA and other 3rd party database. By default the log
template created will be a 800xA Log. 800xA History L og Definition tab specifies
how the data should be collected and stored, which affects the way data is
historized. 800xA History Aggregate logs can be created by selecting the
appropriate History Collection Template. Refer Table 17 for more information.
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Figure 201. 800xA History Log Definition

340

3BDS011222-600 C



Creating Log Templates

Table 17. 800xA History Log Definition

Field Description
Storage
UpdateRate The update rate is the frequency with which data is subscribed from 800xA

tag and stored in History Server.

Basically, it is a sample time between the two points to be stored in History
Server.

The update rate has unit milliseconds.

Following is an example update rate which can be entered:
3000 (ms), 9000 (ms) etc.

The default value is 1000 (ms) or 1 s.

Engineering Unit This is an optional input field. This field specifies the engineering unit of the
Object which is to be stored in History Server. Default setting is NULL.

There are two options for defining Engineering unit:
1. Enter Manually, for example kg-cm2, mmwc etc.
2. Subscription from Tag in 800xA.

To subscribe from 800xA following syntax should be used -
AspectName:Property Name, for example for AC800M Function Block
object it will be Function Block:Engineering Unit. Another example can be
Control Connection:Unit.

Min Value This is an optional input field. This field specifies the Low Limit for the
logged property which is to be stored in History Server. Default setting is 0.

There are two options for defining Min Value:
1. Enter Manually, for example 0, 100, -100
2. Subscription from Tag in 800xA.

To subscribe from 800xA following syntax should be used -
AspectName:Property Name, for example for AC800M Function Block
object it will be Function Block:Min. Another example can be Control
Connection:MinValue.
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Table 17. 800xA History Log Definition (Continued)

Field Description
Max Value This is an optional input field. This field specifies the High Limit for the
logged property which is to be stored in History Server. Default setting is
100.

There are two options for defining Max Value:
1. Enter Manually, for example 100, 200 etc.
2. Subscription from Tag in 800xA.

To subscribe from 800xA following syntax should be used -
AspectName:Property Name, for example for AC800M Function Block
object it will be Function Block:Max. Another example can be Control
Connection:MaxValue.

Description This field specifies the Description for the logged property which is to be
stored in History Server. Default setting is NULL.

There are two options for defining the description:
1. Enter Manually, for example Pressure Tag,Temperature Tag etc.
2. Subscription from Tag in 800xA.

To subscribe from 800xA following syntax should be used -
AspectName:Property Name, for example for AC800M Function Block
object it will be Name:Description. Another example can be Control
Connection:Description.

800xA History Aggregates

History Collection | This is an optional input field.

Template There are 10 different collection templates available in 800xA History and
they are pre-defined(i.e., no modification can be one on this methods). See
Table 18 for the description of this collection templates in 800xA History.

If History Collection Template is not selected then it is a Current History
Only Log(Log for which no aggregates are applied and only Raw Data is
stored).
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Table 17. 800xA History Log Definition (Continued)

Field Description

Aggregates This is an information field and it provides information on the History
Collection Templates with Aggregation Level.

For Each History Collection Template there are 3 levels of aggregation
available in 800xA History, they are:

1. 1Minute
2. 1Hour
3. 1Day

Now, depending on History Collection Template Selected the Aggregates
Field updates automatically.For example for AVG Template the Aggregates
will be:

AVG1minute;AVG1hour;AVG1day

Aggregate This is an information field and it provides information on the history level in
which Aggregates will be applied. The value will be Current History(or the
Raw Data History).

Display Format The display format is used only in case of real type of tags. The display
format specifies the number of decimal points to be shown for the real tag.
For example, 1,2,5 etc

The default value is 0.

Compression Compression is the amount of deadband applied for storing the tag. By
default compression is enabled. It is highly recommended that the
compression should be enabled to optimize the storage of data in the
History server.

In/Out This special parameter provides an information to the History server that
the property is of type read or read/write. This feature can be used for a
specific property of tag in the 800xA system, which allows DA write.

] In - If this property is selected, it means that the tag created in History
server is of type DA read-only. This is the default selection.

e Out - If this property is selected, it means that the tag created in
History server is of type DA read/write
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Table 18. History Collection Template and Description

Template Description
AVG Time Average
MIN Minimum Value
MAX Maximum Value
LVA Last Value
FVA First Value
SUM Sum of Values
DEV Standard Deviation
FOR Forecast Time
OPT Operating time
CNT Startup Count

Aggregate Log

The Aggregate Log is an extension to Current History Only Log where a user can
add aggregate option for the log. The aggregate methods are pre-configured and
have pre-defined level of aggregates, i.e., 1Minute, 1Hour, and 1Day. The various
aggregate options available with 800xA History are defined in Table 19:

Table 19. Aggregate Templates and Description

Template name

Description

AVG

Time Average

MIN Minimum Value
MAX Maximum Value
LVA Last Value

FVA First Value
SUM Sum of Values
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Table 19. Aggregate Templates and Description (Continued)

Template name Description
DEV Standard Deviation
FOR Forecast Time
OPT Operating time
CNT Startup Count

To create an Aggregate Log for 800xA History:

1. Create in Current History Only Log. Refer Current History Only Log for
creating Current History Log.
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2. Inthe Log Template window, select B00xA History L og Definition tab as

shown Figure 202.
b'_ Blank Template : Log Template _ ||:||1|
J_| f&f;‘ - |BIankTempIahe:Log Template ;I _’c'j )? & 4| w - |
Property log Template: Log Definition  800xA History Log Definition |
E|-- Property Log % 300xA Log
@E] 300xA History —~Storage
UpdaheRaheI 1000 ﬁmsecs Display Format IU
Min Value | -100.0000 Engineering Unit |
Max Value I 100.0000 Description |
Compression [v ID.DDDI 'l InfOut I[In] j

ConsistencyFindRoot |

—B00xA History Aggregates

History Collection Template Del_ehel

History Collecti... | Aggregates

AVG AVG Iminute; AVG 1hour; AVG 1day

MAX MAX Iminute;MAX 1hour;MAX 1day

< | o

Agagregate |Cu|'|'enﬂ-|ist0|"r'

€ External Log

Add Delete |

Cancel Apply Help

Figure 202. Log Template
3. In 800xA History Aggregatessection, click Add. A pop-up appears showing
all the History Collection template.

4. Select the specific History Collection Template as required by selecting the
check-box against the template.

5. Click OK. The selected history collection templates are displayed in the 800xA
History Aggregates section.

6. Click Apply.
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Creating Log Configuration Aspect in Tags

Log Configuration specify how different properties of an object should be logged. A
property log is instantiated with the 800xA History Log Template and the property
that should be logged.

The procedure for creating log configuration is same for Current History Only Log
and Aggregate Log. Execute the following procedure to configure log:

1. In the Plant Explorer, select any object from Control Structure which is loaded
to the controller and values are updating, for example Control Structure >
Root, Domain > <select an object>.

2. Right-click the selected object and select New Aspect from the context menu.
The New Aspect window appears as shown in Figure 203.

r—Aspect description

= :

- AES Error Conbext
- fues Warisble Table
- AesMHTMLAdapter
- AssPMCategorySupsrvision
& AesPropertyTransfer ;I

& Alarm and Event Presentation Aspect Icon
- Alarm Management

+- AlarmStatus

- A Authenticate Config

- Aspect Category Fikter -
< | ﬂ_,

F s JI T List presentation

e | cancel Help

Figure 203. New Aspect window

3. Select the List presentation check box available at the bottom of the New
Aspect window.

4. In the Common tab, browse and select L og Configuration aspect.

5. Click Create. The Log Configuration aspect is available in the aspect display
area of the plant explorer.
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6. Click Log Configuration aspect. The Log Configuration window appears as

shown in Figure 204.
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Figure 204. 800xA History Log Configuration window
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7. In the Log Configuration window, right-click the selected object and select
Add Property Log from the context menu. The New Property L og window
appears as shown in Figure 205.
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Figure 205. New Property Log window

8.  Select property and select the required data type and log template from the

respective drop-down list.

9. Click OK. The property is added for the selected object.
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Figure 206. Property for 800xA History

10. Browse and select the required log template. The L og Configuration window
is displayed with four different tabs as shown in Figure 207.
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Figure 207. Log Configuration window

Log Definition

Refer Log Definition for information on Log Definition tab.

800xA History Log Definition

The 800xA History Log Definition tab specifies the way the property is logged. The
user interface is inherited from 800xA History log template. 800xA History Log
Defintion:

*  800xA Log - Allows the configuration for 800xA Logs. It is inherited from the
log template chosen while Adding the ProperyLog. The user interface will be
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enabled only for the base log (800xA History log). The configuration is
enabled only for the base logs. Refer Creating Log Templates for more
information on configuring log template.

Presentation

Refer to System 800xA Configuration (3BDS011222%), for information on
Presentation tab.

Status

Refer to System 800xA Configuration (3BDS011222%*), for information on Status
tab.

Activate/Deactivate Log
1. Go to Log Configuration aspect of a particular tag.

2. In 800xA History L og Definition tab, by default the tags created will be in
active state.

3. To de-activate, click Deactivate to disable the tag updates in 800xA History
Server.

To activate the tag updates, click Active to enable it.

Binary Text

User can select the different binary text available in the drop down list for the
change in the status of binary signal for the binary log properties.

352 3BDS011222-600 C



Creating Log Configuration Aspect in Tags

| @ ~ [Sefronton Gonfigration 2 T

[V Enabled

Logged Properties:

- @ Globalvariabless
#® Globalvariables7?
# Globalvariableds
# Globalvariableds
# Globalvariabled0
#® Globalvariables1
#® Globalvariables2
#® Globalvariables3
# Globalvariables4
#® Globalvariabless
#® Globalvariableds
#® Globalvariables7?
# Globalvariableds
#® Globalvariable3g
@ Binary01l
- History_1Sec
85 History_1sec
7158 AVG Iminy
E5 max iming
1B MIN 1min
# Binary02
# Binary03
# Binary04

< m [+]

w

Log Definition 800xA History Log Definition | presentation | Status |

B800xA History History Source

'—IjstorySyncService

B00xA History History Source Object

Funn'se

+ B00xA Log

—Storage

UndateRate | 1000

Min Value | 0.0000

Max Value | 100.0000

ConsistencyFindRoot [

Compression  [v |0.001 vI

Binary Text [shut[0] / Production[1]

Log status  |Fail[0] / OK[1]
High[0] / Low[1]

= |

ﬁmsem Display Format IO

Engineering Uit |

Description |

Injout [

I Active DeActivate |

-

W

—B800xA History Aggregates

Aggregate I CurrentHistory

History Collection
Template

AVG

IBOOxa History Log definition overridden

| Basic History ||$| History Access Id: | FFO04BCAD-F698-466D-83DE-GF6AFDTASCOT

Add Property Log | Delete |

Carcel

Figure 208. Safron: Log Configuration window

History Log List

History Log list aspect can be used to Activate or Deactivate Logs in bulk. This

aspect gets created automatically on 800xA History SyncService object in Service
Structure.

This aspect can be used to list all 800xA History Logs by clicking "Update Log

List" button.
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Multiple logs can be selected from the list and can be activated or deactivated.

Bulk activation or deactivation of logs might cause a delay in updating the
changes in History Server.

Bulk Configuration

This section provides a detailed the procedure for using Bulk Import tool for
performing bulk configuration.

Using Bulk Import Tool.

This procedure describes how to use the Bulk Import tool to instantiate log
configuration aspects for their respective signals. This tool is used to instantiate a
large quantity of property logs without having to use the Plant Explorer. This can
substantially reduce the time spent configuring logs.

It is recommended to perform the bulk import with set of 5000 tags to avoid load
on the basic history and avoid more time consumption.
To configure property logs with the Bulk Configuration tool:

1. Launch Microsoft Excel and create a new workbook.

If the user is not logged in with the user credentials that was used for installing
the 800xA History Archiving software, then the Bulk Import add-in should be
manually added to Excel from the following location:

C:\Program Files (x86 N\ABB Industrial IT\Inform I'T\History\\bin\

For more information about including an add-in to Excel, refer Microsoft
documentation. The first time an Excel Worksheet is opened with the add-ins, a
prompt to enable macros may be displayed. Enable the macros to use the add-in
tools.

Bulk Import tool is available only on the nodes where 800xa History Archiving is
installed.
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2.

Figure 209. Initializing the Workbook for Bulk Configuration

-

i =]

NIE
a

Home Insert

Bulk Impart =

To set up the workbook for bulk configuration, choose Bulk Import >
I nitialize Sheet, Figure 209. Click OK to delete all sheet data.

Page Layout Formulas Data Rewiew:

Eulk Data Manager ~

Initialize Sheet

About Bulk Import

FMEREFERRR]

Custom Toolbars

Fe

3o T |

This will add rows and column headings related to bulk configuration. Also, a
dialog is provided for connecting to a system, Figure 210.
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3. Click Set System to connect the spreadsheet to the Aspect System as indicated
in the Select a System dialog.

l.'/:,;\\ - ¥ Mews Microsoft Office Excel Worksheetxls: - Microsoft Excel
W=
—) Hame Insert Page Layout Formulas Data Rewiew: Wiewn Add-Ins
Bulk Import ~ Bulk Data Manager ~ || pM 31 121 12 ] 2 B 1 o system
Protect Sheet UT

Bulk Data Manager =

hMenu Commands Custom Toolbars

22 - fe| LE

L R S TR

Figure 210. Initialized Workbook

4. Import a list of object properties for which historical data will be collected. It is
recommended that an import filter be applied so the import list can be limited
to just those object properties needed. This minimizes the duration of the
import operation and makes it easier to work with the Bulk Configuration tool.

A filter can be specified based on object name, aspect, and property as shown
in Figure 211. This filter limits the list of returned properties to Out properties
for all Function Block aspects in all Objects whose name pattern fits * SINE*.

Object = *SINE* (* is a wild card character string)
Aspect = Function Block
Property = Out
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Function Block Out

Figure 211. Specifying an Import Filter

5. Once the filter is specified, choose Bulk Import > L oad Sheet from System,
Figure 212. This displays the Object Browser dialog.

|{EEI H9-x i
- i

Home

Insert Page Layout

Mews Microsoft Office Excel Worksheetxls: - Micrasoft Excel

Farmulas Data Rewiew Wiew | Add-Ins

Bulk Import - Bulk Data Manager =

Initialize Sheet

Specify System

Load Sheet from System
Generate Load Report

Update Log &spects from Sheet
“Werify

Delete Property Logs

About Bulk Import

P A B Y o sustem

Custom Toolbars

Be | *SIME®

Function Block Out

Figure 212. Loading the Spreadsheet with Object Properties

6. Use the Object Browser to select an object that establishes the starting point
from where the importer will begin to look for properties to add to the list.

3BDS011222-600 C

357



Creating Log Configuration Aspect in Tags

7. Check the Include child objects, Include L ogged Properties, and I nclude
All Properties check boxes, Figure 213. This tells the importer to include in
the search all child objects under the selected object.

Select an Object

|T:g Contral Structure j
Q Roat, Domain = v Include Child Objects
Azzet Optimization, Asset Optimization .
El-g= Control Network_1, Cantrol Metwork [ Include Lagged Froperties?
EIES Analog_World, Contral Project .
-] Applications, Application Group [ Include Al Fraperties?

3 Application_1, Control Appli
& Control Modules, Contre
= Programs, Program Gro
Ell Program1, Control F
N Program2, Control F
El Program3, Control F

o) Diagrams, Diagram Grou

[ 4 Controllers, Controller Group
- Batch_Single, Contral Project
-84 Surrize, Control Project

- Waikiki, Control Project

-2 Control Network_2, Control Metwork
-2 Control Network_3, Control Metwork
£
4

-G 1T Server, |T OPC Server Netwark
=N}

Add Lancel |

Figure 213. Selecting the Object

8.  Click Add. The import result is shown in Figure 214.

Note that the log configuration aspect created is also in the list. This is because
the Include Logged Properties check box was selected.
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#[Enter either
one pattern for property names
or

MAME:propname 1:propname2

Function Block

[Control Str Function BI:AmpIitude‘ log ConfigurationdHistoryCS1AB:Log Template

[Control Str Function BlcEnable log Configuration HistoryCS1AB:Log Template
[Control Str Function Blc Frequency‘ log Configuration HistoryCS1AB:Log Template
[Control Str Function Bl Out 3 log Configuration HistoryCS1AB:Log Template

[Control Str Function Bl¢Phase b log Configuration HistoryCS1AB:Log Template

Figure 214. Import Filter Result

This example will use the same log template and log configuration aspect name for
all the logs.

Every object property to be logged must have a property log template that
meets the data collection requirements of the object property. Also, the name of
the log configuration aspect must be specified.

These parameters are already specified for the SINE1 object to which the log
configuration aspect was added. Make these specifications for the remaining
objects as described below.

a.

Use the log template specified for the SINE1 object property to apply the
same template to any number of contiguous properties in the list by
clicking the bottom right corner of the Property Template cell and pulling
down to highlight the Property Template column for other contiguous
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properties, Figure 215. The template specification will be entered in the
highlighted cells when the mouse button is released.

G

HistoryCS1AB:.LogTemplste  Grab here and Pull down
HistoryCS1AB:Log Templzte
HistoryCS1AB:Log Templzte
HistoryCS1AB:Log Templzte
HistoryCS1AB:Log Templzte

Figure 215. Applying Property Log Specification to Contiguous Object Properties

The Bulk Configuration tool supports other methods to specify the log template

Q and log configuration aspect name for the first object property in the list when a
Log Configuration aspect is not added via the Plant Explorer. The alternatives
are:

> entering the name directly if it is known.
> using the template list dialog (available via the context menu).

These methods are not covered in this tutorial.

b.  Use the same Log Configuration aspect name for all object properties in
the list by copying the Log Configuration cell into the other rows in the list
in the same manner as the property template.

c. Save the spreadsheet using a unique name.
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It is recommended that the spreadsheet be saved before running the Bulk

Q Configuration function. This will enable Excel to be exited without losing the
configuration data in the event of a problem. Give the sheet a unique name. If
Excel is opened using DataDirect, DO NOT save the sheet using the default
name. DataDirect opens the default spreadsheet whenever DataDirect is opened.

9. Once the log template and log configuration aspect definitions have been filled
in, run the Bulk Configuration utility to update the log aspects from the
spreadsheet. To do this, choose Bulk Import > Update L og Aspects from
Sheet, Figure 216.
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41

Mew Microsoft Office Excel Worksheet - Microsoft Excel
iert Page Layout Formulas Data Review View Add-Ins

Bulk Data Manager =~ | ARE I#E % { 1 1[8 gﬂ @
Br - EH b E | = IE] T EI T Mo System
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[Control Str Function Blt Amplitude log Configuration HistoryCS1AB:Log Temp
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[Control Str Function Blt Amplitude log Configuration HistoryCS1AB:Log Temp

[Control Str Function Blc Amplitude log Configuration HistoryCS1AB:Log Temp

Figure 216. Updating Log Aspects from the Sheet
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10. When prompted to confirm this action, click OK to complete the update,
Figure 217 and then close the Bulk Import tool.

Updating the System [ %]

Are you sure you wank o send this data ko the System?

Cancel

Figure 217. Confirm Update

11. Verify that Log Configuration aspects have been added to the specified signals
by returning to the Control Structure, looking at the aspect list for one of the
signals, and checking for the presence of a Log Configuration aspect.

The log operation may also be confirmed by selecting a log, selecting the
Satustab, and clicking Read, Figure 218.
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Figure 218. Confirming that Log Configuration Aspects Have Been Added

800xA History Log Deletion

800xA History Log deletion is configured in two modes, Auto Delete & Manual
Delete. By default the Manual Delete is enabled. The user can switch over from
Auto to Manual at any time.
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The Auto / Manual settings can be set from the following location in the System
800xA.

Go to Service structure, click on the 800xA History Sync Service, Service Object,
Select the Service Definition Aspect and click on Special Configuration Tab,
Check the check box will enable the Manual deletion mode and Unchecking the
check box will enable the Auto deletion mode.

Manual Deletion Mode of 800xA History Logs

In Manual deletion Mode any 800xA History logs deleted in the System 800xA will
be deleted only in the System 800xA, the corresponding History log configuration
and History data collection till date will be still available in the History database.

- xi

fvIW:'--\Hr.n-'rsm-‘:e-s-ef---ceoe‘m_ﬂ?._:_{' - 1t =]

Configuration Soecil Configuration | Status |

8004 History Setver Confapaaton
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Main Hode: [rroe |

IP Addres of Mo Nods I

Taghtame Fomat |ObpeciMame Aspactilamelinhale has] Prepstyblams =]

Lists Upsdhater Friguasnacy Conlig stion

I fistes et tagye focem E00hot, Hinsbony

Figure 219. 800xA History Sync Service
The Uncheck the Auto Delete tags from 800xA History confirms that the Manual
deletion mode is enabled.

To delete the 800xA History logs from History database refers the 800xA History
Configuration Utility procedure for purging Logs Marked for Deletion.
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Auto Deletion Mode of 800xA History Logs

When the check box for Auto Delete tags from 800xA History is checked as
shown in the figure, it confirms the Auto Deletion mode for 800xA History Logs is
Enabled. When this mode is enabled, any 800xA History Log deleted in the System
800xA will be deleted in the History Database including the History data collected
till date. The deleted data cannot be recovered.

Invalid 800xA History logs should be removed manually from the 800xA
History Vtrin

In 800xA, when 800xA History Log Configuration or child object is deleted, the
reference paths still maintained in history. Due to this behavior of 800xA history,
when ABB Smart Client accesses the History tags via Smart Client Property
Browser, the path and the parent object of deleted log (or deleted child object) still
appears.

Follow the below steps to remove the Invalid 800xA History Logs from the Vtrin
Equipment Model list.

1. Login into the 800xA History Server with the Admin account.
2. Open the Vtrin, Navigate to the Equipment Model List as shown in Figure 220.
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3. Select the Invalid 800xA History log, Right click and select the delete option as

shown in Figure 220.
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Figure 220. Vtrin Equipment Model list

Cma

Following are the referred Invalid 800xA History logs:

—  800xA History Logs which are permanently deleted in the System 800xA

or 3rd party connects.

—  800xA History Logs with old Variable names.

Deleted Logs to be removed from the Virin Tag deletion table

If the user wants to create the same 800xA History Log once again, Perform the

below procedure:

1. Login to Vtrin on the 800xA History DCN / 800xA History server.
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2. Right click on User's Definitions (800xA Service), select New Tree Item->
List as shown in Figure 221 and name the table as “TagsDeleted”.
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Figure 221. Vtrin Tag Deletion

3. Click on the TagsDeleted table, created in the Step 2. Right click on the table
area and select on the Properties as shown in Figure 222 and choose the
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TagDeleted option from the drop down menu and click OK (see Figure 223). It
will give the list of deleted logs.
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Figure 223. Vtrin Tag Deletion

4. Click on the list and select all the logs (Use the keys "Ctrl+a") then delete.
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800xA History Configuration Utility

800xA History Configuration utility is a tool which can be utilized for the
following:

*  To check the History Logs synchronization between History database and
System 800xA.

*  To Synchronize the History Logs between History database and System 800xA
if found Out Of Sync.

*  To list the Duplicate History Logs present in the History Database.

*  To purge/delete the 800xA History Logs from the History database that are
marked for deletion.

*  To perform the first function with External 800xA History Data Collector
Database configured in another 800xA System.

The utility can also be used for activating and deactivating 800xA History Logs.

The tool should be accessed from the following path only on the 800xA History
Data Collector Nodes.

Path: C:\Program Files (x86 \ABB Industrial I''\Inform ITNABB 800xA History
Connectivity\bin

Perform the following steps to use the 800xA History Configuration Utility tool:

1. Login with the 800xA History Installed user account on the Data Collector
node.

Perform this step-2, only while performing the Syncronize and Purge operation
using 800xA History Configuration Utility tool

2. Open the Plant explorer workplace and go to Service structure find the 800xA
History Sync Service group of the respective 800xA History Data Collector
node and stop its service providers by Unchecking the check box.

3. Navigate to the path: “C:\Program Files (x86 \ABB Industrial IT\Inform
IT\ABB 800xA History Connectivity\bin” on the 800xA History Data Collector
Nodes and double click on the tool to launch.
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4.

Provide the Database User name & Password and Connect to History as
required to login as shown in the Figure 224.

g Log on to RTDB Database -
Location: | wss://127.0.0. 1/history v]
User name: | |
Password: | |
Status: Please enter credentials for connecting to 800xA History database, | ~

Click ‘Connect only to 800xA’ button to use the utility without

connection to History. Only Log Activation/Deactivation can be done |+

| Connect only to 800xA | | Connect to History | | Cancel

Figure 224. History Configuration Utility Login
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Connect only to 800xA:

The Tool gets connected only to the System 800xA. For changing
Active/Inactivate state of the 800xA History Logs, database connection is not
required. The user can click Connect only to 800xA without entering database
username and password.

Connect to History:

The tool gets connected to 800xA History database, The user can perform all
the operations described in 800xA History Configuration Utility tool when
connected to the local History Data Collector database. If the user has
connected to a remote History Data Collector database only Synchronize
operation will be available. Removing duplicate Logs and Purging Marked for
Deletion Logs should only be done when connected to the local History Data
Collector Database. Engineering should not be done while using the tool.

For connecting to the external History Data Collector database on the other
system, modify the connecting string in the location. If there are duplicate tags
after synchronizing with the external DCN in Engineering System, start the
800xA History Sync service before the duplicate tags can deleted from the
local DCN. This is applicable only if the 800xA History Sync service is
running in Auto DELETE OFF. Ideally the 800xA History Sync service in the
engineering system should either be running with Auto DELETE option or it
should not be running at all.

If the external DCN node name is “DCNA” and IpAdress is 172.16.4.1 then
URL will be as below:

wss://172.16.4.1:443/history.

Users can only perform Logs Out of Sync operation when the utility tool
connected to the External History Database.

The CPU load of the 800xA History Data Collector node may be high
sometimes when bulk operations are performed using the 800xA History
Configuration Utility tool. Hence it is recommended to perform such activities
during planned maintenance.
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Table 20. 800xA History Configuration Utility Tool

Coloum

Description

Log Name (800xA)

Log name of 800xA History Log configured in System 800xA,The
Log name is usually a combination of Object Name, Object Property
then Log Template Name.

Display Name (History)

Display name of 800xA History Log as seen in the Virin GUI of
RTDB Software in 800xA History DataCollector, The Display name is
usually a combination of Object Name, Aspect Name and Property
Log. The Display name will be empty for logs defined in Object Type
Structure.

Log Path Log path of 800xA History Logs configured in System 800xA.
Log State Log State of 800xA History Log configured, Either Active or Inactive.
Log Status Log in Sync: Log in sync with a tag in the connected History DB.

Log not in Sync: The Log is out of Sync with the corresponding Tag
in History DB.

Duplicate Log: This is a duplicate Tag in History DB. For the same
Log in 800xA there will be another Tag in HistoryDB which is 'In
Sync' or 'Out of Sync'. Log has duplicates. Here the log will be in
sync but have duplicates.

No Log in 800xA: Tag does not have a log corresponding to it in
800xA.

Marked for deletion

No - if the 800xA History Log is not marked for Deletion else the
status will be ‘Marked For Deletion’.

Tag Creation time (History)

Is the creation time of the 800xA History Log in 800xA History
database.

Log Id (800xA)

Is the Unique Id of 800xA History Log (History ltemID) configured in
System 800xA.

Log Id (History)

Is the Unique Id of 800xA History Log (History ItemID) available in
History database.

External Id

External ID is the Unique ID of each 800xA History Log, Itis a
combination of the GUIDs of Object, Aspect, Property and Log
Template used.
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Load 800xA History Logs

Click on the L oad 800xA History L ogsbutton to list all the configured 800x A
History Logs in the System 800xA.
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Figure 225. Load 800xA History Logs

Show Logs Out Of Sync

Logs Out of Sync means the 800xA History log that exists in History database is not
Sync with the corresponding 800xA History log present in the System 800xA due to
mismatch in the History LogltemID which is essential for retrieval of History data
into System 800XA.

Logs Out of Sync will occurs in the following cases:

*  When alog in Log Configuration Aspect is deleted and recreated for the same
property with the same template while Auto Delete is OFF.

*  When alog in Log Configuration Aspect is deleted and recreated in
Engineering System and imported to the production System.
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*  When alogin Log Configuration Aspect is deleted in Production System while
Auto Delete is ON and recreate the log for the same property with the same
template.

In all the above cases, the log in Engineering System also needs to be synchronized
with the newly synchronized log in Production System.

Synchronization of tags between Engineering and Production System, should
always be done from the Engineering System connecting to production DCN. The
tool should never be used to synchronize the tags from production System
connecting to Engineering DCN.

If a Log Configuration Aspect or the Object containing the log is deleted and
recreated, Tags cannot be (connected) Synchronized back.

But, if the Log configuration Aspect or object is imported back instead of
recreating, the tags will be connected back.

Perform the following when Logs Out of Sync occurs:

1. Perform the Sync operations using 800xA History Configuration utility tool,
the tool updates the History LogltemID from the History database to the
corresponding History Log in the System 800xA.
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2. Select the Show Out Of Sync Logs as shown in the Figure 226:
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